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1. INTRODUCTION

The democratic transition of the 1990°s opened a new chapter in Hungary‘s history. Comprehensive changes
were introduced in society, politics and the country’s economy, which had a significant impact on the institutional
system’s characteristics!.

Public administration, in a system based on the rule of law and the separation of powers, is part of the execu-
tive branch, which operates as an independent power. Its specific tasks extend over all sectors of social and econom-
ic life. From an organisational point of view, it is composed by all state institutions exercising public authority?2.

The definition what is meant by “Defence administration” is contained in Government Regulation 290/2011
(XII. 22). In this introduction, it appears necessary to note that among the tasks listed in this definition, I focus on
the examination of disaster management institutions. In the literature, police forces are also included in the larger
definition of safety defence administrations, therefore, the term “defence administration” can also be used to desig-
nate them.

Defence administration, as part of the overall public administration, follow the principles of the social division
of labour. From a functional point of view, they serve the various branches of public administration, while at the
same time representing their own administrative tool and public management technique3. Though I chose to study
the implementation of transparency in defence organisations, this task must also take data protection aspects into
close account. The dual sides of information rights cannot be separated but can only be approached in relation to
one another. Data protection and transparency are both deduced from the academic study of the fundamental human
rights system.

The disclosure of data of public interest (freedom of information) has been a constitutional freedom, in, since
1989. Its function is to guarantee the right to control of the state power for citizens. “Information is vital. An ade-
quate level of information is a condition for citizens’ freedom, which it also improves™4.

In the course of the present dissertation, in order to reach the set goal, this interdependence has been treated
with emphasis, so that this work’s conclusions could always be attached to the implementation or the violation of
human rights.

In a way, this thesis is an attempt of evaluating the level of transparency and data protection that has been
achieved by defence administration organisations. I undertook to reach this goal by going through the following
steps:

— Describing the main developments under defence administration organisations following the democratic
transition, and their connection and place in the processing of public administration tasks;

— Analysing and shedding light on the legal situation of the development of data protection, data safety and
transparency, while pointing out the specificities of defence administration;

— Based on the Fundamental Law and other legal provisions, analysing police and disaster management author-
ities’ achievements in the field of information rights, including both potential negative and positive aspects, formu-
lating proposals in the interest of ending putative negative practices;

— Analysing both the contents and functioning of the notion of safety, security policy, and information rights
to find out common elements and relations that influence the practice of transparency, either in a reinforcing or in a
weakening way;

— Analysing and demonstrating the system of administrative qualification and practice at different institution-
al levels, the transparency of their data processing operations, and the practical implementation of access to infor-
mation of public interest;

— Investigating contradictions constituting obstacles to the implementation of the transparency principle;

— Devising proposals that can support the complex implementation of data protection, data safety and trans-
parency in public safety organisation.

2. HYPOTHESIS, METHODOLOGY AND LIMITATIONS OF THE PRESENT STUDY

According to Section VI, paragraph 2 of ‘s Fundamental Law: “Every person shall have the right to the pro-
tection of his or her personal data, and to access and disseminate data of public interest.” According to the National
Avowal contained in the Fundamental Law: “[...] democracy is only possible where the State serves its citizens and
administers their affairs in an equitable manner, without prejudice or abuse”
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Based on the above, constitutional law requires of the general and overall functioning of a democratic state
serving its citizens that it puts into practice, in the frame of its public tasks and duties, the principles of transparen-
cy and of integrity in public life. Public procedures and decision-making processes should take place in an unbiased
and impartial way.

The fundamental right to access and dissemination of data of public interest, take place besides setting the con-
ditions for the exercise of freedom of speech, actually also helps ensure the enforcement of the above. Based on the
quotes from the Fundamental Law, and on the division of labour among public administrations, defence adminis-
tration is in charge of public services. In the frame of these activities, data of public interest is being processed. The
Fundamental Law, and other related legal norms, prescribe the public availability of such data.

Part of the data processed by institutions providing public services can be classified, either as a consequence
of legal provisions, such as rules on national defence, national security and criminal investigations, or by authorized
civil servants. Such a classification restricts access to data of public interest. The Law does not provide for discre-
tional classification. Yet, in my work as a public authority, I have come across some cases where data controllers
attempted to oppose the disclosure of data of public interest, and neglect their public relations duties. Safety defence
administration can easily find arguments that are accepted by a large share of the population to support such kind of
behaviour: they argue that their goal is the protection of society, the repression of crimes the management of disas-
ters. Yet even if these arguments can be found acceptable by the people, they are contrary to the duty of transparency,
and can be an obstacle towards its implementation.

The above clearly shows the contradiction between information rights duties (both data protection and free-
dom of information), and the way transparency has been implemented by the organization of defence administra-
tion.

The following hypothesis was formulated in order to help achieve the goal set by this study:

According to my hypothesis, defence administrations fulfill peculiar duties among the public administration.

Many of their activities contain elements that have an impact on public interests from a social point of view,
and generate data of public interest.

The responsibility to implement transparency lies on the head of the given organisation, who has general (com-
manding) powers over his subordinates’ work.

At the same time, I formulate the opinion that there exists a danger for transparency to become its own goal,
thereby creating obstacles towards legitimate requests for information of public interest. In the frame of this study,
I will confirm or debunk presumptions that on the one hand deny the spread of transparency and data protection onto
safety defence administrations, or on the other hand believe that those principles can only be implemented in a
restricted manner. I also presume that transparency as a value has suffered from the spirit of legal developments fol-
lowing the 9/11 terrorist attacks, which strongly emphasized national and international political will towards
stronger security over other priorities. There may thus be data protection and classification requirements obstacles
towards the constitutional interest of transparency.

Through the study of the historical evolution of data protection, data security, and transparency, I debunk the
opinions that deny the possibility to implement transparency requirements in the field of public safety, or assert that
such an implementation can only be of limited scope.

Depending on conscious efforts by police and disaster management authorities to establish a balance between
data protection and transparency, the thesis demonstrates that the possibility for these various authorities to follow
legal requirements and allow wide-spread disclosure of information of public interest can be achieved in various
shapes and depths, on a case by case basis.

Based on observations from the field of safety defence administration, the thesis shall attempt to prove the
statement according to which it is possible to balance the right to classify specific documents with the principle of
transparency, in a way that guarantees the enforcement of constitutional freedoms.

Assuming that sectorial, national, territorial and local authorities strive for maintaining of the unified legal
requirements of data protection and transparency, the thesis analyses the characteristics of various institutions’ work
in this direction. Based on the conclusions of this analysis, the possibility will be demonstrated to put the contra-
diction between data protection and transparency into perspective.

In order to fulfill the goals set out for this study, the thesis strives to apply the methodology principles of sci-
entific research, which can be summarized by the following list:

— General comparative chronological investigation;

— Situation analysis and commenting based on analysis and synthesis, together with the determination of con-
clusions and proposals;

— Study of relevant national and international scientific literature and legal norms;

— Use of partial research results for scientific publications and conferences;

— Next to using document analysis methods, I have strived systematically to underpin my research with scien-
tific consultations and the use of interviews.

Rethinking the methodological aspects of this work proved to be necessary over the course of the research.
This was due to the fact that background literature on defence administration, data protection and data transparen-
cy are not unified. However, references on data protection and freedom of information in defence administrations
are incredibly limited. As a consequence, | have had to increase the importance of looking for and analysing prac-
tical experiences on the field, notably through interviews and relevant consultations.
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Over the course of this course, I have come to the realisation that it is not desirable to extend the analysis over
all public safety institutions. Indeed, the activities and documents of both civil and military defence organisations
are, for the great majority of them, classified. This fact would have greatly reduced the diffusion of this dissertation,
as its contents would have been available only to a restricted group.

3. THE PLACE, ROLE AND TASKS OF DEFENCE ADMINISTRATIONS

Public administrations form a subpart of the independent executive power. Its duties extend over all sectors of
state, social and economic life. Such duties include the management of legally prescribed state activities, the publi-
cation of orders, the implementation, steering and supervision of public policies. All of these are done by public offi-
cials who benefit from a special legal status. Under the umbrella term of administrative tasks, one includes the
preparation and drafting of legal norms, law enforcement, steering and supervision of public policies, as well as
offering services to the public. Administrations, on the one hand, have regulatory duties regarding data protection
and transparency, and on the other hand, they are bound by these same rules. This makes it clear that administra-
tions, and public authorities, have duties to serve the public.

Defence administration, as part of the overall public administration, are also characterized by the elements list-
ed above. They execute their missions directly under State supervision. Their mandate supersedes those of regular
public administrations: they have special powers to ensure their ability to achieve their social goal. In the interest of
the rule of law, their activities are coordinated by special laws that supports the optimal social mission. This means
that defence administration is accountable to the citizens for their professional activities, and must allow them to
exercise supervision. Their work is to maintain order and security for the benefit of society. For individual citizens,
this can create a subjective feeling of stability. While defence administrations is part of the general public adminis-
tration system, their duties are divergent and particular, as the social division of labour entrusts them with the main-
tenance of a subjective feeling of safety across the population.

Defence administration operates under supervision. They represent a branch of the overall public administra-
tion, in charge of enforcing public order, protecting populations and risk prevention. These administrations work in
close multilateral cooperation. The general activities of defence administrations (that is to say legislation, law
enforcement and the realisation of projects of social interest) coincides with the main characteristics of the overall
public administration. The divergences are induced by the special nature of these administrations’ duties.

The role and place of police and disaster management institutions has changed in the years following demo-
cratic transition. The legislator has modified fundamental rights’ contents and proclaimed new tasks in phase with
the rule of law’s requirements. In order to fulfill their duties in a more efficient way, both institutions have under-
gone profound changes. For instance, merging the Border Guards with the National Police increased available head-
count, and created a new institutional with a bigger organisational background.

Disaster management used to be performed by various independent institutions that are now operating as one
united organisation, thereby providing a higher level of efficiency in their security protection duties.

Both organisations remain structured around the principle of regional deconcentration. There are three levels:
national, county-level and local. Between them exists a formalised cooperation agreement for the purposes of dis-
aster prevention, damage reparation, and protection of people’s lives and properties. These duties remain the same
whether in times of peace or under states of emergency.

According to the Law, and especially to the 2011 Privacy Act5, data protection and freedom of information
rules are applicable to the subjects of this study. There are also special directives addressed to both institutions that
specify the way in which data protection and freedom of information are to be implementedo.

From a managerial point of view, data protection was integrated into the organisational chart by the appoint-
ment of internal data protection officers. Their efforts can be felt in the conformity to the law of data processing
operations. Transparency also applies, and is materialised mainly by formal-informal information exchanges and
structural public relations. Transparency is shown in various levels across the country, depending on the local and
organisational context.

4. DATA PROTECTION, DATA SECURITY, FREEDOM OF INFORMATION AND TRANSPARENCY IN OUR
DAYS

The analysis of the relation between both sides of information rights (data protection and freedom of informa-
tion) lies at the core of a continuous debate among the theme’s specialists. As the debate’s main substantial element,
we can easily unearth that the actual underlying question is on ,,which one is the most important”. At the same time,
this dissertation reflects on how far personal data protection should reach, on whether it is possible to put limits on
the right to access information, on what is the aim of openness, and on what the relations are between classification
and transparency. Among the dilemmas: how to define personal data, data of public interest, data public on grounds
of public interest and transparency, are ever present questions. Considering this dissertation’s topic, I would like to
present my opinion on the relational system binding data protection, openness and transparency together.

Andras Jori precisely expressed one of data protection’s main issues: according to him, data protection and data
openness are two sides of the same scientific and practical link?. He further develops the fact that both concepts
express the interests of citizens, and that in optimal cases, they balance one another. Yet this relation is far from obvi-
ous for most public authority agents. In the frame of their official duties, data protection usually serves as a limitat-
ing factor for transparency.
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This remains true to this day. Incorrect practices still represent an obstacle for transparency.

Laszl6 Majtényi widely analyses the different data types, their relation to one another, and their use in the field
of data protection. One of his important conclusions is that the protection of privacy is what matters for data pro-
tection, as it provides citizens with protection in the context of a democratic information society8. The aim is to pro-
vide comprehensive protection of citizens’ data. But the right to protection must not impede, or be an obstacle, to
the legitimate interests of transparency.

Both statements bring attention to the fact that data protection cannot be without limits. Its excessive imple-
mentation would indeed go against the principle of transparency.

“From the point of view of constitutional law, transparency is inferred by the constitutional principles of democ-
racy and popular sovereignty. Its implementation allows the existence of two other fundamental rights: freedom of opin-
ion and information freedom™. Openness and its corollary, transparency, represent checks and balances in favour of
democracy, but also a challenge. The realisation of democracy requires State institutions to perform administrative
duties, which leads to the production of data of public interest and data public on grounds of public interest. Their pub-
lication and accessibility guarantee the rule of law. Retention of information of public interest imposes restrictions on
people’s constitutional rights. Therefore, it constitutes an infringement to the Fundamental Law. State administrations,
local governments, and safety defence administrations all perform public duties, so information on their basic activities
is of public interest and must be made available. In a nutshell, data protection is about the protection of citizens; and free-
dom of information, being about the State’s transparency, includes the right to legally access data of public interest.

Transparency also means, therefore, that each person has the right to be informed about what personal data that
he is the subject of are being held by State organs or other institutions. This legal requirement represents a guaran-
tee from the citizen’s point of view.

Freedom of information, on the other hand, is set to safeguard public authorities’ transparency. From this point
of view, transparency requires that controllers of data of public interest and data public on grounds of public inte-
rest must open up to wider society. This is the basic requirement for State and public administration accountability.
Access to knowledge promotes critical thinking and creativity and the formulation of opinions. Openness and trans-
parency can be observed in the State’s supervision. The legality of the State’s functioning can be thus controlled
through a data protection approach, but transparency allows citizens to access information of public interest with-
out having to prove individual concern. This creates the conditions for general supervision by citizens.

The European Union has been tackling data protection and freedom of information issues with ever increasing
intensity. The European Parliament and the Council approved a Directive on the protection of individuals with
regard to the processing of personal data and on the free movement of such data. This Directive’s rules have been
transposed into national laws, including Hungarian law, through the mechanism of legal harmonization.

Globalisation’s challenges, together with divergences in national legislations, make it necessary to improve
harmonization, unify enforcement strategies, and shape common rules on sanctions. Yet the data protection reform
package’s fate appears uncertain. And there is a complete lack of European Union-level harmonization in the fields
of transparency and freedom of information. Applicable Hungarian rules take the European requirements into
account. The Privacy Act goes even beyond what was required by European Union provisions, and also constitutes
an improvement on its predecessor, the Data Protection Act.

Council of Europe legislation also had an impact on the genesis of both data protection and transparency. As
a European Union Member State, Hungary’s main source of inspiration for data protection was the Data Protection
Directive, but the Council of Europe’s conventions played an important role in the field of freedom of information.
These have significantly influenced Member States’ legislation and law enforcement practices towards unified inter-
pretations, though full harmonization on data protection has yet to be achieved.

The first Hungarian legislation on data protection and freedom of information preceded EU codification by
three years, so later implementation of European norms had to be done through amendments. The constitutional
amendment adopted at the time of the democratic transition elevated personal data protection to fundamental right
status. The Constitutional Court formed a legal opinion on data protection that is still in force as of today. It pro-
claimed the existence of informational self-determination, emphasized the importance of purpose limitation, and
sketched the shape of widening access to data of public interest.

With the creation of the Data Protection Commissioner’s Office, data protection and freedom of information
were granted institutional safeguards. At the time, the concentration of both informational rights competences in the
hands of one public authority was a unique situation in the world.

The new Privacy Act entered into force at the same time as the Fundamental Law. This Act takes over the rel-
evant provisions from the former Data Protection Act, including those on the access to information of public inter-
est. It creates safeguards against the possibility for privacy protection becoming its own goal and thereby proving a
hindrance to transparency’s legitimate interests. This Act also created the National Authority for Data Protection and
Freedom of Information (NAIH in Hungarian), which took the place of the Data Protection Commissioner as an
independent, autonomous administrative authority. The NAIH’s attributions significantly exceed the former institu-
tion’s ones. For instance, it was granted real administrative competences along with the possibility to impose finan-
cial penalties. With its extended procedural competences, it can directly influence national data protection practices,
which goes hand in hand with freedom of information.

The new system of rules and data protection authority have been declared conform to the European law by
control authorities and workgroups. International trends tend towards the combination of data protection with free-
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dom of information, supervised by one single authority. This guarantees an optimal relation between both rights in
their implementation in economic, social and State life. Transparency’s success is guaranteed by freedom of infor-
mation and openness. They allow people to gain knowledge on the State and administrative activities. By getting
this relevant information, they can take part in the political process.

Over the course of this dissertation, many interviews were made, mostly on the local level of safety defence
administrations. They shed light on the fact that transparency’s desired success was still short of what is expected to
ensure an adequately high level of control by citizens over the State’s administrative activities.

THE CORRELATION BETWEEN SECURITY, PUBLIC SECURITY, DATA PROTECTION AND TRANS-
PARENCY TODAY

Security means lack of threat and fear or rather the ability of protection against these menaces. Its impact
comes into effect on different levels, such as individual, collective, national and international level. Different areas
of security have an impact on each other, too. Security influences the effectivity of human rights protection and of
liberties, including the citizens’ right to control the functioning of the state and to the transparency.

9/11led to significant changes in many countries’ security policies. This statement also states for the European
Union. The changes focus on wider range of information exchange, on free access to information sources by the
member states and on finding the dangerous persons. These changes effect liberty rights negatively, however this
could be moderated through finding the optimal balance between security-liberty and data protection-transparency.

THE CONDITIONS AND FULFLLMENT OF DATA PROTECTION, PUBLICITY OF DATA AND TRANS-
PARENCY AT THE ORGANS OF THE DEFENSE ORGANIZATION

During my researches of the relevant topic I have examined the experiences of recent danger — and disaster si-
tuations. From the perspective of data protection and freedom of information the thesis asserts and proves that trans-
parency or lack of transparency fundamentally effects the outcome of potential dangers. It positively or negatively
influences the life of people and the natural and material environment, too. Without the knowledge of the relevant
information the defence forces are not able to perform their basic tasks which is also the guarantee for the trans-
parency of their functioning.

Through examining the transparency of the police and disaster management forces the thesis also asserts and
proves that the regulation — from the national to the local levels — comply with the provisions of the Privacy Act
(Infotorvény).

Both forces have special features which need special regulation. The different levelled regulations constitute
coherent unity. In the case of the police and disaster management data protection and freedom of information (trans-
parency) have an enormous importance. External and internal transparency shall be distincted.

Upon the experiences gathered on different levels my conclusion is that providing information could be orga-
nised as a planned activity. The essential content of the information could be defined in advance so transparency as
a requirement could be maintained at the end.

In the ,,time of peace” to serve transparency the internal regulations are to be followed. The organs of the di-
saster management use different methods using the press and using personal relationships to feed the society’s needs
for reliable information.

During the interviews made on different levels I was facing several problems which seem to exceed the com-
petency of the relevant head of the police or of the disaster management forces. The remedy to some of these prob-
lems might be the modification of the sectoral regulation. But some problems need to be solved through changes of
the legal provisions. Upon my opinion summarising of the tension indicating tasks under the competency of the high
level decision-makers is more than necessary. The harmonized proposals of the relevant organs of the security man-
agement should be brought to the decision makers, to those who are responsible for the drafting of legislation.

CONCLUSION

The analyses of the nature of conflict between data protection and freedom of information is one of the main
aim of this present thesis, emphasised in every, and each period of the examination. It has been proved from many
aspects that the conflict indicated is of a real nature by the defence forces. Its effect can be followed during the ful-
filment of the tasks and by the relationship with the citizens.

The thesis shows the characteristics of the defence management in comparison with other sectors of the pub-
lic administration. It asserts that the dichotomy formulated in the main objective cannot be interpreted mechanical-
ly. The actors of the defence management often tend to favour data protection to the guarantees of transparency.
Searching the roots of casualty it seems that the main reason is the special role and activity of the actors within the
system of public administration. The tasks are mostly closely related to the persons and are occasionally accompa-
nied with special data processing’s.

My experience during the researches was that in the reality it is often hard to define which data is of public
interest. The qualification of the documents — following the rules in force concerning the qualified data processing —
makes the situation even more difficult. The consequence is that that informing of the public or prevailing trans-
parency fall behind. This rather objective factor — with a legal background with easy reference — can be found at
both forces. Moreover, some organs’ staff members make a one-sided preference of data protection to the obligation
of informing the public. The experiences of the on-the-spot interviews prove that heads of the organs on different
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levels consciously make efforts to inform the local and national public and also to create and maintain the institu-
tional conditions of transparency.

The legal framework and the determinated requirements and traditions of the senior staff guarantee the reas-
suring solution of the conflict between data protection and transparency.

The thesis proves (see Framework of the research, Chapter 11/3.) the reason to concentrate on the organs of the
police and of the disaster management. It also proves that the relationship between public administration and
defence administration is not a subordinated one due to the principle of the division of tasks within the society. Each
organisation has special powers and neither is replaceable.

The thesis also proves that the organisations fulfill their tasks in compliance with the provisions of the Basic
Law as well as of other Acts. Public duties generate data of public interest which are processed by the appropriate
administrative staff and assisted by data protection officers. The personal staff is regularly trained and well prepared
to process data of public interest.

On the other hand I met with practical difficulties concerning the interpretation of data of public interest.

In the period of research I orientated myself at the central, territorial and local organs of disaster administration.
I was confirmed that they are occupied with the interpretation of data protection and transparency but with different
results according to the different levels and different powers. My experience was that the members of the professional
staff (including the governmental officials) fully fulfill their obligations as defined in the regulations but providing
information in single cases — which should be a vital part of transparency — meets numerous obstacles. These origi-
nate mostly in the interpretation problems of data protection-freedom of information and in the exaggeration of deci-
sion competencies. The problems are less typical on higher levels, transparency is well founded at national organs.

The thesis proves through concrete examinations that defence administration is based upon public interest thus
produces and processes public data. The qualification of the data storage management is regulated, carried out by
the administration and assisted by a DPO. Processing of personal-public and data-public-on grounds of public inte-
rest are subject of internal regulations at each organs.

The thesis proves my original presumption that the danger of primacy of data protection versus transparency
and publicity may appear.

The thesis only partly proves my original presumption that the conflict of data protection-transparency derives
from conceptional concerns which really exist but serve only as one reason for the subordination of transparency to
data protection interests.

The thesis has confirmed the opinion of Laszlé Majtényi stating that efforts made for the sake of protection of
data might cause subordinance of publicity of data. The reasons are the following: overregulation, certain circum-
stances of data qualification at the defence administration and the negative effect of emphasising secrecy’s protec-
tion. However, the examinations have proved that the constitutional interests have been prevailed in relation to trans-
parency and publicity.

The thesis asserts that the different methods serving this purpose have been developed on different levels of
defence administration and function well in the daily practice. Some of these derive from formal, legally fixed obli-
gations, some of these are built on local relations and traditions.

Summary: based upon the pre-examinations and on the explored facts the thesis asserts that the conflict of
transparency-data protection at the defence administration is real. The conflict’s effect differs vertically and also
appears in different dimensions in relation to the police and to the disaster management.

The factors working against transparency and publicity refer to real problems but there is a conscious effort to
comply with the requirements of transparency.

These features jointly prove that the concrete results of my research work reflects the real situation. The exam-
ined organs’ leadership and members, the information found in documents, the content of the legal regulations and
the interviews unambiguously prove the prevailing of transparency.

1. The research concentrates on the topic of transparency as well as on the correlation between data protection
and freedom of information in relation to the organisation of the disaster management and of the police within the
defence administration system. The relevant scientific literature convinced me that although the new Privacy Act has
been already analysed from several aspects in the form of scientific studies, essays etc. my thesis offers a new per-
spective of the given correlation.

Speaking of the system of defence administration my analyses is the first in the line which focuses on the points
of conflict in relation to institutional conditions of data protection-transparency. The thesis discovers the positive
and negative procedures generally. One of the most important problem is the interpretation of personal data-data of
public interest- data made public on grounds of public interest. A harmonised legal practice and the elimination or
minimisation of the subjective element would be essential in order to guarantee the citizens’ rights of free opinion
and of public control.

2. In the early stage of the research my perspective focused on external views — societal groups, local com-
munities, single citizens. Later — in particular as a result of the analyses and consultations on disaster or near-disas-
ter situations — I was confirmed that transparency within the defence administration is as important as transparency
requirements directed towards the defence administration. The distinction of an ,,external” and ,,internal” trans-
parency for data protection and transparency experts is still an open question.

3. Data of public interest processed during defence administration activities shall be made public according to
the law. Administrative qualification of these data is strictly regulated. Although the publicity of these data is an
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interest of the society, it could be in conflict with individual interests. The solution of this conflict might be prob-
lematic in the practice. The single discretion power shall be limited and it is highly recommended to set up a uni-
fied legal practice with the cooperation of the National Authority for Data Protection and Freedom of Information.

4. The research work used modern scientific methodologies but the examination of the correlations needed
complex methods. It means that the analyses of the institutional and activity problems had to draw on theoretical
and practical comparisons. Thus the thesis can prove that data protection, data security on the one side and freedom
of information, transparency on the other side often have a counter effect on each other. Maximisation of security
negatively effects transparency, as well.

5. The system of regulation in relation to defence administration, data protection and freedom of information
is partly independent, partly corresponding. It comprises a whole spectrum from the Basic Law to Acts, govern-
mental and ministerial decrees to strategical and specific ,,internal” rules. Examining some of these rules I concluded
that we cannot speak about a coherent system as it can be described as fragmented, professions- and sectoral- or
national competency based.

The complex defence administration, data protection and transparency function as legally based systems. The
differences do not have an essential effect on the functioning. However, the deficiencies in relation to the regulation
shall be solved through the legal interpretation or through the modification of the legal provisions.

6. The examination of the chosen topic led me to the recognition that the terminology of data protection, data
security, publicity and transparency has become too difficult, too sophisticated.

The publications and statements are clear for the experts but remain unclear for those who are expected to ful-
fill the requirements. Although the basic principle is easy to understand: personal and qualified data shall be pro-
tected, data of public interest shall be disseminated. It is most recommended to interpret data protection and free-
dom of information issues in the most simple and clear way.

7. The research confirmed me that the institutional system is operable so it is not necessary to carry out a comp-
lete supervision or to set up a new system. The effectivity of the present system could be optimised by introducing
a unified legal interpretation and by the minimisation of the role of the subjective elements.

8. The publicity of the public information and transparency are serving the interests of the society. The prob-
lem is that the responsible decision makers processing public information often find themselves under the pressure
of necessity — just as explained in the thesis. The solution of this conflict falls out of the competency of the defence
forces. It is highly advisable to pass in a proposal of modification of the relevant Act to the Parliament with refer-
ence to the annual report of the Hungarian DPA.

9. To increase the transparency of the defence forces it is important to use the direct possibility of consultation
with the experts of the Hungarian DPA during the investigation or at the DPO’s annual conference.

Proposals for the use of the new scientific results

The content of the thesis could be used:

— by the experts of the police and the disaster management forces. It could be interpreted as an analysis of the
present situation;

— in the NAIH’s procedures as a complex evaluation of the methods of the investigation;

— by publications, studies;

— in the curriculum of the National University of Public Service (in particular the analysed examples and con-
sequences of the thesis).
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Pe3tome

Ammina Ilemepganei. lIpo3opicTh B 000poHHiii aaminicTpanii.

VY craTTi po3mIAAAlOThCS IMHUTaHHS 3a0e3NedeHHs Mpo30pocTi Ta cBoOoaM iH(opMarii B 000poHHIHN agMiHicTpalii, Mo Jacto
CIIPUYUHIOE TIEBHI KOHQIIIKTH 3 BUMOTaMHU 3aXHCTY JAaHHUX IPOTATOM BUKOHAHHS 3aBAaHb Ta CIUIKYBaHHS 3 TPOMaAsHAMH. ABTOD pO3-
DIsa€e MPoOIeMH MPEBAIOBAHHS IHTEPECIB 3aXKMCTy JaHUX B MOJIIIi Ta BiIOMCTBaX 3 HAA3BHYAMHUX CHUTYAIlii, [0 TiFOTh B paMKax
cucTeMH 00OPOHHOI aMiHICTpaIlii, MOKpaleHHs IisutbHOCTI HarionansHoOTro menapraMeHTy 3 3aXHCTy JaHHX Ta cBoOoxu iH(popmamil
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B 3a0e3medeHHi yHi(ikoBaHOI IOPHANYHOI IPAKTHKH, PO3POOKN HEOOXiTHMX 3aKOHOAABUMX AKTIB Ta AUPEKTUB €BpONApIAMEHTY Ta
Pamgu €Bporm mis yHidikamii cTpareriii 3a0e3mneueH s MPaBoONOPSIKY, TApPMOHi3allii 3aKoOHOAaBCcTBa KpaiH-wieHiB €C B wiit cdepi Ta
PO3pPOOKH BiMOBIIHUX PEKOMEH/IAIIM MPOBITHMM CICIiaTiCTaM.

Kurouosi ciioBa: HamionansHuiT femapraMeHT 3 3aXUCTy JaHHUX Ta cBOOOIM iH(OpMAIlii, BiTOMCTBa 3 Ha[3BUYaiHUX CUTYaIliH,
3a0e3meueHHsI MPaBONOPAIKY, AaHi, [0 CTAHOBIATH iHTEPEC IS CYCIUIBCTBA, ONPHIIOAHEHHS TaHUX, pO3pOOKa 3aKOHOJABYHMX aKTiB,
3000B’s13aHHSI IPO30POCTi, TPOMAJICHKUIT HATIISA, 3aXKUCT MPHUBATHOTO UTTS 0COOM, 3aKOHOABYI PAMKH.

Pe3zrome

Ammuna Ilemepganeu. IIpo3pauHocTh B 000POHHOI aJIMHUHUCTPALIH.

B crarse paccmarpuBaioTcs BOIPOCH 00€CIICUSHUS PO3PAYHOCTH M CBOOOABI HHPOPMAIIMK B 0OOPOHHON aIMIHHUCTPAIINH, YTO
YaCTO BBI3bIBACT ONPEACIICHHBIC KOH(bHHKTbI C Tpe6OBaHI/l$[MI/I 3alIMThI JAHHBIX B TCUCHUC BBINNOJIHCHUA 3a1a4 U 06LI_IGHI/IH C Irpaxkaa-
HaMHU. ABTOp paccMaTpUBaeT NMPOOJIEMBI IPEBATPOBAHNUS HHTEPECOB 3aIIUTHI JaHHBIX B ITOJHIMN U BEJOMCTBAX 110 YPE3BBIYAHEIM
CHUTyalusiM, KOTOpbIe AEHCTBYIOT B paMKaX CHCTEMBbl BOCHHOH aJMUHHCTPALNH, YIy4dIIeH:s AesTensHocTn HarmonansHorO Aemapra-
MEHTA 110 3aIlUTe JaHHBIX U CBOOObI HH(OPMALUK B 00eCIieYeHNN YHUPHUIIMPOBAHHOI IOPUIMYECKOM MPAKTUKH, pa3paboTKu He00X0-
JIMMBIX 3aKOHOAATENBHBIX akTOB U qupekTHB EBpomapiamenta n CoBera EBpors! urs yHH(HUKAIINN CTpaTeTryii 00eCIedeHuns! paBoIo-
psinKa, TapMOHH3AIMU 3aKOHOAATENIBCTBA cTpaH-wieHoB EC B 3Tol cdepe U pa3pabOTKH COOTBETCTBYIOIINX PEKOMEHIAIMH BEIYIIUM
CIIEIHATUCTaM.

KoroueBnle cioBa: HarpioHanbHBIA femapTaMeHT 10 3aliuTe JaHHBIX U CBOOOABI HH(OPMAINH; BEIOMCTBA M0 YPE3BBIYAHHBIM
CHTYyaIHsIM; oOecieueHIEe TPaBONOPSAKA; JaHHbIE, IIPEICTABIIAIONIIE HHTEPEC AT 00IecTBa; 0OHAPOIOBaHNE JAHHBIX; pa3pabOTKa 3aK0-
HOJIATEJILHBIX aKTOB; 00513aTeIbCTBA MPO3PAYHOCTH; OOLIECTBEHHBIH Ha/I30p; 3all[MTa YACTHOW JKM3HH JIMIIA, 3aKOHOJATEIbHbIC PAMKH.

Summary

Attila Péterfalvi. Transparency in defence administration (PhD. Thesis)

The article presents the topic on ensuring transparency and freedom of information in defence administration what often causes
some conflicts with the requirements of data protection during fulfilment of the tasks and by relationship with the citizens. The author
considers the problems of prevailing interests for data protection in police and disaster management authorities within the defence
administration system, improving the activity of National authority for data protection and freedom of information in providing unified
legal practice, drafting necessary legislative acts and directives of European Parliament and the Council for unifying law enforcement
strategies, harmonizing legislation of EU member countries in this field and elaborating proper requirements to the senior staff.

Key words: National authority for data protection and freedom of information, disaster management authorities, law enforce-
ment, data of public interest, disclosure of data, drafting legislative acts, duty of transparency, public supervision, protection of priva-
cy, legal framework
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CTYAEHTCbKA TPUBYHA

YK 340.1
A. O. JIA30OPCbKU#H

Apmem Onezoeu4 Jlazopcbkutli, cmydeHm IHcmu-
mymy nicrigadunnomHoi oceimu Kuigcbko2o HauioHarb-
HO20 yHisepcumemy imeHi Tapaca LllegyeHka

NrPOMAOAHCBKE CYCHNINIbCTBO | AEPXABA:
B3AEMO3B’A30K TA B3AEMOAIA

[Iponiec cTaHOBICHHST YKpaiHU SK CydacHOi IEMOKPAaTHYHOI 1 TIPaBOBOI JIEpKaBU MOETHYE B co0i PyHIaMeH-
TaJbHi 3MiHM B JKUTTI YKPATHCHKOTO CYCIIJIbCTBA, TOYMHAIOUH 3 MPOLECY NEPEOCMUCICHHS OCHOBOIOIOXKHUX I[iH-
HOCTEH 1 MPIOPUTETIB CYCHUIBHUX TpaHCHOPMAILIiH, 110 JIe)KaTh B OCHOBI ii PO3BUTKY SIK CaMOCTIHHOI 1 HE3aJIeKHOT
JepXaBH, 1110 MparHe MOCICTU TiJHe Micle Y CBiTi, 1 3aKiHUYIOYM MUTAaHHAMHA HOPMATUBHOTO PETYIIIOBAHHS JisIb-
HOCTI SIK THCTHTYTIB JIEp>KaBHOI BJaJld, TaK i IHCTUTYTIB TPOMASTHCHKOTO CYCITiIbCTBA.

Kateropisi «rpomMalissHChKe CYCIIJIBCTBO» — OJIHA 3 HAHMOJIONIIMX y BITYM3HSIHOMY CYCIUTLCTBO3HABCTBI, B
MOJIITONOTIT 30KpeMa. | 1e, He3BaXkaloun Ha Te, IO CBITOBA CYCIJIbHA JIyMKa JIaBHO 1 JIOCUTH JIOKJTATHO JTOCIIIKY-
BaJa 110 mpoOiemMy. Y TOJITUYHHX BUYCHHAX, IO Halexann Apwucroremo, Llunepony, MoHteck’e, MakiaBemi,
Jlokky, ['066c¢cy, Kanty, I'eremto, Mapkcy, bakyniny, B. ConoBiioBy, naHa kareropisi abo IeTanbHO aHaji3yBajacsd,
abo 3ragyBajacs, TOJIOBHUM YMHOM, Y CIIBBITHOIIEHHI «IPOMaJTHCbKE CYCIIIbCTBO — AeprkaBay. HaykoBi morsaau
BYCHHX IIOI0 PO3YMIHHS IPOMaISTHCHKOTO CYCIIIBCTBA 3BOIIUTICE 10 JYMKH, 1[0 BOHO € KaTEropi€l0 caMOCTiHHOIO,
€ THM, TII0 3HAXOJUTHCS 11032 TIOJIeM 3aJIS)KHOCTI BT JIepyKaBH.

Buxonsau 3 TOro, mo rpoMajitHChbKe CYCIUIBCTBO €, HacaMIiepes, OfiHier 3 GopM 00’ €THaHHS JItojiel, HeoO-
XiJTHO 3BEpHYTHCS 10 iCTOpii CTAaHOBJICHHS JIIOICHKUX CHINBHOT. Ha 30pi J0ACTBAa BUHUKAIN MIPOCTI, HEUUCIICHHI,
MAaJIOCTiiKi 00’ €THAHHS JIIOAEH JUIA CIIIBHOTO 100yBaHHS iXi, OyIiBHUIITBA JKUTJIA, 3AXUCTY BiJl BOPOTiB, TBAPHUH 1
Herogu!.

Baromuii BHECOK Yy JOCHTIJDKCHHS PI3HHUX aCTEKTIB PO3YMIHHS TPOMAITHCHKOTO CYCIIIbCTBA 3POOMIIH TaKi
Bimomi BueHi, sk: FO. Xabepmac, M. Kynnepa, H. J[3embchkuii, 5. Kypons, JI. KomakoBcbkuii, M. Baiina,
T. anpkwit, K KaﬂLTeH6pyHHep, C. Kimokcen, P. lllenbcki. JJocmimpkeHHsIM cTany (GOopMyBaHHS TPOMaISHCHKOTO
CYCIIJIBCTBA 3aiiManucs Taki BUCHI-TeopeTukHy, sk: A. Kapacs, A. Komoniit, H. HoBukos, A. Omiitnuk, B. IIpimym,
A. Ckpunniok, P. llleaposa, A. Tapans, C. [Tonoxano, C. Ps6os, B. Cunopenko, B. Tkauenko, M. TomeHko Tom1o.

YV noniTHYHOMY MeXaHi3Mi MozepHi3allii BaJIMBY POJIb BiZIirpa€ CIiBBiTHOIIEHHS JEpXaBU Ta IHCTUTYTIB IPO-
MAaJITHCBKOTO CYCHUTBCTBA. Lli MATaHHS aKTHBHO JOCIHIIKYIOTHCS YKpPaiHCBKUMU BUCHUMH. 3HAYHUM 1HTEpec, 30Kpe-
Ma, CTAHOBJISITh MOHOTpaii Ta KolleKTHBHI HayKoBi po3Binku B. bapkora, C. bo6pouk, O. boruanya, B. [opbarenka,
T. Hosryns, A. Kononis, H. Onimenko, M. [lareii-bparactok, @. Pynuua, M. Pabayka ta M. Jlenucroka.

MerTol0 aHOT CTATTi € aHali3 Pi3HUX aCICEKTiB B3a€MOJIi MpaBa, AEP>KaBH 1 TPOMaSTHCHKOIO CYCIIJIBCTBA,
aJKe TPOMaJSIHCbKE CYCHIUIBCTBO — 1€ IIEBHUN MEXaHi3M He(OpMaJbHOTO COLiaJbHOTO MapTHEPCTBa, SIKUH 3a0e3-
revye migTpuMaHHs OalaHCy ICHYIOUMX IHTEPECiB y CYCHUIBCTBI Ta iX peai3alilo.

[Mpobmemu cTaHOBIIEHHS Ta (YHKIIOHYBAaHHS MPaBOBOI JepKaBH 1 TPOMaITHCHKOTO CYCILTBCTBA BH3HAHI B
CY4aCHHX yMOBax (yHIaMCHTAJIbHHMHU Ta 3HAYMMUMH. 3apOJDKCHHs 1 TOJAIBIINIT PO3BUTOK IPABOBOI JCpiKaBH
Bi/I0yBA€THCS B yMOBAX PO3BUTKY IPOMAJIHCHKOTO CYCIIiIBCTBA. B3aeMOBIIHOCHHN MPaBOBOT AepKaBH 1 rpoMajisH-
CBKOTO CYyCIIJIbCTBA € BU3HAUAJIbHUM YHHHUKOM YCIHIITHOTO PO3BUTKY JIEP>KaBH 1 CYCHiIbCTBA, HEOAMIHHOK YMO-
BOIO 3a0€3MeUeHHs] OCHOBOIOJIMKHUX MPaB Ta CBOOOJ JIOIUHY 1 rpOMaiiHUHA.

YV cydacHiii nmpaBoBiii Hayli c()opMyBaIrca TPU MiAXOIU 1O CIIBBIIHOIIEHHS IPOMAITHCBKOTO CyCIiJIbCTBA Ta
JepyKaBu:

1. [lepaBa 1 rpoMaliTHChKE CYCHIIBCTBO — CXOXKI (KOHBEPIeHTHI) COIiaIbHI CHCTEMH.

2. JlepxaBa i TpOMaJITHChKE CYCITUTLCTBO — COLIaJbHI CUCTEMH, IO PO3PI3HSAIOTHCS (IMBEPreHTHI), TICpPBUH-
HOIO Ta MPOBIJTHOIO € JiepKaBa, ika KOHTPOIIOE TPOMAJITHChKE CyCIiJILCTBO.

3. JepxkaBa i rpoMaJsiHCbKE CYCHIJIbCTBO — CUCTEMH, L0 PO3PI3HAIOTHCA, OIHAK MPOBIIHUM € TPOMAISHCHKE
CYCIIBbCTBO, a JiepakKapa 100 HbOIO BUKOHYE CIYyXO0O0BY (M1ANOPSIIKOBAaHY) POJb.
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