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Annotation. Once the technologies started to develop rapidly, it is still impossible to
control totally all the spheres, especially where it involves internet, P2P, M2M and other
kinds of communications. Hackers can easily get into your computer through the internet and
you may not even be able to notice it, somebody can upload a photo or video of yours to the
social network which you actually would not like for other people to see at all. How to protect
ourselves in this new cyber world which has crashed into our lives and keeps us strained for
being always careful and checking time to times if there any visual information of us has been
uploaded into a web. In this paper we introduce the suggestion of how the existing
technologies could be combined together, so that at least one part of the privacy issues (in
this paper we will talk about photographs) could be solved for our future internet
communication. The main idea of our new propose is that a person no longer needs to control
the people who hold the photos with him, but internet will control it. No watermarking
technologies will be employed here. Everything is going to be processed online based only on
the real time perceived data and processing it.

Keywords: Photo privacy, secure uploading, social networks.
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HOIJIsIJT Y MAUBYTHE:
«PO3YMHMHIT» OBMIH IH®OPMAIIEIO Y KIBEP ITPOCTOPI,
ITPOBJIEMA 3AXHCTY IPUBATHUX ®OTOI'PA®IN

Anomayis. 3 mux nip Ax mexHono2li cmanu po36usamucs NPUCKOPEeHUMU MeMnamu, Mu
He 8CMuU2aemMo KOHmMpoIo8amu ix y 6cix cgpepax, ocooauso AKuWo ye cmocyemscs iHmepHemy,
P2P, M2M ma inwux 3a donomozor 38'a3ky. Xakepu moxicymv 1e2K0 NPOHUKHYMU ) AUl
Komn'tomepu uepe3 inmepnem, i 8U Moxceme HAGIMb He NOMIMUMU Ybo2o. Xmocb Moxce
3a6aHMANCUMU 8 COYIANbHY Mepedcy eauie pomo abo 8ideo, AKi U xce MOYHO He XOmIinu O
pooumu 00CmMynHuMu 0151 CMOPOHHIX ouell. AK Ham 3axucmumu cebe 8 ybomy HOBOMY Kibep
npocmopi, AKUU y8ipeascs 6 Haule HCumms i mpumMae HAc y Hanpysi, 3MyuLyro4u nOCMiuHo
Oymu obepedcHumMu i nepegipamu uac 6i0 uacy 8umik ocooucmoi 8i3yanvHoi inghopmayii y
scecsimmuIo mepedicy. Y oauiti cmammi mMu RPONOHYEMO i0ero npo me, K 00'€OHamu iCHyYi
MexXHON02i O GUPIUEHHS NPUHAUMHI OOHIEI Yacmuuu npoodIemMu 3axXucmy HNpueamuoi
inpopmayii (6 Hawomy sunaoxy demuvcs npo omoepaghii) O ManbdyYmHbL020 CHINKY8AHHS 8
inmepuemi. [ onoena ides Hawloi npono3uyii noiseac 6 Momy, wo Kopucmysadam Oiivuie He
nompiorno Koumponoeamu gomozpaii 3 ix 300padceHHAM, WO 3HAXOOAMbCA Y CIMOPOHHIX,
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inmepnem cam 6yode ix kommpoaosamu. Hemae neobxionocmi Hasimv 3a0iamu mexHono2ii

«B800AHUX 3HAKIBY. Becv npoyec 8iobysamumemsbcs 8 pedcumi peaibHO20 4acy, IPYHMYIOUUCh
MINbKU HA OAHUX, OMPUMAHUX 8 NOTNOYHULL MOMEHM.

Knrouosi crnosa: ghpomo xongioenyitinicms, dbezneunuti 0oOMin inpopmayicto, coyianbHi

Mepesrc.
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B3I'JIsAd B BYAYLIEE:
«YMHBII» OBMEH HH®OPMAIIMENA B KUBEP IIPOCTPAHCTBE,
INPOBJIEMA 3AHIUTHBI YACTHBIX ®OTOT'PA®UN

Annomayus. C mex nop Kax mexHono02uu Cmaiu pa3eueamuvCs YCKOPEHHbIMU meMnami,
Mbl He ycneeaem KOHMPOIUPOBAMb UX 80 6cex cepax, 0COOeHHO ecau Mo Kacaemcs
unmepnema, P2P, M2M u Opyeux nocpeocms cesazu. Xakepvi mocym J1eck0 NPOHUKHYMb 8
8auiu KOMNbIOMEPbL Yepe3 UHMepHen, U 8bl Modceme 0axce He 3amemums 2mo2o. Kmo-mo
ModHcem 3a2py3ums 8 COYUANbHYI0 Cemb 8auie Gomo uiu 6Udeo, KOmopbvle bl YiHC MOUYHO He
xomenu Ovl 0enamv OOCMYNHbIMU 01 NOCMOPOHHUX 2na3. Kak nam 3awumumo cebs 6 smom
HOBOM Kubep npocmpancmee, KOMOPbIl B0PBANCA 8 HAUWLY IHCUSHb U OepHCUm HAC 8
HAaNpsANXCeHuU, 3aCmaeiss NOCMOSHHO OblMb OCMOPOICHLIMU U NPOBEPSIMb 8DEMsL OM peMeHU
VMeuKy JNUYHOU BU3VAIbHOU UHGOpMayuu 80 GceMupHyro cems. B Oannoii cmamve Ml
npeonazaem uUoer 0 Mom, Kak 00beOUHUmMb CYWecmayujue mexHoi02uu 01 peuleHus no
KpatiHeti mepe 0OHOU 4acmu npodieMbl 3auumol YACMHOU UHGopmayuu (6 Hawem cruyuae
peuv uoem o pomoepagusx) o 6yoywezo oowenus 6 unmepreme. Inasnas udes nauwe2o
NpeoNiodCceHusl  3aKa0Uaemcs. 6 MOM, UMO  NONb308aAMeNaM  OOnbUle He  HYIHCHO
KOHmMpoIuposams gomozpaguu ¢ ux u3obpasxcenuem, HAxX00AWuecs y HNOCMOPOHHUX,
uHmeprem cam 06yoem ux KOHmpoauposams. Hem neobxooumocmu oadxce 3a0eticmeosamv
MEeXHON02UU «BOOAHBIX 3HAKO8Y». Becv npoyecc 6yoem npoucxooums 6 pedcume peanrbHO20
8peMeHU, OCHOBLIBASACH MONLKO HA OAHHBIX, NOJVYEHHbIX 8 MEeKYUUli MOMEHM.

Knrouesvie cnosa: gpomo roumghuoenyuanorocms, 6ezonachvlii 0OMeH ungopmayuel,
coyuanvhvle cemu.

Introduction. Nowadays, almost everyone deals with the technologies
which just about 40-50 years ago were seemed to be impossible. For example,
we can talk to a friend who is in another part of the continent seeing him
perfectly by means of just the computer with the web-camera or even mobile
phone which supports video call. We have world-wide famous social networks
where anyone can post comments to anybody and can upload/download some
photos/videos of himself or others. We can access the public cameras in other
countries which are installed in some famous places and see what is going on
there in real time. These all are just a few examples of what the couple of
generations before ours could only think of as a fantasy.

But let us have a look at what we get along with all these new features of
the human progress. Table 1 shows briefly the difference in how some stranger
could reach some person at the earlier days and how it is possible nowadays. Of
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course, we all agree that nowadays it gets much easier to communicate with
anybody you need or you would like to keep in touch with. But does this
progress bring only comfort to our life? Yes, it is comfortable that you do not
have to go to another city or even country to visit your friends, to see them and
to talk live to them. You don’t even need to spend much money for the
intercity/international calls. All you need these days is just a computer, web-
camera and internet (with moderate price which is much cheaper than
international calls by land phone).

Table 1. Examples of reaching the person in earlier days and nowadays
eriod

before 90-s from 90-s to nowadays

action

if seeing you personally or knowing your address (for mails)
a random stranger can | or phone number (to call)

communicate with you through the e-mail, homepage,
forums, etc.

if seeing you personally or seeing the photos’ hard copies or
videos of you which are held by somebody else

a random stranger can the  photos/videos in  your/

see you somebody’s  homepage, some
forums, websites or even at some
spamming flash-banner

if being around you, or calling you or listening to the tape-

recorded voice of yours
a random Stran@er CAN f----- === === = -oossoso oo Coooosooooossooooooosoooooe-
hear you online through the messenger’s

calling or in the video clip at some
website

By means of online communication, we can not only talk to friends but also
share some visual information with them, for example send recent photos or
videos. And here is the place where the issue comes. When we share the photos
with somebody through the internet, sometimes other people are also depicted
there, and who knows what these people think about those photos and would
they want others to see them or not.

Recently, the internet privacy issue had become a hot topic all over the
world. To be more precise, let us refer to its definition stated, for example, in
wiki [1], “Internet privacy involves the right or mandate of personal privacy
concerning the storing, repurposing, provision to third parties, and displaying of
information pertaining to oneself via the Internet. Internet privacy is a subset of
computer privacy. Privacy concerns have been articulated from the beginnings
of large scale computer sharing.” So, it is mentioned here about the control over
the private information about somebody. But are we really able to control it as
we want? No! Nothing can prevent a user to download somebody’s photo from
his homepage (even if access for saving the target is disabled, Print Screen
option is still there) and upload it on another website. Even worse cases do

195



Bicank AMY cepist «Texnika» Bunyck 1 (9) — 2015

happen these days, where a user can take a photo, process it, for example, in
Photoshop and upload the nude photo of somebody to the public website. What
about our friends? We are sure that many people have the situations when
during hanging out with friends, somebody takes pictures and then posts them
into the social networking site, e.g. Facebook. And next day when you find the
photos on your “friend’s” page you are quite disappointed with how you look
there or maybe do not want other people to see you at all. How many friendships
had been broken because of such or similar situations, how many couples had
separated thanks to the private information leaked into the cyberspace! Another
example of privacy infringement can be a case where, let’s say, some dating
agency takes the photos of the married couples from some “couples forum” and
put them into its own homepage saying that their firm had united those people,
though the people on the photos have never had any relation to that agency!

Of course, somebody can say that if you don’t want to get in such traps,
don’t post your photos, don’t take pictures with friends, use modern
technologies for your photos like watermarking, and so on. But if thinking so,
then why do we develop the socializing culture in cyber world? Because people
like to communicate, sometimes they want to share some moments of their life,
and this is their right, along with the right to control which personal information
and where should be open for public.

Most of the cases mentioned above can usually be solved post-factum,
when the sufferer addresses to the uploader directly (if this is a friend or a
person whom he may know) or by filing a sue against the infringer. However,
the information had already been leaked and sometimes it can be that the
reputation is discredited significantly. But how to prevent such cases in advance,
so that a user can still upload his own photos on the preferred website but
nobody else would be able to use this photo for other purposes. Or how to
control a friend who takes the photos by his own camera and uploads them into
a website and make him unable to upload the photos of other people depicted
there?

In this paper we will introduce the idea on how to let users control which of
their photos are going to be uploaded, where and by whom. In section 2 we will
review some works that have been done in order to try resolving this hot issue.
Section 3 will show detailed explanation of the method proposed here. In section
4 we will discuss about reliability and necessity of the Smart Secure Uploading
technique, and section 5 will conclude this paper.

Related work. 1f we search for available techniques that already introduce
some methods to strengthen our privacy issues we can find a few. For example,
Burghardt et. al. [2] suggested PRIMO which is privacy aware image sharing
system, including semantic annotations, automated face detection and
recognition, automated conflict detection and interoperability. Once a user
wishes to be aware of his photo uploaded into the web, he needs to open his
account, make a contact list and training data. Contact list should include all
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personal contacts of a user, whether or not they are friends, and training data
should have at least 5 photos of a user for better recognition of his face in
various images. However, does this system work if somebody from not a user’s
contact list wishes to upload a photo? Or what if a user’s face has changed
significantly? PRIMO also provides an option where a user can select in which
cases to alarm him (for example if there is a photo of him with another person),
but again, what if a single photo with him is processed and uploaded showing
him as being nude?

Another technique, proposed by Newton et. al. [3] is about preserving
privacy by de-identifying face images. Their method suggests that even if many
facial details are preserved, the face still would be impossible to be recognized
by existing facial recognition systems. This method helps those who do not want
to be recognized from the public videos of surveillance systems, where one can
identify a face comparing it with, for example, faces from the database with the
driving license photos.

Yuksel et al. [4] suggested an API which provides grouping of friends
through an automated system into different social groups by analyzing the user’s
social graph and depending on what common information they would like to
share that should not be accessed by other friends. However, situation can
change rapidly when a friend can be no more the one, but system would not
know about it yet. And this system does not protect us from being exposed on
the photos taken by other users and uploaded on their homepages or other online
resources. Besmer A. and Lipford H.R. [5] also performed a research among the
social networks users and concluded that majority of them would wish to have
an ability to control the amount and quality of the visual information about them
to be uploaded in the internet. Even such a new thing like tagging the photos
doesn’t help to control all the pictures. We can un-tag the photos we do not like,
but the photos still remain there on a web-site and how many images of us are
uploaded un-tagged that we do not know about? And how much time do we
need to spend daily to check if any photo of us appeared there? Ahern et al. [6]
discussed in their work about over-exposing and they also found that even now
users are concerned about this issue. Though they classify photos and manage
the groups who are able to see certain photos, cross-linking among other users
and web-sites still holds the potential danger of leaking the information out.

So, we see that the problem of privacy in the internet is still there,
especially when we talk about photographs in the world wide web. According to
previous researches and articles in news sites, perfectly, many users would like
to have such a system, which would control the processes of uploading the
photos automatically. By now there are only a few options how to avoid/control
appearing your photos in the internet:

- escape events where other people can take some photos of you (which is
not comfortable since socializing is one of the forms to communicate with others
and get acquainted with new friends or useful people for business);
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- check popular social networking sites where your friends have accounts,
and look at their photos on their albums (though it may be that access is closed
for you but is open for others);

-watermark your own photos, before uploading to the internet (for
example, to protect using it by others for commercial purposes without your
consent);

Most of the methods which suggest solutions to control the photos
uploaded into web, consider the situation where the photo is already uploaded
and they only post process it, for example, finding watermarks or recognizing
other objects there and deleting them, and so on. PRIMO [2] also suggests the
scheme where the user will be alarmed only after his photo being uploaded, and
not in all cases such event may happen. Therefore, we think that in future the
websites should control uploaders what images they are going to share with the
world. We also keep in mind that they should not be limited in their rights to
share the information they want. And this can be possible if a new method will
be developed and integrated widely, which will check the content of the photo,
analyze it and process further (let upload) either without any changes or only
after automatic retouching some part of it.

In this paper we propose the idea of how to make it possible for users to
control an amount and content of the photos to be uploaded into websites. The
algorithm is simple and in future it can be applied in real time for just a few
minutes.

Smart Secure Photo Uploading. To start with, let us see the Fig. 1 which
briefly shows the algorithm of secure photo uploading process.

Request for allowance
Another person's data by e-mail

Hash :_'-" - --.3.-}
i 2 e = ‘

Confirmation L

T Final decisicn / \ Decision ‘

Fig. 1. Scheme of the algorithm for secure online photo uploading

&~

M

This is an example algorithm for the case when a user wishes to upload
(let’s say to some forum) the photo with the two persons in it, himself and his
friend. What we suggest is that, first, the forum’s uploading page will require
installing a Smart Secure Uploading (SSU) program. After the program is
installed it automatically executes and starts to analyze the photo for detecting
how many persons are pictured in its foreground. Once the figures are detected,
the user is compared to confirm his identity with one of these. For the rest of the
figures on the photo, uploader will be requested to enter their data (e.g., e-mail
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address, or mobile number, or messenger ID, etc.), so that it will be sent to the
server’s database and the server, in turn, will send the e-mails to the mentioned
parties with requests for allowing to upload the photo. Since in Fig. 1 we have
an example with two figures on the photo, where one is the uploader himself, for
the second figure a request will be sent to a person pictured next to uploader.
Before making a decision, allow or not uploading the photo, the second party
will also need to go through 3D analyzing process in order to prove his identity
with the one on the photo, otherwise if the identity is not confirmed, he cannot
allow or forbid uploading the photo. After the server checks the result of 3D
analyzing of another party and gets his decision it sends the command to allow
or prohibit discovering the figures in the uploading photo. For better
understanding of all the steps, let us describe them more precisely.

A) 3D analyzing. This is the most important step in our method. If
nowadays the majority of the laptops are produced with the built-in web-
cameras and many desktop users buy a separate web-camera, then we suppose
that in future almost all PC users will have it, since it will be essential thing for
communication.

This step is necessary for making sure that the person on the photo and the
real one in front of the computer are the same. 3D analyzing is chosen because it
will help not only to recognize the person better but also for proving that there is
a real person in front of the PC by scanning him from different sides (See Fig.
2). Even though some years already passed since the photo had been taken,
modern technologies already can identify people through the aging changes.

Fig. 2. SSU program performs 3D analyzing of a user by a web-camera

B) User’s data. Since there are many people (but not everybody yet) who
would like to control the photos with them to be uploaded to the internet sites,
we suggest that this step will be voluntary. Whoever wishes to be asked before
somebody is going to upload their photos, he needs to connect the server using
SSU program just once and provide some unique information about him. The
more fields he fills in the more chances that he will be contacted properly. Apart
from the name, the person should also provide some unique data so that there
would be no overlapping with the data of others. For example, e-mail address,
messenger ID (Msn, Skype, etc.), phone number, and other, so that the person’s
friends would know at least one of them (Fig. 3). E-mail address is necessary for
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the server to connect the user in future in case if somebody tries to upload a
photo with him. Of course all the data should be properly secured in the server,
and the user can update the data whenever something is changed.

Smart Secure Uploading

Please, enter the following information

Full name:

Country:

Phone number:

Skype

Messenger

D MSN

other

E-mail address/es:

Fig. 3. SSU program requests a user’s data to be uploaded into a server

C) Hash. Once a user has entered necessary data about him, next step will
be to take a hash value of his 3D picture. Therefore, we suggest that SSU
program will launch the user’s web-camera, take pictures of him from different
sides (Fig. 2), process them, get the hash value of it and transfer the value to the
server. This hash value will be used in future to confirm that the appropriate user
is going to give decision about allowing or forbidding uploading a photo with
him, i.e., next time when he gets an e-mail from SSU server with request to
allow or forbid uploading his photo, the user will need to process 3D analyzing,
and this hash will further be compared with the original one stored in the server.

D) Final decision from the server. Once a person’s identity is confirmed
(by comparing the stored and real-time acquired hash values of the 3D images),
the server needs to send a final decision to the one, who wishes to upload online
the photo with another person pictured in it. Let us call the uploader as A and
another person on the photo as B. If B’s identity is confirmed and his decision is
“to allow” uploading the photo, then the server will allow SSU program to
proceed uploading the photo to the web-site. Otherwise, if B forbids uploading
or if B’s identity is not confirmed (or his data is not in the server’s database),
then the server will command to SSU program to deny uploading process.
Another option can be developed where instead of denying uploading, the
figures on the photo will be retouched and A can even choose the color in order
to smooth the contrast of the retouched figure and the whole photograph tone.
For example, in Fig. 4 we have a grayscale photo with A and B pictured there.
Therefore, if B forbids showing her on this photo online then A can choose to
retouch B’s figure with gray color.

Fig. 5 shows the block-diagram of the algorithm proposed in this paper.
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contact B : {

: . identity
confirmed identity is not -
.Q._....confirmed
uploader, A -i_
Final decision
/ -

Fig. 4. Example on how the SSU scheme works

Open photo
uploading
web-pags

install 3517 program

W | usags of Pattern |
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forepround < - —I object detection |

| metheds ____|
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the uploadesr

D mmng ot y e

parson’s idsntitiss mark positiva tha anter other paopla’s
datactad objact o data {=.g., amail,

and analvze the messenger I, atc.)

othars and send the info to

uploader and a
personona
photo are the

the servear
sarvar sends a

regqueast to another
party of the photo

)2

S5 performs 3D analy=ing of
anothar party, and after
confirming his idantity discovers
uploading photo to him

ko

55U collects decisions and
send them to the server

Final
dacision for
the uploader

Fig. 5. Block-diagram of the algorithm for secure online photo uploading
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Discussion about reliability and necessity of the SSU scheme. In
descriptions mentioned above, we say that if A wants to upload a photo with B,
then A should provide some data about B (e.g., name, messenger ID or e-mail)
in order to contact him for asking allowance to upload the photo. Some readers
may ask, “what if A knows nothing about B? Should system just prohibit
uploading the photo or allow but with retouching B’s figure from it? What if the
person B is not alive anymore?” Therefore, we suggest that SSU program either
deny uploading a photo or retouch another person’s face.

The issues that may come for this scenario not to be able launched
nowadays are:

a) unique hash values or other measures of 3D images of the people, which
would be 100% robust against face aging or some other minor changes (for
example, considering that more and more people are addressing to the plastic
surgeries);

b) managing the server with the database, providing appropriate security to
its data.

According to the first issue, state of the art technologies already can
identify the people through the aging changes, however they are not 100%
reliable yet and some more time is needed to make it work perfectly, especially
for the case of 3D measuring. As for the second issue, we believe that with the
modern temps of technologies’ progress, creating and supporting such a server
with a huge database, where millions of people could be registered, will be
possible in future. And the whole process of analyzing the uploading photo,
recognizing figures in it, identifying and contacting them, will be a matter of just
a couple minutes.

Speaking of necessity of such technology that we propose in this paper, we
would like to note that more and more online articles, news issues and forum
discussions from the websites of different countries (for example, [7-16]) may
be found about the situations with the photo privacy issue, surveys about the
users wishing to control the photos with them exposed online and even some
advices on how to protect yourself from being infringed by your own photos.
Many people complain about either websites which settings have been broken
and private online albums with allowed access only to selected members had
been leaked, or other people who share their photos without their consent. There
are plenty of cases when people not only lost their friends or their families had
been broken because of the photos online, but many of them even lost their jobs
because of it. From another side, if sharing the photos becomes so dangerous
then why users still join those websites with options to upload and share
personal photos and having such setting tool where the user can choose to “show
images publicly” or “show only to selected groups”? It means that even though
some users don’t like to be exposed in some photos online, they still want to
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share some visual information about them and they do want to control which
information, when and where can be shared.

We also made a little survey among a group of 33 members with
occupations ranging from housewives (mostly) to professional workers and
engineers, and aging from 25 to 40. The question was: “Would you like it if in
future there would be such technology that would always ask you for permission
in case if somebody tried to upload a photo with you online?”” The answers were
as following:

a) Yes, I would like this technology to be available! — 26 (78.78%)

b) I think there is no necessity in this — 3 (9.09%)

c) Another answer — 4 (12.12%)

According to the answers above, even in a small survey within the people
of different age and occupation the majority answered that they would like to
control the photos of them to be uploaded into the cyber space. And again,
remember the thousands of cases which you can easily find in the internet where
other people also show their personal opinions and surveys of others’ ones about
the relevance of strengthening privacy within online photo sharing issue.

We also assume that there can be a thing which may be arguable about.
This is the legal issue on making the photo sharing websites to include the SSU
program in their scripts mandatorily. We understand that the laws in each
country are different, and what is allowed to be shown in one country may be
considered as illegal or insulting somebody’s feelings in another country. Even
there are some conventions between certain countries about enforcing common
law in their cyber space, they still do not protect properly its citizens from
suffering consequences of the photo privacy issues.

Conclusion. As one can see, along with developing technologies for
making our life more comfortable we also need to think how to protect it from
improper interruptions. Talking about photo privacy issue, we would like to
point out that there are two options on how somebody’s photos can leak to other
websites: a) from the person’s homepage on another site; b) from the uploader’s
or somebody else’s camera. In first case, somebody can say that social websites
provide the setting tabs for users where they can choose the options to show
their information to everybody or to the selected people only (registered
friends/users). However, it happens sometimes that after updating the website or
some other works on it, the settings are reset to default ones, or hackers can
break them. For the second case, we should remember that it is impossible to
control all the people around us in our real life. For example, while one is
having a coffee in a restaurant, somebody from another table can secretly take a
picture of him and later upload it to the internet. There can be hundreds of
examples where a person can be photographed with or without his consent and
later his picture appears online. But what is even worse, the case when
somebody’s photos are processed and impose to others quite an opposite image
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of a person (e.g., nude photos, or photos showing him next to somebody else or
being somewhere else, which have never had actually happened).

Therefore, in order to escape such cases in future and let people to control
their photo privacy, we suggested in this paper the new idea how to make it
possible. Considering that millions of people already registered on various
websites and willing to control the photos with them to be shared online, we
suppose that it would not be such a burden for them to register in a world-wide
server for smart secure photo uploading service (for further connecting them if
somebody wishes to upload their photo).

The only thing that may be disputed about is forcing all the websites (or at
least the most famous ones) which hold the photographs (even in flash banners)
to include the SSU program in their script (e.g. in ActiveX form) mandatorily.
Let the cyber low specialists to think and discuss about this...
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