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1. Introduction

The relevance of the work is confirmed by the urgent

Specialized software (SW) for measuring instruments
(M) plays an ever greater role under conditions of the al-
most universal use of information technology (IT). Testing
of MI SW in some form is conducted, especially in MI SW
tests with the aim of confirming the type. Usually such a test
is non-systematic in nature, and developers and users of au-
tomated MI largely do not have information about the state
of the normative base in this field. Therefore, an analysis of
the state of introduction of contemporary technologies into
metrological practice and the development of approaches
to harmonization of the corresponding documents at the
national level are relevant. In doing so, it is necessary to

need to exercise legislative control over the MI before use
and to conduct conformity assessment in accordance with
the requirements of European directives or national legisla-
tion. As software is one of the key components of such MI,
national metrology institutions are interested in developing
effective methods for evaluating the MI SW status, risks and
existing application-related threats. This can also be useful
for conformity assessment bodies or industry and supports
the comparability of risk assessment, SW validation and
certification. Given this, the urgent issues are the research
and development of harmonized approaches to the MI SW
evaluation, taking into account the requirements of interna-
tional and regional documents.

take into account the recommendations of international and

regional organizations that are concerned with issues of me-

trology, including legal metrology.

2. Literature review and problem statement

Appropriate decisions are needed in legal metrology on

account of the general introduction of information tech-
nologies, particularly with regard to SW. These topics are
discussed in the document [1] from the International Orga-
nization of Legal Metrology (OIML), and also documents
and guidelines from regional metrological organizations,
in particular: the recommendations [2] of the Euro-Asian
Cooperation of National Metrological Institutions (COOM-
ET), document [3] and guidelines [4, 5] from the European

Cooperation in Legal Metrology (WELMEC).

Foremost, national metrology legislation is to be har-
monized on the basis of relevant documents, recommenda-
tions and standards of various international organizations
concerned for the effective functioning of the Global
Metrology System. The OIML was established to promote
the global harmonization of legal metrology procedures.
An important and difficult task is the transformation of
national metrological legislation. It requires an effective
adaptation of the National Metrology Service (NMS) and




alignment with modern requirements within the Global
Metrology System.

The NMS legislative basis, its rules and its technical and
organizational basis in Ukraine are defined by the Ukrainian
law on metrology. The requirements of the European Direc-
tive 2014/32/EU on measuring instruments (MID) [6] are
the basis of the Ukrainian legislation on legal metrological
control of MI.

A thorough analysis of software for MI was the subject
of previous studies by the authors [7-10]. The works [7, 8]
explore the features of normative base and standardization
support for MI SW certification. The main tests, stages and
features of the monitoring of the MI SW in accordance with
the requirements [1, 4, 5] are considered in [9]. The use of
proven SW to analyze the uncertainty of equipment in ac-
credited laboratories is presented in [10].

In [11], the issues of certification of the MI SW in ac-
cordance with the requirements of national documents and
standards were considered. However, these studies do not
take into account the requirements of international and re-
gional documents [1, 4, 5].

The works [12—14] consider the issues of security, risk
assessment and current threats associated with the appli-
cation of MI SW, including those that are integrated into
open networks. These studies focus on methods that take
into account the requirements of regional guidelines [4, 5]
and international standards. However, these works do not
take into account the requirements of the international
document [1] and the possibility of application of SW for
local MI.

In [15], SW risk classes, verification guidelines, and
some possible methods for testing the SW for local MI in
accordance with the requirements [1, 4, 5] are considered.
However, this work does not consider the possibility of
checking MI SW integrated into open networks.

In [16], an approach is proposed for automatic testing of
parameters for SW built into the MI in accordance with the
requirements of the international document [1]. The general
criteria for assessing the safety and protection of I'T compo-
nents are considered. However, this work does not take into
account the requirements of regional guidelines [4, 5].

Thus, we can conclude that previous studies concerning
the requirements of international and regional documents
[1, 4, 5] on the testing of SW for the MI did not analyze
the possibilities of adaptation or joint application of the
provisions of these documents. Also, the issue of the possible
integration of these requirements into national regulatory
documents and standards was not considered.

Therefore, the practical application of the above guide-
lines and recommendations requires a more detailed and
critical consideration of the general requirements set out
in the international document [1] and the regional recom-
mendations [4, 5]. Such research should be carried out to
harmonize these documents among themselves and to agree
with the national normative documents on the verification
and certification of the MI SW.

3. The aim and objectives of the study

The research was aimed at developing approaches to har-
monize the requirements of documents of international and
regional metrological organizations for testing the SW of the
MTI at the national level.

To achieve this aim, the following tasks must be solved:

— to analyze the general requirements and to identify the
main factors in testing the quality of MI SW in the docu-
ments of international and regional organizations;

— to establish and investigate the algorithms of testing
the SW of the MI regarding the requirements of documents
of international and regional organizations;

—to explore the possibility of developing universal test
checklists for testing the SW for all categories of MI. In do-
ing so, it is necessary to take into account approaches based
on the requirements of documents and guidelines of interna-
tional and regional metrology organizations.

4. Materials and methods of research on application of
software of measuring instruments

The most advanced MI have modules of microsystems,
that directly manage the processes of measuring, processing
and distribution of measuring data, and present to their
user (operator). All these processes are executed clearly and
correctly only on condition that the SW worked out by a
producer for MI will have the corresponding metrological
algorithm and a certain level of protection from external
interference.

SW is a complicated technological product, which, in
addition to visible advantages, also has certain hidden prob-
lems. Breaking, unauthorized access, failures and incorrect
operation of users are only part of the known problem issues
that the developers of SW try to solve already on the stage of
development. Ordinary sealing-of MI with SW or SW man-
agement do not solve the issue of providing the measurement
accuracy and security of measurand.

In Fig. 1, the generalized structure of MI with SW is
represented. AC/DC converter transforms the quantitative
value of the physical measurand in its digital equivalent pur-
suant to a certain function of transformation. The resulting
digital sequence is processed by SW that functions in a cer-
tain hardware program environment, on a certain algorithm.
The current results of measurement can be represented on a
display (indicator), written on the information carrier for
storage, and sent via communication channels. Measurement
results can be computed from the information carrier or
brought to the communication channels. The user, if allowed
by the SW developer, can manage the work of MI, change
its settings, etc. SW in such M1, regardless of its complexity,
executes a basic role in the process of measurement.

,,,,,,,,,,,,,

! Measuring instrument
‘

AD/DC converter ——

1 1T |

Primary converter

Microsystem Interface

Software Indicator

S -

Measurement object

Fig. 1. Generalized structure of Ml with SW

The main requirements relate to: SW identification, the
correctness of algorithms and operation, the SW protection
from premeditated and unpremeditated misrepresentation,
SW maintenance (diagnostics). The main requirements for



specific SW: establishment and choice of the essential parts
of SW and interfaces, general data presentation, data storage
and transfer through communications systems, compatibil-
ity of an operating system as a whole and the parts, agree-
ment of metrological requirements and SW, maintenance
and reconfiguration (resetting).

The following methods are used for the MI SW testing:

—analysis of documentation and specifications (plan
testing);

— functional testing of metrological and other SW func-
tions;

— analysis of data flows;

— step-by-step checking of codes;

— module testing.

In order to implement these methods, specialists with
various skills and appropriate hardware are necessary. The
choice of testing method depends on the risk class for the
MI SW used (Table 1, 2).

Table 1
Definition of SW risk classes
Risk SW protection | SW examination | Degree of SW
class level (1) level (2) conformity (3)
A L L L
B M M L
C M M M
D H M M
E H H M
F H H H
Notes: L — low level; M — medium level; H — high level
Table 2
Assignment of MI SW risk classes
Measurement Measuring instruments Protec— 1123
purposes tion class
Calculations CC) [M|M|M

Water meters, gas
meters, electric power
meters, measuring trans-
formers, heat meters

with users by
means of MI

with special B(D) |[H{M|M

SW
Measurement systems
for repeated and dynam- CB) |M|M}L
. ic measurements of flow

Commercial i
agreements rates of liquids other
8 . ’ than water; automatic

service

weighing facilities; B(D) |H|M M
taximeters; length mea-
surement means

Direct control

Direct output analyzers
measurements

~«(F) |H|H|H

Environmental

protection, External gas analyzers C(B) [M|M|L

health safety

Notes: 1 — SW protection level; 2 — SW checking level; 3 — degree
of SW conformity; L — low level; M — medium level; H — high level

Three levels of criticality have been determined for the
MI SW:

— low (the SW does not distort measurement results, it
has limited application, etc.);

— medium (the software may distort the final measure-
ment result, but it is not used in the MI SW whose function-
ing has direct economic and social significance);

— high (the software may misrepresent the measurement
result, used in the MI whose functioning has a high econom-
ic and social importance) [7].

Taking this into account, it is needed to check the follow-
ing MI SW components: user interface, loading, structure,
protection, trouble detection, long-term storage of measure-
ment data.

Built-in and stand-alone special MI SW, which have
both functional and verification features, are different. A
built-in special MI SW is the SW of a stand-alone MI that
is generally a special-purpose device having a set of mea-
surement functions. Conversion of the measured value and
processing of measurement data in this case are carried out
by means of internal hardware and SW.

Stand-alone SW generally functions on the basis of a
personal computer and is divided into two classes depending
on connections with the MI SW. There are less stringent
requirements for built-in MI SW for all research characteris-
tics, which is connected in the majority of cases with limited
access to SW and measurement data, whereas for a stand-
alone MI SW there are higher requirements for the level of
their protection and conformity.

On the whole, MI SW testing consists of two main parts:
estimation of program documentation and experimental
studies of SW.

5. General requirements of the OIML document for
measuring instrument special software

When choosing the level of SW inflexibility for a certain
category of MI and their field of application (calculations
with users by means of MI with special SW, commercial
agreements, service, direct control measurements, environ-
mental protection, health safety) in accordance with OIML
D 31 [1], the following indexes are used:

—risk of SW falsification (consequences of social and
public influence of malfunction, cost of the product subject
to measuring, the platform used; the influence of sources of
potential falsification);

— required conformity of SW (practical manufacturabil-
ities for satisfaction of the set level);

— required reliability of SW (environmental conditions,
consequences of social and public influence of errors);

— possibility of SW falsification (simplicity of falsifica-
tion can be a sufficient motivational factor);

— possibility of repetition or termination of measurements.

When estimating the quality of MI SW in accordance
with the requirements of OIML D 31, the following basic
parameters of SW are controlled:

— general characteristics of SW (SW identification, com-
patibility of the operating systems and hardware facilities,
portability, correctness of algorithms and functions, general
indication);

— protection of SW (prevention of misapplication, pro-
tection against falsification);

— support of hardware functions (support of fault-detec-
tion, support of reliable protection);

— determination and separation of the corresponding
parts of SW and interface (separation of devices and compo-
nents; separation of SW parts);



— data storage, transmission by communication networks
(data protection by facilities, application of cryptograph-
ic methods, auto-save, transmission delay, interruption of
transmission, times tamps);

— maintenance and reconfiguration (tested updating,
traced updating).

For the identification and accounting of all substantial
primary, secondary and other factors influencing on the re-
sult of quality estimation of MI SW in accordance with the
requirements of the OIML D 31 document, it is expedient
to build the corresponding Ishikawa cause-effect diagram
(Fig. 2):

1. General characteristics of SW:

1.1 — SW identification;

1.2 — compatibility of operating systems and hardware,
portability;

1.3 — correctness of algorithms and functions;

1.4 — general indications.

2. Protection of SW:

2.1 — prevention of misuse;

2.2 — fraud protection.

3. Support of hardware functions:

3.1 — support of fault detection;

3.2 — support of reliable protection.

4. Separation of SW parts:

4.1 — separation of electronic devices and sub-assemblies;

4.2 — separation of software parts.

5. Data storage and transmission:

5.1 — data protection by software;

5.2 —application of cryptographic methods;

5.3 — auto-save;

5.4 — transmission delay;

5.5 — interruption of transmission;

5.6 — timestamps.

6. Maintenance and reconfiguration:

6.1 — verified update;

6.2 — traced update.

Entry of data on MI SW

l

Establishing the general
characteristics of the MI SW

]

Are the MI SW
parts divided?

Checking of SW protection

l

Checking of hardware functions

]

Checking of data storage and
transmission

]

Checking of maintenance and
reconfiguration

]

Processing of the results

]

Conclusion on the MI SW testing
results

Fig. 3. The algorithm for testing the Ml SW in accordance
with OIML requirements

1. General characte- 2. SW 3. Support of hardware
ristics of SW protection functions
1.1 ¥ \ 3.1
12 32
\
41 Testing of
MI SW
42

6. Maintenance and
reconfiguration

4. Separation of
SW parts

5. Data storage and
transmission

Fig. 2. The Ishikawa cause-effect diagram for the testing of
MI SW in concordance with OIML D 31

The algorithm for testing the SW of the MI in concor-
dance with the requirements of OIML is shown in Fig. 3.

Based on the results of the analysis of the Interna-
tional document OIML D 31, the Ishikawa cause-effect
diagram was constructed and the main factors concerning
the approaches to testing the quality of the MI SW were
identified. On the basis of the conducted researches, the
algorithm of testing the SW for MI in accordance with
the requirements of the international document OIML is

established.

6. General requirements of WELMEC guide for
measuring instrument special software

From 5 risk classes for the SW estimation set in
WELMEC 7.2 [4], of practical interest are only 4 (B, C,
D and E) and they embrace all MI that are subject to the
European Directive on MI (MID) [6]. These risk classes
provide sufficient possibility to change the level of risk esti-
mation according to three basic parameters: the state of SW
protection; inflexibility of SW verification; degree of SW
conformity.

In MID requirements, the following values are set [6]:

— security and software identification (MID Annex I, 8.3);

— data transmission and data storage (MID Annex I, 8.4);

— interfaces (MID Annex I, 8.1);

— software separation (MID Annex I, 7.6).

The WELMEC 7.2 guide is built as the structured set of
blocks of requirements. The general structure of this guide is
related to the classification of MI in the basic configuration
and classification in the so-called IT configurations. The set
of requirements is complemented by the special requirements
to MI. Three types of requirements are distinguished:

— requirements for two base configurations of MI (so-
called parts P and U),

— requirements for four I'T-configurations (so-called ex-
tensions L, T, S and D);

—requirements for the specific types of MI (so-called
extensions .1, [.2, ...).



WELMEC 7.2 consists of two basic parts: general require-
ments for SW embedded in the MI (part P); general require-
ments for SW installed on universal computers (part U).

Testing of MI SW in accordance with WELMEC 7.2 can
be implemented on such basic elements (Table 3):

— checking of stored data (L);

— checking of data transmission (T);

— checking of download (D);

— checking of SW separation level (S).

Each set of these requirements is applied only if there
is a corresponding function. Taking into account the re-
quirements of MID and WELMEC 7.2 on the whole, the
following basic requirements are set for MI SW given in

Table 3.

Table 3

Testing requirements for Ml SW (WELMEC 7.2)

Requirements for part P
(built-for-purpose computer)

Requirements for part U
(universal computer)

P1 — Documentation

P2 — SW identification

P3 — Influence via user inter-
faces

P4 — Influence via communica-
tion interface

P5 — Protection against acciden-
tal or unintentional changes

P6 — Program protection against
intentional changes

P7 — Parameter protection

U1 — Documentation

U2 — SW identification

U3 — Influence via user inter-
faces

U4 — Influence via communica-
tion interface

U5 — Protection against acci-
dental or unintentional changes
U6 — Protection against inten-
tional changes

U7 — Parameter protection

U8 — SW authenticity and
presentation of results

U9 — Influence of other SW

1. Check of stored data (L)

2. Check of data transmission (T)

L1 — Completeness of stored
data

1.2 — Protection against acciden-
tal or unintentional changes

L3 — Integrity of data

L4 — Authenticity of stored data
L5 — Confidentiality of keys

L6 — Retrieval of stored data

L7 — Automatic storing

L8 — Storage capacity and
continuity

T1 — Completeness of transmit-
ted data

T2 — Protection against acciden-
tal or unintentional changes

T3 — Integrity of data

T4 — Authenticity of transmit-
ted data

T5 — Confidentiality of keys

T6 — Handling of corrupted data
T7 — Transmission delay

T8 — Availability of transmission
services

3. Check of download (D)

4. Check of SW separation level (S)

D1 — Download mechanism
D2 — Authentication of down-
loaded SW

D3 — Integrity of downloaded
SW

D4 — Traceability of legally
relevant SW download

S1 — Realization of SW sepa-
ration

S2 — Mixed indication

S3 — Protective SW interface

Special requirements for MI SW (1) are as follows: fail-

ments of WELMEC, it is expedient to build the correspond-
ing primary Ishikawa diagram (Fig. 4):

1. Basic configuration of MI: 1.1 — guidance and speci-
fications for SW; 1.1.1 — P1; 1.1.2 - P2; 1.1.3 - P3; 1.1.4 —
P4; 1.1.5 — P5; 1.1.6 — P6; 1.1.7 — P7; 1.2 — basic guidance
for SW; 1.2.1 — Ut1; 1.2.2 — U2; 1.2.3 — U3; 1.2.4 — U4;
1.2.5-U5;1.2.6 - U6; 1.2.7 - U7, 1.2.8 - U§; 1.2.9 — U9.

2. IT-configuration: 2.1 — long-term storage of mea-
suring data; 2.1.1 — L1; 2.1.2 — L2; 2.1.3 — L3; 2.1.4 — L4;
215-15216-16;217—-17;2.1.8-L8; 2.2 — transmis-
sion of measuring data; 2.2.1 — T1; 2.2.2 — T2; 2.2.3 - T3;
224 —T4;225-T5;22.6 —-T6;227 - T7,2.28 - T§;
2.3 — download of SW; 2.3.1 — D1; 2.3.2 - D2; 2.3.3 — D3;
2.3.4 — D4; 2.3.5 — D5; 2.4 — separation of SW; 2.3.1 — S1;
2.31-S2;2.31-S3.

3. Requirements for specific types of MI: 3.1 — special
requirements for MI SW; 3.1.1 — I1-1, 12-1, 13-1, 14-1;
3.1.2 - 11-2,12-2, 13-2, 14-2; 3.1.3 — 11-3, 12-3, 13-3, 14-3;
3.1.4 — 11-4, 12-4, 13-4, 14-4; 3.1.5 — 11-5, 12-5, 13-5,
14-5;3.1.6 — 11-6, 12-6, 13-6, 14-6; 3.1.7 — 12-7; 3.1.8 — 12-9;
3.1.9 — 16-1, etc.

’ 1. Basic configuration of MI ‘ ’ 2. IT-configuration ‘

1 Mo 120 201218 \23.1..235
) 21 N7\ T\ 23
1.1 12 22.1..228
22 X 24

Testing of MI SW

l 3. Requirements for specific types of MI ‘

Fig. 4. The primary Ishikawa cause-effect diagram for the
testing of MI SW in accordance with WELMEC 7.2

The algorithm of testing the MI SW taking into account
the WELMEC requirements are shown in Fig. 5.

Entry of data on MI SW

]

Determination of the MI SW
risk group

Checking of requirements for SW of
built-for-purpose MI (P)

Checking of requirements for SW
installed in the computer (U)

]

! ]

ure detection (I1-1, 12-1, 13-1, 14-1, 16-1); facilities of data
backup (11-2, 12-2, 13-2, 14-2); possibilities of “waking-up”
and restoration (11-3, 12-3, 13-3, 14-3); internal permission
(11-4, 12-4, 13-4, 14-4); prohibition of resetting the cumula-
tive measured values (11-5, 12-5, 13-5, 14-5); indication for a
customer (I1-6, 12-6, 13-6, 14-6); monitoring of battery life
(12-7); test of components (12-9), etc.

For the identification and accounting of all substantial
primary, secondary and other factors influencing on the
result of MI SW estimation in accordance with the require-

Check of stored data (L) Check of download (D)
Check of data

s Processing of the results
transmission (T)

| |

Check of SW separation Conclusion on the MI SW
level (S) testing results
|

Fig. 5. The algorithm of testing the Ml SW taking into
account the WELMEC requirements



Based on the results of WELMEC’s regional guide rity of downloaded SW (D3); 6.4 — monitoring of battery
analysis, the Ishikawa cause-effect diagram was constructed life (12-7); 6.5 — internal permission (I11-4, 12-4, 13-4, [4-4);
and key factors were identified regarding the approaches to 6.6 — possibilities of “waking-up” and restoration (I11-3, 12-3,
testing the quality of the MI SW. On the basis of the con-  13-3, 14-3).
ducted researches, the algorithm of testing the SW for MI The proposed algorithm for testing the MI SW on the
in accordance with WELMEC requirements is established. ~ basis of sharing the requirements of the OIML document

and WELMEC guide are shown in Fig. 7.

7. Discussion ?f the results concerning the 1. General charac-| |2 Protection 3 Supportof
possibility of joint use of the requirements of teristics of SW of SW hardorame Fontions
international and regional documents on the

national level L1 — P4 21 ) 2.4 31 )
1.2 22 25 32 5
i i ibili ol ’ Testing of
The consideration of the possibility of joint 1.5
P R 13 23 2.6 3.3 MI SW

use of the requirements of the OIML document
and WELMEC guide is expedient. To do this,
it is needed to analyze the secondary compo-
nents of the Ishikawa diagrams in Fig. 2, 4.
In the presence of secondary components that
simultaneously affect some of the original com-
ponents, they are converted to the rank of
primary. Taking into account the above, it is ‘

42
6.3

4. Separation of|

possible to regroup these components into a SW parts

new Ishikawa cause-effect diagram (Fig. 6).
The resulting transformed Ishikawa Fig. 6. Transformed Ishikawa cause-effect diagram for the testing of Ml SW

transmission configuration

‘ 5. Data storage and ‘ ‘6. SW maintenance and

cause-effect diagram (Fig. 6) takes into ac- in accordance with OIML D 31 and WELMEC 7.2
count primary factors similar to those shown
in Fig. 2:

1. General characteristics of MI SW: 1.1 — Entry of data on MI SW
documentation of SW manufacturer (P1, U1);
1.2 — SW identification (P2, U2); 1.3 — SW l
authenticity and presentation of results (U8); Determination of the MI SW
1.4 — influence of other SW (U9); 1.5 — indi- risk group (S, T)
cation for a customer (I11-6, 12-6, 13-6, 14-6). l

2. Protection of MI SW: 2.1 — parameter - .
protection (P7, U7); 2.2 — confidentiality of keys Setting ge(r)l;:rl\;lallcélva;acterlsncs

(L5, T5); 2.3 — protection against accidental or
unintentional changes (P5, P6, U5, U6, L2, T2); l
2.4 — protective SW interface (S3); 2.5 — influ-
ence via user interfaces (P3, U3); 2.6 — influence
via communication interface (P4, U4).

3. Support of hardware functions: 3.1 —
failure detection (I1-1, 12-1, 13-1, I4-1, 16-1);
3.2 — traceability of legally relevant SW down-
load (D4); 3.3 — testing of components (12-9). Yes No

4. Separation of parts of MI SW: 4.1 — re-
alization of SW separation (S1); 4.2 — mixed

indicati S2).
indication (52) Checking of requirements for SW of Checking of requirements for SW

5. Data storage and transmission: 5.1 — au- - . .
built-for-purpose MI (P installed in the computer (U
to-save (L7); 5.2 — completeness of stored data Purp ) I puter (U)

and integrity of data (L1, L3, T3); 5.3 — re-
trieval of stored data and handling of corrupt- l
ed data (L6, T6); 5.4 — storage capacity and * T

Are the MI SW
parts divided?

A 4

L ] . Check of protection of SW Check of SW maintenance
continuity (L8); 5.5 — authenticity of st‘ore.d/ (L.S.T) and configuration (D, T)
transmitted data (L4, T4); 5.6 — facilities
of data backup (I1-2, 12-2, 13-2, 14-2); 5.7 — l l
transmissihon delay (T7); 5.8 — compl§t§ness Check of support of hardware Processing of the results
of transmitted data (T1); 5.9 — availability of functions (D, I)
transmission services (T8); 5.10 — prohibition l l
of rgsettl;lg t}15e cu15nulatlve measured values Check of stored and Conclusion on the MI SW
(11-5,12-5, 13-5, 14-5). transmission data (I, L, T) testing results

6. SW maintenance and configuration: |
6.1 — download mechanism (D1); 6.2 — authen-
tication of downloaded SW (D2); 6.3 — integ- Fig. 7. The proposed algorithm for testing the Ml SW




Based on the results of the analysis of the OIML inter-
national document and the WELMEC regional guide, the
transformed Ishikawa cause-effect diagram was constructed
(Fig. 6) and the main factors regarding the approaches to
MI SW quality testing were identified. On the basis of the
conducted research, an algorithm for testing the SW for
the MI in accordance with the requirements of OIML and
WELMEC (Fig. 7) was proposed.

The documents and recommendations of the interna-
tional and regional metrology organizations OIML and
WELMEC for the MI SW testing are widely used in the
field of legal metrology of various developed countries.
However, the requirements of the OIML document and the
WELMEC guide must be agreed. It is therefore advisable to
take into account the provisions of these documents at the
national level by adopting specific national regulations or
standards for testing the MI SW.

For the realization of these normative documents or
standards, it is necessary to work out the special checklists
for estimation of MI SW taking into account different risk
classes (Table 1 and 2). For the preparation of special check-
lists, the developed Ishikawa cause-effect diagrams can be
used (Fig. 2, 4, 6).

Using the original Ishikawa cause-effect diagram shown
in Fig. 4, special checklists taking into account the require-
ments of the WELMEC guide for all categories of MI includ-
ed in Annexes of MID can be prepared [6].

At the same time, using a the transformed Ishikawa
cause-effect diagram (Fig. 6) and the proposed algo-
rithm for testing the MI SW (Fig. 7), special universal
checklists taking into account joint requirements of the
OIML document and WELMEC guide can be prepared.

This will allow estimating the SW of practically all cate-
gories of MI.

8. Conclusions

1. The analysis of the general requirements for the test-
ing of the MI SW, as set out in the OIML document and
the WELMEC guide, has been carried out. The necessity
to take into account the requirements of these documents
and guide at the national level as special national standards
or standards for testing the MT SW was determined. Based
on the results of the analysis, the Ishikawa cause-effect di-
agrams were constructed and key factors regarding the ap-
proaches in the OIML and WELMEC documents regarding
the testing of the MI SW quality were identified.

2. The algorithms for testing the SW for MI in accor-
dance with the requirements of documents of international
and regional organizations of legislative metrology OIML
and WELMEC were defined and investigated. A universal
MI SW testing algorithm was proposed.

3. The possibility of joint use of the requirements of the
OIML document and WELMEC guide has been explored,
for which the general Ishikawa cause-effect diagram has
been developed. Main factors determined using the Ishikawa
diagram can be used for the development of special check-
lists for testing the MI SW taking into account different risk
classes were established. These special universal checklists
take into account the general requirements of the OIML
document and the WELMEC guide and allow evaluating
SW for virtually all categories of MI. This will confirm the
authenticity and quality of the MI SW appraisals.
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3anpononosano Qopmanvui modeni O0CHOBHUX
emanie 00podKuU danux 6 pexondizyposHux Komn’1o-
MEPHUX CuCmemax, wo 6paxoeyiomsv 6NJaUE 3ampu-
MOK nepedasanns Kondizypauilinux oanux na egex-
muenicmo o06uucaenv ma 003604810Mb ouinumu i
onmumizyeamu HenpoOyKmMueHi eumpamu 4acy Ha
pexondizypauiio o6uucI06a161H020 Cepedosuma Ha
ILIIC. 3anpononosano opmanizauito xoHuenuyii
aodanmuenozo 6i0006paNcens anzo0pummis Ha Pexou-
Qieypoene obuucnosanvie cepedosuumse 6 pexncumi
4acy UKOHAHNS, Wo baszyemvca Ha bazamopisesomy
Kewyeani xonpizypauiinux oanux

Knrouoei cnosa: pexonpieyposni romn’romep-
Hi cucmemu, wacmkoea ounamivna pexonizypauis,
Haxaaoni eumpamu pexondisypauii, éidobpasicenns
anzopummis
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IIpeonoscenvt popmanvuvie Modenu O0CHOBHbBIX
amanoe o6pabomiu dannvix 8 pexonuzypupyemvix
KOMNBIOMEPHBIX CUCMEMAX, YHUMbLEAIOWUEe BIUS-
Hue 3adepicex nepedauu KoHOuUYpauuonHHolx Oam-
HbIX HA AP PexmuUsHOCmb 6bIMUCTICHUL U NO380AIOUWUE
OUeHUMb U ONMUMUUPOBANL HENPOU3EO0UMENbHBLE
3ampamol 6pemMeHU HA PeKOHPUYPAUUID BbIMUCTU-
menvnou cmpyxmypor na IVIHC. Ipeonoscena op-
MAMUIAUUA KOHUENUUU aA0anmuenoz0 omoopajsNcenus
anzopummos Ha pekoHuzypupyemyro vIMUCIUMETb-
HY10 Cpedy 6 percume 6peMeHU 6bINOTHEHUS, KOMOPAst
O0CHOBAHA HA MHOZ0YPOBHEBOM KIWUPOBAHUU KOHDU-
2YPAUUOHHBIX OAHHBIX

Kantoueevie cnosa: pexondueypupyemote xomnuvio-
mepHvle CUcmembl, 4HACMUUHAS OUHAMUMECKASL PEKOH-
Queypayus, naxnaonvie pacxodvt pexonduzypavuu,
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1. Introduction

The result of the high level of modern progress is that ex-
tensive technologies of increasing the performance of high-
speed processing reach their extreme opportunities. This is
confirmed by violations of Moore’s law in recent years [1].
The desire to increase performance further to the exaflops
level makes the challenge to find the new intensive solutions.
The dynamically reconfigurable computer systems [2—4] are
one of such solutions. Their creation became possible on the
base of modern technology of the partial dynamic reconfig-
uration (PDR) of the FPGA [3]. This direction is rapidly

expanding today. The most advanced classes of tasks, which
are solved in the dynamically reconfigurable computers,
are the tasks of real-time control, particularly in undefined
conditions, which have informational, multidimensional and
dynamical nature [5-8].

In contrast to the static reconfiguration [9, 10], the dy-
namical reconfiguration is a precondition for the creation
of the computing structures, adapted to the requirements
of Run Time mode tasks solution [3, 11-13]. Firstly, this
allows to overcome the limitations of the firm architecture
of the high-speed multipurpose computer systems and to
approach the real processing performance to the declared




