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Pospobneno nosuti memoo ginompauii Giomempurnux
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nepedyoosyeamu 300paxcents i3 WIMKIWMUMU KoHmypa-
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eapmoniunoi Ppyuxuii na gynxuiro Iayca. Ateb-pynxuii
€ Y3a2aIbHEHHAM eJleMeHMApPHOi mpuzoHomempii, i, 6i0-
noeiono, 6000i0mv GLILWOI0  DYHKUIOHATLHICMIO.
Dinvmpysanns Ateb-Gabor 0oz60151€ 3mintoeamu inmen-
CUBHICMb BCb020 300PANCEHHS, A MAKONC THMEHCUBHICMD
Y neéHux 0ianazoHax, i MAKUM “UHOM 3POOUMU Ne6Hi
dinanxu 300pancennus xowmpachiwumu. Ateb-@ynxuyii
3MIHI010MbCA 610 080X PAUIOHAIVHUX napaMempis, a ue, 6
C8010 uepey, 0ae MONCIUBICMY 2HYUKIWE Kepyeamu (Piib-
mpauiero. /locaioxnceno enacmueocmi Ateb-pyuxuii, a
MAKO0NHC MOHCTUBOCME 3MIHU aAMNIIIMYOU PYyHKUTi, wacmo-
mu xoaueanv Ha Qiaemp Ateb-Tabopa. Iloxazano poseu-
HeHns (inempauii na ocrosi 0eosumiprozo Ateb-Tabopy.
ITi 3anexcnocmi npoananizoeani ma 3pooneni 6i0noeioni
excnepumenmu. 30UCHEHO GU3HAMEHHA CNiGEIOHOUEHD
M wacmomoro ma wupunoro Qinompa Ateb-Iabopa,
wWo 003607UN0 GUKOHYEAMU (PibmMpu 0N 3HAX00IHCEH-
HA Kpaie 00’°ckmie 3 pisHuMuU wacmomamu ma posmipa-
Mmu. Pospooneno eionogione npoepamue 3abdesneuenms
ons inempauii 3a 00nomoz2o010 python 6e3 euxopucmanus
cmoponuix oioniomex, 36’a3anux 3 00po6K010 300paicens.
Bidoumxu nanvuie 6idiivmposani 3a 00nomoz010 po3-
poonenoeo Qinvmpa Ateb-Iabopa. Ioxasano epexmus-
HICMb 1020 BUKOPUCMAHHIL, SIKe NONAAE Y OLbWIN KiJlb-
Kocmi eapianmie Qirempauii onpaubosanux 300paicetn.
Pezyavmamu wucieHHux excnepumenmis 0eMoHCmpyoms
ycniwne 6udiIeHHA KPAié HA 300padicenHi Ha 0CHOBT ompu-
Manux 6 pobomi napamempis Qinrvmpa Ateb-Tabopa

Kntouoei caosa: ¢inemp I'abopa, Ateb-pynxuii, io-
Mempuuna cucmema, o0poOka 300pajycenv, 6I0XULEHHS
2ayciecvK020 s0pa
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1. Introduction

With the development of information technology, biomet-
rics has widely penetrated into our lives. Biometric identifica-
tion systems require constant improvement, since they are still
very slow and they often produce incorrect results. To date,
new methods have been developed for analyzing fingerprints
that are scanned contactless. As a result, there are professional
systems for recognition. Using the technology of processing
“large data”, modern systems of monitoring and access control
identify individual fragments of biometrics more accurately.

According to the International Biometric Group, the
share of fingerprint recognition systems is 52 % of all bio-
metric systems used in the world [1].

In the tasks of recognition, the issue of filtering images is
important, since recognition does not always lead to certain

results or means quality. In problems of recognizing bio-
metric data, the software must produce the result at certain
intervals [2].

When scanning biometric data, there may be noise on the
image that distorts the recognition results. Random noise is
manifested in the form of chaotic granularities or extraneous
points in the image. Noise is more noticeable in dark areas
of images because the signal vs. noise ratio in them is much
less than in light areas. Any image received has a number
of drawbacks: insufficient sharpness, blurring of the image
or indistinctness of some details. Depending on the type of
distortion, various image filtration methods that are used in
specific situations have been developed to provide different
quality of recovery. The use of a filter in one or another
situation depends on the type of noise. The most common
type is impulse noise. In the case of impact impulse noise




in an image, there are white or black interstices, chaotical-
ly scattered over the image. The noise may not be located
throughout the image, but the obstacles appear to be isolated
contrast points. Today, a large number of noise elimination
techniques have been developed. Each individual method is
used to eliminate a certain type of noise. The difficulty of
finding exact solutions generates different variants of ap-
proximate methods.

One of the known methods of filtration is the Gabor
filter. It is used for linear filtration and for improving the
quality of a converted image. In addition, symmetry, an-
tisymmetry and wavelet transformations can be used to
reduce the number of required multiplication and addition
operations [3, 4].

However, in a non-processed image, noise can distort
lines of imprints, which creates errors in recognition. Be-
sides, identification should be done quickly, within several
minutes. For this, the image is improved by applying filter-
ing. This reduces the noise of the image. The Gabor filter
based on the Ateb-functions is effective for filtration, since
it contains a generalization of trigonometric functions [5, 6].

2. Literature review and problem statement

All biometric systems consist of two parts — hardware
and specialized software [7]. We will conduct a biometric
analysis of the software that helps apply filtering to biomet-
ric images.

Modern systems of artificial vision in which the Gabor
filtration is used include Skynet, Hunter, DigiNet [8] and
the like. In these systems, the quality of the input image
plays an important role, and it can be improved by using
algorithms based on filtering in frequency or spatial areas,
adjusting contrast and brightness. It is very important to use
hardware to get a high-quality input image that will change
in the process of filtration. Even the above listed systems
cannot provide 100 % recognition, so the quality of the fil-
ters needs to be improved by creating new and modified ones
as well as using multiple filtrations.

Study [9] analyzes the recognition quality and identifi-
cation properties for 2D Gabor filtration in artificial neural
networks. It shows that fingerprint recognition is most effec-
tive in recognizing audio signals, veins and biometric char-
acteristics. However, artificial neural networks provide low
identification rates. Besides, a drawback of such a method is
the need for training in neural networks, which increases the
time of recognition of biometric images. Recognition should
take a few seconds, and this becomes possible with one-time
filtration.

In [10], the Gabor filter is used to filter an audio signal.
Filtering is applied repeatedly to achieve the required qual-
itative results. However, it is noted that recognition by the
conventional Gabor filter is not effective. New filters need to
be developed to provide identification.

Study [11] shows that qualitative processing of biometric
images is achieved with an integrated filtration by the so-
called MEA algorithm, which is based on using the Gabor
filter, the Laplace filter, and the Volter filter. Gabor filtering
allows converting images in frequency and spatial areas.
Thus, when applying Gabor filters to fingerprints, the real
performance of the structure of the series can be well visible.
Changing the settings in the Gabor filter can greatly im-
prove the quality of the input image. Therefore, it is expedi-

ent to use the integrated Laplace filter and Volter filter. This
increases the time of processing the image, which is also not
desirable in the biometric protection system.

A study has been conducted on the effectiveness of using
the Gabor filter among all types of filtration. It was found
in [12] that when processing biometric images, the Gabor
filter is most often used 3—5 % more frequently than other
filters, so it is expedient to expand the filtration options for
the specified filter.

In [13], Gabor filtering is considered, and it is shown that
in order to make a biometric image suitable for identification,
it is necessary to apply self-developed algorithms and to use
an anisotropic filtration, which is a lengthy procedure. The
time taken to log onto the system should take a few seconds,
and additional filtration types increase the time of process-
ing the image, which is unacceptable for a fast logon.

In [14], Gabor filtering is also researched, and it is shown
that there are large errors in the scan, which leads to inade-
quate recognition and identification. When applying Gabor
filtering, it is necessary to filter repeatedly and to adjust the
angle of inclination, the scale. Therefore, well-chosen options
can greatly simplify identification and reduce the time spent
in processing an image. This helps find the edges of objects
in an image with different frequencies, sizes, and directions.

Studies [15, 16] show that it is necessary to perform
identification by a modified Gabor filter in order to achieve
high-quality recognition and to ensure a minimum image
processing time. For this, it is necessary to develop modified
filters based on traditional ones and to provide fast process-
ing time and good-quality identification.

To solve the problem of fingerprint identification, the
Ateb-Gabor function gives an opportunity to improve the
identification process. This provides better characteristics
than the traditional Gabor filter. It is proposed to apply a
new method of filtration, which is based on the theory of
Ateb-functions and Gabor filtering. The new filtering meth-
od is an extended method of Gabor filtering and ensures
small image processing time.

3. The aim and objectives of the study

The aim of the study is to detect the laws of the Ateb-Ga-
bor filter, which is based on the use of the mathematical
apparatus of the theory of Ateb-functions and creates condi-
tions for generating new fast filtering options. The use of the
new filter has made it possible to expand filtering sets sig-
nificantly in order to locate the edges of objects in biometric
images successfully.

To achieve the aim, the following objectives are done:

— to find regularities in the properties of one-dimension-
al and two-dimensional Gabor filters;

— to study the features of Ateb-functions for implement-
ing new properties in the Ateb-Gabor filter;

— to filter biometric images and to analyze their quality
with different sets of Ateb-Gabor filters for the successful
and quick finding of the edges of objects in biometric images.

4. Construction of one-dimensional and two-dimensional
Gabor filters

The formula to construct a one-dimensional Gabor
filter [17] is



g(2)=e""""*" cos(21162), )
where o is the standard deviation of the Gaussian kernel,
which determines the amplitude of the function; 0 is the fre-
quency of alternations, which is defined as :%, where T
is the period of the function cos(2I16z).
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Fig. 1. Construction of a one-dimensional Gabor filter with
the parameters of 6=1 and 6=1
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Fig. 2. Construction of a one-dimensional Gabor filter with
the parameters of =2 and 6=5

The bigger the o, the more declivous the form of the func-
tion becomes [18]; the smaller the o, the acuter the peak of
the form of the function (see Fig. 1).

The described index has the properties of a normally dis-
tributed random variable. In accordance with the rule of 3o,
almost all of its values lie in the interval {-3c; 3o} [12, 19].
For signal processing, these function values are calculated in
this segment. Moreover, the higher the value of 6, the smaller
its period is (Fig. 2).

To filter images, a two-dimensional Gabor filter is used,
which is a harmonic function multiplied by the Gaussian
function. The two-dimensional Gabor filter looks as follows

G(x,y,\,8,y,0,9)=
2 22 ,
=eXp( x4y )cos(27t;i+\ll)y )

26°

where

x"=xcosB+ysinb,
Yy =—xsinB®+ ycoso.

In this equation, A is the wavelength of the cosine multiplier,
0 is the frequency of alternations in degrees,  is the phase shift
in degrees, and v is the compression coefficient. Formula (2) is
a product of the Gaussian function and the periodic function,
and it improves the monotonic regions of periodic fragments
in an image [20]. To apply filtration, it is necessary to know
the above parameters of the Gabor filter. For fingerprints, it is
believed that the frequency of lines and standard deviations are
consistent with the local characteristics of the image.

However, the lines of the prints may have different ori-
entations in different parts of the image, so it is necessary

to find the orientation of the lines inside each processed
segment. Thus, the modified filter will be a function of three
parameters of G (x, y, and 0).

The search for the segment orientation is implemented
according to the algorithm described by Bazen [21]. The
basic idea behind the algorithm is that the gradient of the
image corresponding to the fluctuations from white to black
will be perpendicular to the lines on the fingerprints. In
order that oppositely directed vectors do not compensate
each other when averaging, so-called quadrature gradients
are calculated [22]. Directions are averaged in each area of
the image, and then the corresponding angles of orientation
of the fingerprint lines are calculated.

5. Construction and properties of Ateb-functions for
filtration

The mathematical apparatus of the Ateb-functions al-
lowed us to solve the analytic systems of differential equa-
tions that describe essentially nonlinear processes in systems
with one degree of freedom [23].

Let us solve a system of differential equations describing
essentially nonlinear processes in systems with one degree
of freedom:

x+By" =0,
{. P 3)
y+oy" =0,

where a and B are some real constants, and

207 +1
n= ,
207+1

)

20;+1
m= ,
207 +1

(07,07,6,,0,=0,1,2,...).
Let us consider the case when

p=—"07 (5)

where m and n are determined by the formulae of (4).
The Ateb-functions are a reversal to the Beta-functions.
An incomplete Beta-function is defined by the equality

B.(p.g)= [ -0y dr, (6)

B(p.g)=[t" 1ty ds, %)

where p and ¢ are some real numbers.
If p>0 and ¢>0, then the Beta-function is definite and
continuous, and for other real values of p, g goes to infinity.
For all x of the interval [0,1], the functions given by
formulae (6) and (7) are positive and satisfy the conditions
of [24] that

0<B.(p.9)<B/(p9),



B.(p,q9)=B/(p,q9)- B_.(p:q). 8)

The Ateb-functions developed for the values of (5) are
called periodic. System (3), if m and n satisfy relation (5),
describes an oscillatory motion [25].

It is known that Azeb-functions are generalizations of
ordinary trigonometric functions [25]. A generalization of
the Gabor filter based on periodic Ateb-functions is pro-
posed. The periodic properties of the Ateb-cos required to
implement the improved Gabor filter are known and they are
described in [26]. The function form is a continuous curve
with a period T = 2T1(m,n).

Intersection with the axis o in the points

(k+%)~l'[(m,n),

k=0,£1,+2,.. occurs at the angle

Y =zarctg (i)
m+1

Extremes are achieved at the points kIl(m,n), keIl(m,n),
and ke Z corresponding to (—1)*.
The property of periodicity implies that

Ateb-ca [m,n, (m,n)+ 0)] =— Ateb-ca(m,n,w),
Ateb-ca[m,n,2l'[(m,n)—m] =— Ateb-ca(m,n,0), 9)
Ateb-ca [m,n, 2H(m, n) + 0)] = Ateb-ca(m,n, 0)).

It was also proved in [26] that the introduced Ateb-func-
tions are periodic with the period 2H(m,n), where,

[( 11)'T( 11)
201(m,n)= n+1 r;z+ .
rf—+—

(m+1 n+1)

In formula (10),

I‘i, I*L,andl‘i+i
n+1 m+1 m+1 n+1
are the Gamma-function.
Properties for the sinus that are used to construct the
imaginary component of the Gabor filter are similar.

In (3), the period 2I1(m,n) is calculated for various val-
ues of m and 7 [27], which are given in Table 1.

(10)

Table 1

Calculation of the period 2I1(m,n) Ateb-ca(m,n)
M n 21'I(m,n)

0.1 1 4.24284
0.5 1 5.17422

1 1 6.28318

2 1 8.41309

3 1 10.4882

4 1 12.5373

5 1 14.5719

The properties for Ateb-sa, which are used to construct
the imaginary component of the Gabor filter, are similar.

Fig. 3 shows Ateb-sa and Ateb-ca with the parameters of
m=1, n=1, 0=1, and B=1. As can be seen from the graphic map
in Fig. 3, it means elementary cosine and sinus. The parame-
ters of a=1 and =1 for (3) are selected in such a way that dis-
tortion of the shape of the curves does not occur. Fig. 4 shows
Ateb-ca and Ateb-sa with the parameters of m=7, n=7, a=1,
and B=1. We observe a flat shape of the curves of the function
with these parameters, which is well used for filtration. For
clarity, Fig. 5 shows a more even form of Ateb-ca and Ateb-
sa with the parameters of m=11, n=11, a=1, and p=1. Fig. 6
shows Ateb-ca and Ateb-sa with the parameters of m=3, n=3,
a=1, and B=1. So far, Ateb-ca and Ateb-sa have been shown
with the parameters of m=n, and with the parameters of m+#n,
Ateb-ca and Ateb-sa will not be symmetric, as shown in Fig. 7,
where Ateb-ca and Ateb-sa have the parameters of m=5, n=3,
a=4, and B=2. Fig. 8 demonstrates Ateb-ca and Ateb-sa with
the parameters of m=7, n=7, a=4, and p=2.

1.0

-1.0
0.0 3.0

Fig. 3. Ateb-ca and Ateb-sa with the parameters of m=1,
n=1,a=1, and p=1

1.0 <

-1.0 >
.0 3.0

Fig. 4. Ateb-ca and Ateb-sa with the parameters of m=7,
n=1, a=1, and =1

-1.0 s
.0 3.0

Fig. 5. Ateb-ca and Ateb-sa with the parameters of m=11,
n=11, a=1, and =1

10 34 3.0

Fig. 6. Ateb-ca and Ateb-sa with the parameters of m=3,
n=3, a=1, and p=1



Fig. 7. Ateb-ca and Ateb-sa with the parameters of m=5,
n=3, a=4, and =2
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Fig. 8. Ateb-ca and Ateb-sa with the parameters of m=7,
n=1, a=4, and =2

The differential equations given in (3) with power
nonlinearity are solved. The graphic solutions with various
parameters of m and n are shown to satisfy the conditions of
(4) and (5), and they are periodic. It is shown that solutions
of the differential equations with power nonlinearity acquire
the values shown in Fig.3-8. It is noteworthy that this
greatly expands the apparatus of trigonometric functions,
and therefore we consider it relevant to this study when us-
ing image filtration. When applying the mathematical appa-
ratus of the Ateb-functions to image filtration, it is possible
to increase significantly the control influence on the change
of the gradation characteristics of an image.

6. Development of one-dimensional and two-dimensional
Ateb-Gabor filters

Taking into account the above properties of the Gabor
filter and the Ateb-functions, we construct a generalized
one-dimensional Gabor filter based on the Ateb-functions.
It looks as follows:

2

(O]
T2

Ateb-G(m,n,0)= exp[ ]~Ateb—ca (m,n,211,6,0), (11)
o

where o is the standard deviation of the Gaussian kernel,
which determines the amplitude of the function; o is the

. L. . 1
frequency of alternations, which is defined as 6 =7 where

T(m, n) is the period of the function Ateb-ca(m, n, 211, 6, o).

The graphic representation of the generalized Gabor fil-
ter is shown in Figs. 9 and 10. Unlike the well-known Gabor
filter, the Ateb-based filtration has more control actions due
to the parameters of m and n that can be rational numbers.
These control actions will be shown in this study. In the case
of m=n=1, Ateb-Gabor becomes equivalent to the Gabor
filter. Since the Ateb-Gabor function (Ateb-G) is equal and
symmetric, the values of Ateb-G (1, 0.1) will be identical to
Ateb-G (0.1, 0).

The Ateb-Gabor filter can be used to filter images with a
large number of crests. This can provide better characteris-
tics than the well-known Gabor filter. The one-dimensional

Gabor filter based on the Ateb-functions makes it possible
to obtain more flat shapes, as shown in Fig.3—6. Thus,
filtration with a large spectrum of curves and a larger set
of control parameters can be achieved. In particular, the
four parameters for the Ateb-Gabor filter — m, n, o, and 0,
as opposed to the two — o and 0 — for the previously known
Gabor filter.

1.0f

0.0 o
-1.0 1.0

Fig. 9. A graphic representation of Ateb-G with the
parameters of m=0.1 and m=1 at n=1 and o=1

00 -1.0 v 1.0

Fig. 10. A graphic representation of Ateb-G with the
parameters of m=0.1 and m=1 at =1 and =3

The two-dimensional Ateb-Gabor filtering is performed
using the formula

Ateb-G(x,y,1,0,,6,8)=

02 2 "
:eXP(_x;;;y]Ateb—ca(m;{x +§)

(12)

x’ =x-cos(0)+y-sin(),

y =—x-sin(8)+y- cos(H),
where A is the wavelength of the cosine multiplier, 0 is the
orientation of the normal parallel stripes, & is the phase shift,
and vy is the compression coefficient.

The implementation of such a filter is shown in Fig. 11. It
can be noted that if m and n are less than 1, the filter will have
a shape with many “strokes”. If m and n are more than 1, there
are usually two black strokes. The filter is made with the pa-
rameter of =1, the standard deviation of the Gaussian kernel.

The development of filtration based on the two-dimen-
sional Ateb-Gabor is shown. Fig. 11 presents filtration by
the Ateb-Gabor. In particular, the first figure with the pa-
rameters of m=n=1 shows the classic Gabor filter. Fig. 12
shows an Ateb-Gabor filter with the parameters of m=0.2
and 7n=0.2 as well as with the angle changes 6=0, I1/4, 11/2,
3T11/4 and y=0, 0.1, 0.2, 0.6.

The development of this filter made it possible to increase
the number of filtration sets by more than 500 units and to
filter the papillary lines’ orientation of fingerprints within a
specific area of the image, taking into account the turn and
the scale.



m=1, n=1 m=0.6, n=0.6

m=3,n=3 m=0.2, n=0.2

m=9,n=9 m=21, n=21

Fig. 11. The Ateb-Gabor filter with the parameters of
m, nand c=1

0=3 II/4, y=0

0=I1/2, y=0
0=0, y=0.1  6=1I/4, y=0.1
0=T1/2, y=0.1  0=3I1/4, y=0.1

0=I1/2, y=0.6  0=3 IT/4, y=0.6

Fig. 12. A graphic representation of Ateb-G with
the parameters of m=0.2 and n=0.2

7. Image processing using the Ateb- Gabor filter

Image processing by the Ateb-Gabor filter is achieved by
averaging the image values in a specific area at each point.
The filtration pattern has v and w pixels according to the
rows and columns, as well as the current pixels and , j, which
will be changed as a result of the filtering. Accordingly, the
use of the Ateb-Gabor filter will mean that

Ateb-I'(x,y)=

=—221(x—5+1 y—3+])Ateb G(x,y,1,6,¥,0,8), (13)
i=1 j=1

where Ateb-I'(x,y) is the intensity of the input image at the
point (x, y), I’(x,y) is the intensity of the new image at the

point (x, y), and G(i, j) is the value of the Ateb-Gabor func-
tion with xe[1, o] and ye[1, w@].

To use the Ateb-Gabor filter, it is necessary to know the
following values from formula (12):

1) the direction of the filter;

2) the frequency of the sinusoidal wave 6;

3) the standard deviation of the Gaussian kernel c.

The frequency response of the filter is determined
from the local frequency of o projections, the direction
determined by the local orientation. The values of ¢ are
given in the implementation of the algorithm. The bigger
these values are, the more noise-proof the filter will be.
However, more distortions will be introduced, creating
non-existent projections and depressions. If the values of o
are chosen to be low, the filter will not distort, but its fil-
tering ability will decrease. This will result in ineffective
noise removal. Therefore, when selecting the values, it is
advisable to find a compromise between the efficiency of
the filter and the absence of distortions made by the filter.
As arule, these parameters are chosen empirically [28].

In the study of papillary lines of fingers, there are such
features as described in [29, 30]. For each fingerprint, it is
possible to determine two types of attributes — global and
local [31]. Global signs can be seen with the naked eye. Local
signs are the features of the direction of the papillary lines
that are unique for each imprint [32, 33]. The distinction is
due to the fact that the lines of fingerprints are not straight-
forward. They are often broken, branched, change direction
and have gaps. The points in which the lines end, branch, or
change the direction are called minutiae [33]. These points
provide unique fingerprint information when identifying a
person. Each fingerprint contains up to 70 minutiae [33].

The relationship between the frequency and the width
of the Ateb-Gabor filter has been determined, which al-
lows the filters to automatically find the edges of objects
with different frequencies, sizes, and directions. A method
is proposed for removing the average component of the
Ateb-Gabor filter, which helps reduce the average filter
value to zero without deforming the filter. The results of
numerous experiments demonstrate the successful selec-
tion of edges in an image based on the parameters of the
Ateb-Gabor filter.

Below is a snippet of the code that calculates the val-
ue of Ateb-functions. Numerous methods for calculating
Ateb-ca were used in papers [25-27]. In this study, odeint
was used from the Python scipy library. The results of the
Ateb-Gabor filter, which filters fingerprints, are shown in
Fig. 13.

#calculating of the Ateb-functions
#based on the solution of the differential equation

alpha = -1

betha =1

n=1

m=1

P = period(m, n)

num = 100000;

def model(z,t):

dxdt = -alpha* z[1]**n #pow(z[1],n)
dydt = -betha*z[0]**m

dzdt = [dxdt,dydt]
return dzdt



# initial condition
z0 =1[0,1]

# time points
t = np.linspace(0,P, num)

# solve ODE
z = odeint(model,z0,t)
#z consistst of the ca values

d e

Fig. 13. The results of Ateb-Gabor filtering with various
parameters: a — m=1.2, n=5, b— m=11, =11, c — m=41,
n=41, d— m=3, n=3, e — m=1, n=1, f— m=1, n=1

Fig. 13 shows Ateb-Gabor filtration with different pa-
rameters of m and n. In conducting the study, we can specify
that m=n=3 and m=n=7 give the best results of filtration.

The filter results shown in Fig. 13 are executed in Pyton
3 without the use of third-party libraries that are associated
with image processing. The software is a prototype of the
working version without optimizing the algorithm over the
program time. The algorithm can be accelerated by using
scheduling in the Fourier series when performing a convolu-
tional operation, as well as by parallel processing of individ-
ual segments of an image.

8. Discussion of the results of researching
the effectiveness of the new Ateb-Gabor filter

It is shown that the new Ateb-Gabor filter has a much
greater functionality, since it is based on a new mathe-
matical apparatus that extends elementary trigonometric
functions. This increases the number of options for using
modified images. Thus, the new filtering method will al-
low identification in biometric images and provide better
quality metrics. This will make it possible to use filtration
once, avoiding multiple filtrations, which reduces the time
of processing biometric images.

The research has revealed the regularities in the proper-
ties of a one-dimensional Ateb-Gabor filter, which consist in
the introduction of rational parameters of m and n as well as
the use of the periodic Ateb-function, which is an advantage
of the developed method of filtration.

The study has implemented a method for generating new
fast filtering options that are based on the expansion of filtra-
tion sets, which makes it possible to find the edges of objects
in biometric images and, as a result, perform the identification
and recognition of biometric images more effectively.

The research findings can be used to recognize biomet-
ric images. The application of the new Ateb-Gabor filter
allows filtering to be made taking into account the turn
and extent of the papillary lines of a finger in a specific
area of an image. The study was carried out for filtration
with the parameters of m=n; it still remains to consider
filtration when m#n and the impact on biometric images in
such a case.

A disadvantage is that the complexity of the Ateb-Gabor
filtering algorithm has not been calculated. Besides, there
have been neither timed filtering tests on the developed filter
nor comparisons with filtering time by the traditional Ga-
bor filter. Such tests require high resource costs and can be
developed in new studies. The unresolved issues are the de-
velopment of the search for effective algorithms for changing
the direction of orientation of the Ateb-Gabor filter relative
to the direction of the papillary lines of a biometric image to
construct the vector image format.

The development of this study is considered to be a cor-
rection of these shortcomings, after which the Ateb-Gabor
filter will become versatile and justifiable as to the recom-
mendations for its usage.

This study is useful in constructing biometric image
recognition systems, which have recently been rapidly de-
veloped and are important. In the future, it is planned to
analyze images when filtering with the parameters of Ateb-
Gabor where m#n and perform the identification.

9. Conclusion

1. The study has revealed patterns in the properties of
the Ateb-Gabor filter. They consist in the fact that this filter
is based on the mathematical apparatus of Ateb-functions
and the Gabor function. The Ateb-functions help obtain
the values of solutions of differential equations with power
nonlinearity and depend on two rational parameters —
m and n. Due to these parameters, the Ateb-Gabor filter
acquires new features in filtering. Changing the m and »
parameters provides new values for the Ateb-Gabor period,
which makes it possible to extend the number of filtering
sets. This allows one-time filtration, avoiding multiple fil-
tering, which significantly reduces the time of processing a
biometric image.

2. The properties of Ateb-functions were constructed and
investigated. It has been specified that Ateb-functions are
a generalization of trigonometric functions. The period of
Ateb-functions was calculated for the periodic function. The
patterns in one-dimensional and two-dimensional Ateb-Ga-
bor filters have been revealed. The Ateb-Gabor filtering
helps get more flat shapes and significantly increase the
number of filtering sets. The development of this filter has
made it possible to increase the number of filtration sets
to more than 500 units. Two-dimensional filtering by the
Ateb-Gabor filter was performed taking into account the
orientation of the turn and the scale of the finger papillary
lines in a specific area of an image.

3. The correlation between the frequency and width of
the Ateb-Gabor filter has been determined, which makes it
possible to filter in order to find the edges of objects with
different frequencies, sizes, and directions. The results
of numerous experiments demonstrate a successful selec-
tion of edges in an image based on the parameters of the
Ateb-Gabor filter.
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3anpononosano memoo ULBIEHHA WAXPAUCMEA NPU THCMAI0-
eanni mooiivHux dodamxie. Pospoonenuit memoo na 6iominy 6io
ICHYIOMUX BUKOPUCMOBYE 6C HAAGHI 0aMi, HE3ANEHCHO 610 munis,
PO3MipHOCMI © PO3OIHCHOCMI UUX DAHUX MA NEPemBOPIOE MaKi oami
00 00HOpiOHUX Koeiuienmie Ha OCHOBI 3aNPONOHOBAH020 MemO-
0y wxamoeanns. Taxuii nioxio 0036o0s€ nideuwumu MmouHicmo
Po36a3anns 3adaui ma nodyoyeamu eidxpumy 00 pozwupenns 6asy
3HaHb 3 Xapaxmepucmuxamu waxpaie ma npasuiamu 6Us6JeH-
Ha Kopucmyeauie-waxpais. Pospoonena cucmema wxan oas nepe-
600y pi3HOpiOHUX danux 00 00HOPIOHUX Koeiyichmis, sKa 00360-
auna nodyoyeamu mamemamuuny mooesb npouecy WUKaAI06aHHs.
Pospobaeno aneopumm wKaaio8aHHs PizHOPIOHUX MACUBIE OAHUX
HA O0CHO6I 3anPONOHOBAHUX WKATL MA MAMEMAMUHOT MOOeJ NPo-
Uecy wKaMmo06aAHHA BEJUKUX MACUBIE PI3HOPIOHUX 0aHuX, W0 003-
80JIUIIO 6CHO MHONCUHY OAHUX npusecmu 00 080X 0OHOPIOHUX Zpyn.
3anponoHosano azopummu 00poOKU OMpuUManux epyn 00HOPiOHUX
danux ma euseaeHHs Kopucmyeauie-waxpais. Pospobneni anzo-
pummu 3 BUKOPUCMAHHAM KOePIUIEHMIE CX0HCOCME MidC XapaKkme-
pucmuxamu Kopucmyeauie opmyromes wad oMU WaAxXpais, euna-
UAIOMb XAPAKMEPUCTMUKYU MA 3ATEIHCHOCHI KOPUCTY8AMI6-Waxpais,
wo 00360J151€ NidsUWUMU edeKxmusHicmb ma wWeuoKicmo npouecy
eussnennn waxpaie. bByaa 3anpononosana cxema npovecy eusns-
JIeHHS Waxpais, w0 6UKOPUCMAHA 6 THMeNeKMYAanbHill cucmemi
aABMOMAMUUHO20 BUABTEHHS WAXPAIE OJI51 NPOBEOEHHS eKCNEePUMEH-
MANGHUX 00CHI0NHCEHb. 3a pe3yabmamamu eKCnepumMeHmaibHux
00C0¥HCEHb OMPUMAHA MOUHICHb BU3HAUECHHSL WAXPAie Ha 3a0aniil
penpezenmamuenii eubipui 99,14 %. Pesyavmamu excnepumen-
manvHux 00C0NCEHb NOKAZANU ePEeKMUBHICMb ABMOMAMUUHOZO
BUSABJIEHHS WAXPATI8 MA MONCAUBICMb POWUPEHHSL popmamie ma
Xapaxmepucmux Kopucmyea4ié-uaxpaie Ha 0CHOGL inmesieKkmyao-
HO20 ananizy i 6as sHamo

Kmouosi cnosea: eusenenns waxpaiicmea, pisHopioni oami,
incmanoeanna mooinvHux dodamxie, anomanii 6 0aHux, wWKaII0-
8aHHs 0anux
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1. Introduction

Promotion of mobile software is typical for the pres-
ent-day IT market. For such activity, companies should
spend a lot of money on marketing campaigns. One of the op-
tions of determining effectiveness of a marketing campaign
consists in checking the number of mobile app installations
provided by the company. It is worth to know at this step
that a certain part or entire set of mobile app installations
could be performed in a fraudulent way. Knowing the actual
number of organic mobile app installations and the number
of fraudulent installations, one can determine real cost of a
marketing campaign and whether it is effective. Note that
fraudulent users are called fraudsters. Therefore, develop-

ment of a system for automatic detection of fraudsters and
marketing campaigns using fraudulent methods of installa-
tion is a relevant task in this field.

2. Literature review and problem statement

Complexity of the problem that arises in this study con-
sists first and foremost in uncertainty of the “fraud” concept
in technical literature. For example, fraud is considered in
[1] as a some sort of anomalies in data. In its turn, anomaly
can be defined as contextual (conditional) anomaly “if a
copy of data is abnormal in a particular context.” Method-
ology for detecting this type of anomaly “takes into account




