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The aim of the article is to analyze the criminal law regulation of credit card fraud in Hungary
according to the Criminal Code (Act C of 2012). Credit card fraud is relatively a new crime in
Hungary and especially in the recent years the crime statistics has risen. Credit card fraud in the
legal literature considered as an economic crime. In this article the following crimes will be
analysed which are closely related to each other; counterfeiting of cash-substitute payment
instruments and the aiding in counterfeiting cash-substitute payment instruments; cash-substitute
payment instrument fraud.

The Hungarian regulation is based on the 2001/413/JHA: Council Framework Decision of
28 May 2001 combating fraud and counterfeiting of non-cash means of payment. It is important
to analyse the new Directive proposal, how can it effect the regulation of the Hungarian Criminal
Code in the future.

The article also deals with the criminal statistics related to credit fraud crimes and gives
conclusions about them.
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The appearance of credit cards. The first idea of credit card was invented by a
journalist Edward Bellamy in the late 19" century. He wrote the book titled «Looking
Backwardy. This was quite impressive in terms of making predictions about the future
and about how credit cards work in the modern era. For example he wrote down the
concept of one receipt for the customer and one receipt for the buyer.'

The predecessors of the cash replacing plastic cards were introduced by oil
companies, hotels in the 1920s. The first credit card was introduced by the Bank of
America in 1958, while the first European credit card the so called «Karte Blau» was
introduced at a Rothschild Bank [3, p. 10-13; 4, p. 1; 5, p. 105-113].

In Hungary the first card which was linked to a foreign currency account appeared in
1988. In the same year appeared the first ATM card as well. The use of credit cards was
allowed by a National Bank decree (precisely the: 3/1992. (MK 34.) Hungarian National
Bank decree about the cash flow) in 1992 and started to spread gradually in the early
90’s. Today in Hungary there are about 8.5 million credit cards which are supposed to
perform financial transaction. There also more than 100 thousand plastic cards which are
not produced by banks but from the American Express, oil companies, trading companies
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etc. The numbers of credit cards are decreasing due to the economic situation in
Hungary'.

Credit card fraud in the legal literature considered as an economic crime. There are
several definitions of economic crime, and there is no consensus of it. In my opinion
economic crime is best described with the definition of Professor Mih6ly Tyth: «In a
criminological aspect economic crime is a form a crime which is realised in the economic
process (or closely related to it). This form of crime is able to — in the aspect of
perpetration behaviour (often with the use of legal forms of business or with the abuse of
it) and in the aspect of the result of the crime — breach or endanger the fair and legal
order of the economy» [11, p. 22].

The aim of this article is to analyse the Hungarian regulation of credit card related
economic crimes. In this article the following crimes will be analysed which are closely
related to each other: counterfeiting of cash-substitute payment instruments and the
aiding in counterfeiting cash-substitute payment instruments; cash-substitute payment
instrument fraud.

The legal history of credit card fraud in Hungary. After the introduction of credit
cards in 1992 the legislator soon realized that credit cards are needed to be protected by
criminal law measures. The Act IX of 1994 amended our Criminal Code and established
two new statutory provisions: counterfeiting of credit card and credit card fraud.

The Hungarian Bank Association was not satisfied with the regulation because the
preparation of these crime was not punishable at that time. The parliament responded to
the critics by amending the Criminal Code with a Novel Act (the Act LXXXVII of 1998)
and from 1998 the preparation of the crime was also punishable.

Another significant change in the regulation was in 2003. Before we joined the
European Union we had to do some legal harmonization. The Act II of 2003 amended the
statutory provisions. The legal harmonization was based on 2001/413/JHA: Council
Framework Decision of 28 May 2001 combating fraud and counterfeiting of non-cash
means of payment. The scale of the object of perpetration expanded and thus the name of
the crime changed to 1) counterfeiting of cash-substitute payment instruments; 2) cash-
substitute payment instruments fraud [11, p. 445]; 3) one new crime was also introduced
by the amending Act: aiding in counterfeiting cash-substitute payment instruments.

In 2005 with a modifying Act (the Act XCI of 2005) the legislator abolished the
subsidiary nature of counterfeiting of cash-substitute payment instruments, which in my
opinion — agreeing with Loszly Kxhalmi — was a significant change [6, p. 388—389]. The
subsidiary nature of the crime meant that the crime can only be established by the courts
if insofar as the act did not result in a more serious criminal offense.

Our previous Criminal Code (the Act IV of 1978) regulated the crimes in the Economic
Crimes chapter and financial crimes title. The new Criminal Code (the Act C of 2012) which
came into effect in the first of July 2013 has created a new chapter titled «Criminal offenses
relating to counterfeiting currencies and philatelic forgeries». Currently these crimes are
regulated alongside with counterfeiting money and forgery of stamps.

In the following chapters I will analyze these crimes one by one.

Counterfeiting of cash-substitute payment instruments and the aiding in
counterfeiting cash-substitute payment instruments.

The legal object of the crime is the safety of the flow of the cash-substitute payment
instruments as well as the legal order of the financial management [2, p. 592]. With this
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statutory provision not just the interests of the bank account owners are protected but the
financial institutes as well [10, p. 288].

The object of perpetration are the cash-substitute payment instruments which may
be in material or electronic form. The definition of these can be found in the closing
provisions of the Hungarian Criminal Code: ‘cash-substitute payment instrument’ shall
mean non-cash means of payment provided for in the act on credit institutions, as well as
treasury cards, traveller’s checks, credit tokens and bills of exchange made out in
accordance with the Personal Income Tax Act, provided they contain protective fixtures,
such as coding or signature, against duplication, fraudulent making or forgery, and
against unauthorized use. (Act C of 2012 Section 394 (2).

«Electronic payment instrument» shall mean, in addition to the non-cash means of
payment provided for in the act on credit institutions, treasury cards and electronic credit
tokens made out in accordance with the Personal Income Tax Act, provided that they are
used through the information system (Act C of 2012 Section 459. (1) 20).

These includes credit cards, debit cards meal vouchers, cheques, travellers cheques
etc. [9, p. 500].

Under the Criminal Code cash-substitute payment instruments and electronic
payment instruments issued in other States shall receive the same protection as those
issued in Hungary. (Act C of 2012 Section 392. (3).

The statutory provisions contains three perpetration conducts: falsification of non-
cash payment instruments; manufacturing counterfeits and recording data stored on
electronic payment instruments or the related security features; using technical means.

I would like to illustrate the last perpetration conducts with some examples.

ATM frauds: Nowadays more and more people are victimized by ATM frauds. The
criminals can plant so-called skimmer devices (electronic card readers, tiny cameras etc.) to
ATM slots. After the ATM user puts the credit card into the ATM card reader slot, the
skimmer device picks up all the information from the card’s magnetic strip. With miniature
cameras offenders can obtain our PIN code as well. After the criminals obtained the data,
they can create with these clone credit cards and use it as the original one.

Recording radio frequency signals. Easy and comfortable payment methods such as
paypass has risks. Paypass credit card communicates with the point of sale terminal with
radio frequency signals but these can recorded by skimmer devices [9, p. 501-502].

It is very easy to be victimized of this crime thus I would like to present some
prevention proposals: try to use ATM machines which are inside of a building; if you
notice some problem contact the bank, or the police and do not accept help from third
persons; keep your certificate of the ATM transaction.

The subject (the offender) of the crime can be anybody. The crime can be committed
only intentionally there is no negligent form of it.

This crime is a misdemeanour and punishable by imprisonment not exceeding one
year. Lastly it is important to note that the preparation of this crime is also punishable
[10, p. 287].

The independent crime of aiding in counterfeiting cash-substitute payment
instruments is very similar to preparation of the previous crime. This crime is established
when somebody — produces, supplies, receives, obtains, keeps, exports or imports, or
transports in transit through the country, or distributes any material, means, equipment or
computer program intended to be used for counterfeiting cash-substitute payment
instruments or for the recording of data stored on electronic payment instruments or the
related security features, using technical means.

The most important difference is comparing to the preparation of counterfeiting is
that here to effectuate the crime, no intention of use required. The most typical example
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when someone sells a skimmer device to a criminal. This crime was introduced in the
Hungarian Criminal Code in 2003 due to legal harmonization and prevention purposes.
The offence has an aggravated case: if somebody commits the in criminal association
with accomplices or on a commercial scale and it is punished by imprisonment not
exceeding two years [1, p. 493].

Cash-substitute payment instrument fraud. The legal subject and the object of
perpetration of the crime is the same as mentioned above. However there are differences in
the perpetration conducts. The conducts can be categorized into three groups — unlawful
obtainment of cash-substitute payment instruments, commandeer cash-substitute payment
instruments, and #ransit type of conducts: supplies, obtains, exports or imports, or transports
in transit through the territory of Hungary any counterfeit or falsified cash-substitute payment
instrument; or a cash-substitute payment instrument that has been commandeered or obtained
in the manner specified in Paragraph a); or data stored on electronic payment instruments or
the related security features; (Act C of 2012 Section 393. (1) b).

This crime in the basic case is a misdemeanour and punishable by imprisonment not
exceeding one year.

Types of credit card abuse in the practice: 1) With the use of the stolen credit card:
«Cloning», Withdrawal from an ATM, Buying in real life (e.g. in department stores.),
Buying in cyberspace on the internet; 2) With the use of «cloned» credit cards: Withdrawal
from an ATM, Buying in real life (e.g. in department stores.), Buying in cyberspace on the
internet; 3) The use of credit card data: Buying in cyberspace on the internet; 4) Unlawful
monetary gain, while the owner of the credit card tries use it legally.

The subject of crime can be anybody. The crime can be committed only intentionally.

The form of the crime has changed in the new Criminal Code. Earlier the crime was
completed when financial damage was caused by the criminal act. Under the current
regulation this is not required, the crime can be established even if the criminal did not
cause any financial damage. Moreover if the criminal act caused financial damage not the
cash-substitute payment instrument fraud but another crime, information system fraud
shall be established by the courts [7, p. 1493]. To sum it up cash-substitute payment
instrument fraud became an immaterial crime.

The aggravated case of this crime is a felony, and it is established when somebody
commits the offence in criminal association with accomplices or on a commercial scale.
(Act C of 2012 Section 393. (2).

Lastly I would like to highlight one court decision regarding the crime. Under the
BH 2009.43. (Court decision from the year of 2009 number 43.) the expired credit cannot
be the perpetration object of the crime.

The regulation of the European Union. As 1 mentioned before the Hungarian
regulation is based on the 2001/413/JHA: Council Framework Decision of 28 May 2001
combating fraud and counterfeiting of non-cash means of payment.

Under the organizations of the EU it is necessary that a description of the different
forms of behaviour requiring criminalisation in relation to fraud and counterfeiting of
non-cash means of payment cover the whole range of activities that together constitute
the menace of organised crime in this regard. By giving protection by criminal law
primarily to payment instruments that are provided with a special form of protection
against imitation or abuse, the intention is to encourage operators to provide that
protection to payment instruments issued by them, and thereby to add an element of
prevention to the instrument.

According to the Framework decision «Payment instrument» shall mean: a corporeal
instrument, other than legal tender (bank notes and coins), enabling, by its specific
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nature, alone or in conjunction with another (payment) instrument, the holder or user to
transfer money or monetary value, as for example credit cards, eurocheque cards, other
cards issued by financial institutions, travellers' cheques, eurocheques, other cheques and
bills of exchange, which is protected against imitation or fraudulent use, for example
through design, coding or signature. (Council framework decision Article 1).

The list of examples are indicative and not exhaustive.

There are 3 groups of perpetration conducts under the EU regulation: 1) Offences
related to payment instruments; 2) Offences related to computers; 3) Offences related to
specifically adapted devices.

Offences related to payments instruments can be committed with the following the
conducts: theft or other unlawful appropriation of a payment instrument; counterfeiting
or falsification of a payment instrument in order for it to be used fraudulently; receiving,
obtaining, transporting, sale or transfer to another person or possession of a stolen or
otherwise unlawfully appropriated, or of a counterfeited or falsified payment instrument
in order for it to be used fraudulently; fraudulent use of a stolen or otherwise unlawfully
appropriated, or of a counterfeited or falsified payment instrument; (Council framework
decision Article 2).

The second group can be committed only intentionally with the following conducts —
performing or causing a transfer of money or monetary value and thereby causing an
unauthorised loss of property for another person, with the intention of procuring an
unauthorised economic benefit for the person committing the offence or for a third party,
by: without right introducing, altering, deleting or suppressing computer data, in
particular identification data, or without right interfering with the functioning of a
computer programme or system. (Council framework decision Article 3).

The third group contains preparation type of conducts — the fraudulent making,
receiving, obtaining, sale or transfer to another person or possession of: instruments,
articles, computer programmes and any other means peculiarly adapted for the commission
of any of the offences described under Article 2(b); computer programmes the purpose of
which is the commission of any of the offences described under Article 3. (Council
framework decision Article 4).

The council framework decision requires the Member States to punish these conducts in
their Criminal Code because it is not directly applicable only after it is transferred into the
national law. The EU also requires the Member States to punish the participation, instigation
and attempt of these crimes. (Council framework decision Article 5)

As for punishment the framework decision requires that each Member State shall
take the necessary measures to ensure that the conduct referred to in Articles 2 to 5 is
punishable by effective, proportionate and dissuasive criminal penalties, including, at
least in serious cases, penalties involving deprivation of liberty which can give rise to
extradition. (Council framework decision Article 6.)

Also it is important to mention that according to the council framework decision
legal persons are also punishable if they commit these crime. The framework decision
offers examples for sanctions against legal entities which can be applied by Member
States: 1) exclusion from entitlement to public benefits or aid; 2) temporary or permanent
disqualification from the practice of commercial activities; 3) placing under judicial
supervision; 4) a judicial winding-up order. (Council framework decision Article 8).

All in all the Hungarian legislation fully adapts to the framework decision and thus
no amendment is required for the Criminal Code at this moment.

A new Directive proposal. The European Commission drafted a new Directive
proposal (Proposal for a Directive of the European Parliament and of the Council on
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combating fraud and counterfeiting of non-cash means of payment and replacing Council
Framework Decision 2001/413/JHA {SWD(2017) 298 final} {SWD(2017) 299 final}
Brussels, 13.9.2017 COM(2017) 489 final 2017/0226(COD) (Further referred as
Directive proposal) for the European Parliament and the Council to replace the current
framework decision and modernise the regulation regarding credit fraud type of crimes.

The reasons for the new Proposal is that the current EU legislation that provides too
minimum rules to criminalise non-cash payment fraud. The European Agenda acknowledges
that the Framework Decision no longer reflects today’s realities and insufficiently addresses
new challenges and technological developments such as virtual currencies and mobile
payments.

Credit card fraud hinders the development of the digital single market in two ways: it
causes important direct economic losses, as the estimated level of card fraud of EUR 1.44
billion mentioned above indicates. For example, the airlines lose around USD 1 billion per
year globally in card fraud; it reduces consumers’ trust, which may result in reduced
economic activity and limited engagement in the digital single market. According to the
most recent Eurobarometer on Cyber Security the vast majority of Internet users (85 %)
feel that the risk of becoming a victim of cybercrime is increasing. In addition, 42 % of
users are worried about the security of online payments. Because of security concerns,
12 % are less likely to engage in digital transactions such as online banking

The Directive draft has three specific objectives that address the problems identified:
Ensure that a clear, robust and technology neutral policy/legal framework is in place;
Eliminate operational obstacles that hamper investigation and prosecution; Enhance
prevention.

The proposal has several important and modern definitions.

«Payment instrumenty means a protected device, object or record, other than legal
tender, which, alone or with a procedure or a set of procedures, enables the holder or user
to transfer money or monetary value or to initiate a payment order, including by means of
digital mediums of exchange.

«Protected device, object or recordy means a device, object or record safeguarded
against imitation or fraudulent use, for example through design, coding or signature.

«Payment order» means a payment order as defined in point (13) of Article 4 of
Directive (EU) 2015/2366.

«Virtual currencies» means a digital representation of value that is neither issued by
a central bank or a public authority, nor necessarily attached to a fiat currency, but is
accepted by natural or legal persons as a means of payment and can be transferred, stored
or traded electronically.

The Member States if the Directive will be adopted has to implement the rules and
punish the following crimes: Fraudulent use of payment instruments, Offences preparatory
to the fraudulent use of payment instruments, Offences related to information systems,
Tools used for committing offences.

Article 8 would consist the penalties for natural persons.

Member States shall take the necessary measures to ensure that the offences referred to
in Articles 3 to 7 are punishable by effective, proportionate and dissuasive criminal penalties.

Member States shall take the necessary measures to ensure that the offences referred
to in Articles 3, 4 and 5 are punishable by a maximum term of imprisonment of at least
three years.

Member States shall take the necessary measures to ensure that the offences referred
to in Article 6 are punishable by a maximum term of imprisonment of at least two years.

Member States shall take the necessary measures to ensure that offences referred to
in Articles 3, 4 and 5 are punishable by a maximum term of imprisonment of at least five
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years if: they are committed within the framework of a criminal organisation, as defined
in Framework Decision 2008/841/JHA, irrespective of the penalty provided for in that
Decision; they involve extensive or considerable damage or an aggregate advantage of at
least EUR 20 000.

Article 10 would contain the sanctions for legal persons.

Member States shall take the necessary measures to ensure that a legal person held
liable pursuant to Article 9(1) is subject to effective, proportionate and dissuasive
sanctions, which shall include criminal or non-criminal fines and which may include
other sanctions, such as: exclusion from entitlement to public benefits or aid; temporary
or permanent disqualification from the practice of commercial activities; placing under
judicial supervision; judicial winding-up; temporary or permanent closure of
establishments which have been used for committing the offence.

Personally I think the legal definitions of virtual currencies progressive due to many
countries have no regulation to these and these are in a «gray zone». Hopefully after the
adoption of the Directive the regulation more effective regarding the prevention of these
crimes.

Criminal statistics and Conclusions. The following table shows the registered
numbers of computer economic related crimes per year.

The table.
The registered numbers of computer related economic crimes/year
2010 2011 2012 2013 | 2014 | 2015 2016

counterfeiting of
cash-substitute 282 485 246 | 65 | 202 | 130 | 739
payment
instruments
cash-substitute
payment 10172 13057 17595 | 5804 | 1186 | 870 23064

instrument fraud

aiding in
counterfeiting
cash-substitute 11 3 3 3 1 3 1
payment
instruments

Under the statistics the crime of the cash-substitute payment instrument fraud has
the highest numbers but in 2013 a drastic reduction can be seen. The low numbers of
counterfeiting of cash-substitute payment instrument can be misleading because in the
legal practice can problems with the classification of these crimes. Sometimes the courts
classify these crimes as extortion (When the criminal obtains the PIN Code with violence
or threat) (Act C of 2012 Section 367.), fraud (when they use clone cards as payment in
shops), (Act C of 2012 Section 373) or information system fraud (when someone pays
with the stolen credit card number on the internet). (Act C of 2012 Section 373.).

On one hand these classification options inhibits us to get the true numbers of this
crime. On the other hand, latency, can be another reason for the low numbers in statistics.
The damage caused to the victims by these crimes are small comparing to the damage
caused to the financial institutes good reputation (or good will) and thus the financial
institutes are not interested to cooperate with the authorities. Obviously the clients would
be mistrustful if the vulnerability of the banks information system is unfolded.
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Unfortunately due to these reasons it is doubtful that we will get true numbers in the near
future of this crime [9, p. 153—-154].

In conclusion the best way of crime prevention is to pay attention to our everyday

financial transaction and thus we can prevent from being victimized. It is expected in the
not too distant future, that the chips will be replaced by biometric cards which would
increase the financial transaction.
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KPUMIHAJIbHO-IIPABOBE PET'YJIIOBAHHSA IIIAXPAVMICTBA
3 BUKOPUCTAHHSAM KPEAUTHUX KAPT B YT'OPLIMHI

. Toc
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m. ey, 1, 48-as tiur, Yeopwuna, 7622,
e-mail: toth.david@ajk.pte.hu

MerToto cTaTTi € aHani3 KpMMIHaNbLHO-NPAaBOBOrO PerynioBaHHA LWaxpancTBa 3 BUKOPUCTaH-
HAM KpPeauTHWX KapT B YropwuHi BignosigHo Ao KpumiHanbHoro kogekcy (Big 2012 poky).
LLlaxpaicTBO 3 BMKOPWUCTAHHAM KPEAUTHWUX KapT € BiAHOCHO HOBWMM 3MOYMHOM B YTOPLLMHI,
CTATUCTUYHI AaHi WOAO BUMNAAKIB BYMHEHHSI AKOro, OCOONMBO OCTaHHIM 4acoMm, 3pOChu.
LaxpancTBO 3 BWKOPUCTAHHAM KPEeAUTHUX KapT B IOPUOMYHIA niTepaTypi po3rnsgalTb §K
3MOYMH y cdhepi eKOHOMIKM. Y Uil CTaTTi NpoaHanizoBaHO 3MO4YMHW, SIKi TICHO NOB’A3aHi OaWH 3
ofHUM — nigpobneHHs 3acobiB Ge3roTiBKOBOTO PO3paxyHKy Ta MOCOOHMUTBO Yy MNiapobneHHi
3acobiB 6e3roTiBKOBOro po3paxyHKy i LlaxpancTBo 3i 3acobamu 6e3roTiBKOBOro po3paxyHKy.

Yropcbke peryntoBaHHs rpyHTyeTbes Ha 2001/413/JHA: PamkoBomy PiweHHi Pagu Big
28 tpaBHa 2001 poky wono 6opoTbbu 3 WaxpancTBOM Ta NigpobKOK HeroTiBkOBUX 3acobiB
nnatexy. BaxnuBo aHanisyBatu HoBY nponoauuito [upektuBuM B acnekTi ii BNAMBY Ha
CycCninbHi BiAHOCWHN, BperynboBaHi KpyMiHansH1MM KogekcoM YropLumHi, B ManbyTHeoMy.

3rigHo 3i CTaTUCTUYHUMW AaHVMMM, LWAXpancTBo 3 3acobamm 6e3roTiBKOBOro po3paxyHKy
XapakTepuayeTbCa HavBULLMM piBHEM 3MouvMHHOCTI, ane B 2013 p. mMoxHa cnocrtepiratu 1i
CyTTeBE 3HWMXKEHHSA. Hu3bkmi piBeHb nigpobneHHs 3acobiB 6e3roTiBKOBOro po3paxyHKy MOXe
OyT OMaHNVMBUM, OCKINbKN B IOPUANYHIN NPaKTULL MOXYTb BUHMKHYTU npobnemun 3 knacudi-
Kauielo uMx 3rmoumHiB. IHoai cyam kBanidpikytoTb Ui 3MOYMHM SK BUMaraHHs (KOnu 3rnouvmHeLb
otpumye [IH-kog wWNAXomM 3acTOCyBaHHSA HacunbCTBa abo NOrpo3v KOro 3acTOCYBaHHS);
LIaxpancTBo (KONu BiH BMKOPWUCTOBYE KapTKW-KMOHM SK 3acobu nnatexy B marasuHax) abo
LWaxXpancTBO 3 BUKOPWUCTAHHAM iHOpMaUiHUX cuCTeEM (KONW XTOCb PO3PaxoBYETbCA B
IHTEpHEeTi, BUKOPMCTOBYIOUYUN BKPALEHUIN HOMEP KPeaUTHOI KapTw).

3 opHoro 60Ky, Ui BapiaHTM kBanidikauii 3aBaxalTb HaM OTPMMAaTU OOCTOBIpHI AaHi
OO0 CMpaBXHbBOI KiNbKOCTI BUMAAKIB BUMHEHHS LbOro 3MoYMHy. 3 iHWOro 60Ky, NaTeHTHICTb
MOXe OyTW Le OAHIE0 MPUYMHOI HU3BKUX YMCeN Yy cTaTUCTUYHMX AaHux. Wkoaa, 3anogisHa
NOTEPNINUM YHaCnifoOK BYMHEHHSA LMX 3MOYMHIB, € HEBENUKOIO MOPIBHAHO 3i LUKOAOHK, SKa
mMoxe OyTu 3anopisiHa Ainosin penyTauii diHaHCOBOI IHCTUTYUIT, i, 9K HacnigoK, oiHAHCOBI
IHCTUTYLiI He 3aLikaBneHi cniBnpavuoBaT 3 opraHamun BNaaw.

MigBoagsyYM nigcymok, BapTO 3as3HauMTW, WO Halkpawwmi cnocib 3anobiraHHs Takum
3M104MHaM — NPUAINATA HanNexHy yBary Halum LWOAEHHUM (DiHAHCOBMM TpaHCaKLUisiM. Takum
crnocobom Mu 3mMoxemo ybeaneunTtun cebe Big MOXIMBOCTI CTaTM NOTEPNINMM Bif 3MOYMHIB Liel
kaTeropii. OuikyeTbCs, WO B Heganekomy ManbyTHboMy ynnu ByayTe 3amiHeHi GiomeTpuiyHuMn
KapTamu, Wo niaBuwmnTb 6e3neky iHaHCOBMX TpaHCaKLin.

Knroyosi crosa: ninpobneHHs 3acobiB 6e3roTiBKOBOro po3paxyHky, iHaHCOBI TpaHcakLi,
3M104MHM Y cepi EKOHOMIKN.
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