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Sabadash V.P. ISSUES OF SPECIAL UNITS TO COMBAT INTERNET FRAUD IN FOREIGN 
COUNTRIES / Zapor zhzhi  national university, Ukraine 
The article deals with current issues of creation and functioning of special units to combat Internet fraud in 
foreign countries for further borrowing of experience in the law enforcement bodies of Ukraine. 

It is stated that in the world today is the creation of special organizations involved in various aspects of the 
fight against Internet fraud, which can be roughly divided into three groups: 

1) state special organization, responsibilities which include the issues of combating crime in the sphere of 
high technologies; 

2) non-state interagency organizations that are engaged in registration of complaints of criminal activities 
online orientation; 

3) special organizations and departments that are created within the framework of international or interstate 
institutions. 

So, the first group of special organizations include the organization and management created by the state as 
part of the central government: Ministries, agencies, security services etc. 

The second group of special organizations and expert groups involved in the study of computer incidents, and 
registering complaints against the criminal actions of Internet-oriented, acting as intermediaries between users 
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of the Internet and special state organizations involved in combating computer crime in general, and Internet 
fraud in particular. 

There are three main types of expert groups that exist in the world and were investigating incidents of 
computer and Internet security, namely: 

1) Computer Emergency Response Team, CERT; 

2) Computer Security Incident Response Team, CSIRT); 

3) Computer Emergency Readiness Team. 

In addition, in the world are being already established international associations CSIRT / CERT centers, such 
as the Forum of Incident Response and Security Teams (FIRST) and the Trusted Introducer  community, 
bringing together European teams to respond to information security incidents. 

No doubt, the experience of leading countries in the collection, research and exchange of information about 
computer incidents and cyber threats may well be used in Ukraine by creating online databases of incidents 
and the Center for Internet crime complaints similar to the IC3 (Internet Crime Complaint Center  USA) and 
RU CERT (Center for Response at Computer Incidents In Russian Federation). 

Key words: Internet fraud, fight, special units, investigation, crime, cybercrime, information technology. 
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