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IndpopmauninHi cuctemn i TexHonorii B ayauTi

B pob6oTi po3rnsiHyTo iHghopMaLiniHi cuctemu B 0b1iKY | ayamTi, iX ¢hyHKUIT, MpyKnagu 3acTocyBaHHS IH—
hopmaLiriHnx cUCTeM, siKi BUKOPUCTOBYHOTb BIOMKETHI YCTaHOBY Ha Pi3HVX PIBHSIX.

OcHoBHOW nepenyMoBOK BUHWUKHEHHS ayauTy € B3aEMHa 3aLiKaBrieHiCTb MigrnpueMcTsa B 0cobi oro
BRacHWIKiB, Aep>xaBu B 0cobi BiAMNoBIgHWX (hiCKanbHWX OpraHiB, L0 crpaBnisoTe NogaTky i 360pm Ta 0co—
6ucTo ayauTopa B 3abe3neyeHHi peanbHOCTI Ta JOCTOBIPHOCTI 061iKY | 3BITHOCTI.
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MAKPOEKQOHOMIYHI ACTMEKTW CYHACHOI EKOHOMIK A

AyauT € 060B'A3KOBOH YaCTVHOK UMBINI30BaHOI0 (OYHKLIOHYBaHHS PUHKOBOI EKOHOMIKY KOXXHOI KpaiHu.
BignosigHo fo icTopu4HvX y3aranbHeHb, NepeayMoBaMuy BUHVKHEHHS ayAUTY MOXIIMBO Ha3BaTV HACTYIHE:

rno—nepLue, 4151 BUPILLEHHS HEMOPO3YMiHb MiX MOJaTKOBUMU OpraHamu i KepiBHUMU CTPYKTypamu,
L0 NPefCcTaBnsoTb IHTEPECH BACHVKIB LLOAO NiABULLEHHS e(hekTUBHOCTI BUPOOHULTBA, EPXAaBHOro
KOHTPOJTH0 BXe BYro HeJoCTaTHLO, aAXe BiH 3axuLLaB NULLIE IHTEPECU epXXaBu;

rno—apyre, ayauTopm ctanv noTpibHi v He3avikaBneHUM CTOpoHaM — cyhy v apbiTpaxy, siki BICTO—
Banu cripaBeannBICTb;

ro—TpeTe, PO3BUTKOBI ayauTy CrPUSIIO TaKOX PO3MEXYBaHHS (hyHKLV Ta 3aLiKaBEeHICTb MignpUeM—
UiB B NpaBuiibHOMY | HeYrepeaXXeHoMy BifobpaXKeHHI0 rocrofapCbKux onepawivi TOMy, BacHUKY KOM—
raHivi noYanmy HarumaTy creyianbHWA He3anexXHu anapar yrpasBiiHHS.

TakviM 4Y“HOM, OCHOBHA CYTHICTb ayauTy — Le HagaHHs MnpakTU4HOI JONOMOrv KEpIBHULUTBY | EKOHO—
MiYHVM Cryx6am nignpueMcTBa y BefeHHI Ta BigobpakeHHi rocrofapCbKux rnpoLUecis, yrpasiHHI oro
thiHaHcamu, a TaKkoxX npaBuibHOMY BEAEHHIO (hiHAHCOBOIO | yrpaBiHCLKOro 061Ky 3 METOH NPUAHATTS
eqhekTUBHIMX YrpaBiHCbKMX PILLIEHb, HAAaHHS Pi3HUX KOHCYMbTauivi TOLYO. 3 METOH KpaLyoro | LUBUAKO—
ro OTPUMAaHHS Pe3yrnbTaTy ayauTopu BUKOPUCTOBYHOTb IHGPOPMAaLivIHI CUCTEMM.

IHhopmaviviHi cucTemu — Ue CyKynHICTb IH(hopMaLlii, anapaTtHO—NporpamMHyX | TEXHONOrYHWX 3acobiB,
3acobiB TenekoMyHikadii, 6a3 i 6aHkiB gaHnx, METOAIB | MpoUenyp, NepcoHany yrapasiHHSA, SKi peani3y—
H0Tb OYHKUII 360py, HArpOMagXXeHHs1 Ta 06pobneHHs iHGhopmaLii 4ns nNigroToBKy Ta NPUMAHATTSA ehek—
TUBHWX YrpPaBliHCbKMX PILLEHb.

Cy4acHi IHthopMaUiviHi cucTeMm 34aTHI HE TiflbKU LifTIKOM 38[0BONTbHUTY BUMOI BUPOBHUNYMX CUCTEM,
ane v BUCTYNaKTb BaXIVBOK MepenymMoBot0 iXHboro po3suTKy. Cy4acHi ynpaBiiHCbKI iIHGhopMaLiviHi
CUCTEMMU MOKPALLYIOTb 3B’ A3KN MIXX YHaCHUKaMU NpasiiHHS, BiGAaneHnMu CTPYKTYPHUMU Migpo3ginamu,
rpoBoAsATL aHani3 rocrnofapchbKoi QisnbHOCTI He NWLLIE PETPOCNEKTUBHWA, ane | NepCcrnekTUuBHWA, 34IM—
CHIOKOTb KOHTPOJIb B PEXUMI OH—I18lH.

Kmo4osi cnosa: ayaut, iHghopmaLiviHi cuctemu, IHgbopMaLiviHi TEXHONOTIT, 061K, 3BITHICTb, IHhOpMAaLisi.

KYOPEHKOHBE.,
HEMBSAHYYK C.1O.

MHqJOpMaI.IIIIOHHbIe cucrembl N TexHoJsiorum B ayaunurte

B pabote paccmoTpeHbl MHGhOPMaLUVOHHbIE CUCTEMbI B YHETE U ayauTe, UX hyHKLMM, MpumMephbl rnpu—
MEHEHWS MHGHOPMALIMOHHbIX CUCTEM, UCMOSb3YIOLUNX BIOAXKETHBIE YHPEXAEHNS HA PA3HbIX YPOBHSIX.

OcHoBHow rNpegnochINikon BO3HNKHOBEHWA ayanTa ABIAETCA B3anMHasa 3aNHTepecoBaHHOCTb MNpes—
rnpudaTna B Jige ero BrahesibueB, rocydapctBa B JIMLe COOTBETCTBYHOLLNX dJI/ICKEI.I'IbeIX opraHos,
KOTOPbIE OKa3bIBAKOT HAsNorn n CﬁOpr nInM4YHO aygntopa B obecnevyeHnmn PEAnbHOCTN N JOCTOBEPHOCTU
y4era v OTHeTHOCTH.

AyauT aBnsieTcs 0693aTeslbHOV YaCTbH UMBUIN30BAHHOMO (DYHKLMOHNPOBAHWS PbIHOYHOM 3KOHOMUKIN
Kaxxgovi cTpaHsbl.

CornacHo nctopu4eckum 0606LUEHVSIM, MPEANOCLIIKaMU BOSHUKHOBEHWS ayanuTa MOXHO Ha3BaTb
cnepyroLjee:

BO—TEPBbIX, /151 PELLEHWNS HEA0PAa3YMEHW MeXAY HanoroBbIMm 0praHami 1 PyKOBOAALLMMUM CTPYKTY—
pamu, NpeacTaBnstoLLMMIN UHTEPECH! BNaAENbLEB M0 NOBbILLEHWO 3¢hheKTUBHOCTY NPON3BOACTBA, ro—
CY8PCTBEHHOI0 KOHTPOJIS1 YKe 6bl10 HEAOCTaTOYHO, BEAb OH 3aLU4MLLAI TOMbKO MHTEPECH! FOCYAapCTBa;

BO—BTOPbIX, @yAUTOPbI CTanu HyXHbl Y HEe3auHTepecoBaHHbLIM CTOpOHaM — cyda v apbutpaxa,
KOTOpPbIE OTCTanBaru CripaBe/IMBOCTb;

B—TPETbUX, PA3BUTUIO ayamuTa CriocO6CTBOBAIO TakXe pasrpaHnyeHne (hyHKUMA 1 3anMHTEPECOBaH—
HOCTb MpeanpuHUMAaTenel B npaBuibHOM 1 6eCrpUCTPaCTHOM OTPaXeHUM X03SIMCTBEHHbIX onepaLmi,
BragfesbLibl KOMIaHWA Havanu HaHUMaTb CrieymasnbHbI He3aBUCUMbIV annapart YripaBieHUs.
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Takum OﬁpEJBOM, OCHOBHas1 CYLYHOCTb ayauTa — 3TO OKa3aHue MpaKkTUHecKow oMoy pyKoBOACTBY v
3KOHOMUWHYECKNM CJ'Iy)K58M npeanpuaTya B BEAEHUN W OTPaXEHUN XO03ANCTBEHHbIX MPOLEeCcCOoB, yrnpasrieHnin
ero CIJI/IHBHCSMI/I, a TaKXe rpaBniibHOMY BEAEHVIHO CIJI/IHSHCOBOI' O 1 yripaB/iIeH4eCcKoro y4eTa c LUeribio NpuHA—
™A BdJCpeKTMBHbIX yrpasBrieH4ecKnx PeLLeHWI, NpeJocTaBeHne pasinyHbIX KOHCyHbTaLlMIZ nTomMy rofgobHoe.
C Uersibto Jiy4HLiero v 5bICTpOI' O riorny4eHns pesynbTarta ayanTopbl NCTob3yHoT MHCIJOpMaLlVIOHHbIG CUCTEMBI.

VIHhopmaLmoHHbIe cucTeMbl — 3TO COBOKYMHOCTbL MH(hOPMaLMK, annapaTHO—MporpaMmMHbIX 1 TEXHO—
NTOrMYeCKnX CpeacTB, CPEACTB TeneKoMMyHUKaLUmmy, 6a3 1 6aHKOB AaHHbIX, METOAOB 1 rpoLeayp, nep—
coHana yrpaBneHWsi, PeanuayroLUmx (hyHKUmMM cbopa, HaKornneHusi n 06paboTKm MHhopMaumm st no—
[AroToBKY Y MPUHSATUS 3GhGhEKTUBHBIX YrPaBIEHYECKUX PELLEHUI.

CoBpeMeHHbIe MHhoPMAaLMOHHbIE CUCTEMbI CITOCOBHbI HE TOMBLKO MOTHOCTLI0 YAOBIETBOPUTL Tpebo—
BaHWS IPON3BOACTBEHHbIX CUCTEM, HO Y BbICTYMNaK0T BaXXHOV MPEANOChINKON nx pa3sutusi. CoBpeMeHHbIe
YrpaBrieH4eckne VHEOPMaLMOHHbIE CUCTEMbI Yy4LLIAOT CBSI3W MEXAY Y4aCTHUKaMM MpaBieHus,
YAANEHHbLIMW CTPYKTYPHbLIMM 0APa3aeneHVsIMU, NPOBOAAT aHan3 X03sIMCTBEHHOWM AEeATENbHOCTA He
TONIbKO PETPOCMEKTUBHbLIV, HO Y MEPCMNEKTUBHBIN, OCYLLIECTBIIAIOLLMX KOHTPOSIb B PEXVME OH—aiH.

Knwo4yeBbie cnosa: ayaut, MHGOPMAUVOHHbLIE CUCTEMbI, MHGHOPMALUMNOHHbLIE TEXHOMOMU, Y4eT,
OTYETHOCTb, MH(hOpMaLUS.

KUDRENKO N.V.,
DEMIANCHUK S.Y.

Information systems and technologies in the audit

The information systems in the accounting and audit, their functions, examples of using information
systems for budget institutions at different levels are considered in this work.

The main precondition for the audit is the mutual interest of the enterprise in the person of its owners,
the state, in the person of the respective fiscal authorities, which make taxes and fees and personally
the auditor in ensuring the reality and reliability of accounting and reporting.

An audit is a mandatory part of the civilized functioning of the market economy of each country.
According to historical generalizations, the prerequisites for the audit may be called the following:

— firstly, to resolve misunderstandings between the tax authorities and the governing bodies
representing the interests of the owners in raising the efficiency of production, state control was
already insufficient, since it protected only the interests of the state;

— secondly, auditors have become indispensable and disinterested parties — court and arbitration,
which upheld justice;

— thirdly, the development of audit was also facilitated by the delineation of functions and the interest
of entrepreneurs in the correct and impartial reflection of business operations, therefore, the owners
of companies began to hire a special independent control unit.

Thus, the main essence of the audit is the provision of practical assistance to the management
and economic services of the enterprise in the management and display of business processes, the
management of its finances, as well as the proper conduct of financial and managerial accounting
in order to make effective management decisions, provide various consultations, etc. Auditors use
information systems to better and quickly obtain the result.

Information systems are a set of information, hardware—software and technological tools,
telecommunication facilities, databases and data banks, methods and procedures, management
personnel that implement the functions of collecting, processing, storing and processing information
for the preparation and adoption of effective management decisions.

Modern information systems can not only fully satisfy the requirements of production systems,
but also act as an important prerequisite for their development. Modern management information
systems improve communication between management members, remote structural units, carry out
an analysis of economic activity not only retrospective but also promising, carry out monitoring online.

Keywords: audit, information systems, information technologies, accounting, reporting, information.
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t the present stage, for the effective
Adevelopment of the enterprise it is
necessary to implement information
technologies in almost all spheres of activity,
especially audit. Computerization of accounting
significantly facilitates the conducting of the audit.

Under information technology understand the
system of methods and methods for the search,
collection, accumulation, storage and processing
of information on the basis of the use of computing.

Audit technology is largely a creative process,
the features of which depend on both the particu—
lar enterprise being tested and the practical expe—
rience and views of the auditor.

Audit activity has its own specifics and therefore
there are requirements for audit software:

1. Availability of advanced means of control of
operations (control at the time of execution of the
document or posting];

2. Increased flexibility (the program should be
reconciled more quickly to the specifics of differ—
ent types of enterprises; also computer systems
should take into account general standards and
separate accounting rules for the enterprises that
are checking);

3. Ergonomics (the availability of facilities for
convenient input of large volumes of information,
prompt and simple reporting);

4. Communication at the database level with ac—
counting software. Necessary additional tools for
input and output data presented in various formats.

In addition to the basic requirements, audit soft—
ware should have the following characteristics:
ease of development, speed, professional opera—
tional support from developers.

In practice, the design of a computer information
system auditing (CIS AT) can be traced two funda—
mentally different approach to their creation.

1. Using a set of tests (worksheets), focused on
the introduction of information on the observance
of certain rules of accounting. In this case, the cli—
ent’s accounting information is completely or par—
tially ignored. This way can lead to a significant risk
of error, so a more promising second approach.

2. Orientation to the primary information of the
client, which reflects economic operations at the
synthetic and analytical level. In this case, significant
time consuming input of customer data is required.

In the second approach, there are two ways to
create a KIS BP:

1. the computerization system of the audit in stages;

2. Computerization system for audit tasks complexes.

The computerized audit process in stages involves
the use of network architecture and the storage of
all data in a single database to which system us—
ers must have authorized access to the appropri—
ate level. Users are given various rights to work with
the system, which in a simple way are divided into
two levels: the supervisor and auditors. All informa-—
tion recorded in the database should be available at
the same time to all members of the audit team.

There are three stages of the technology of the
auditor in the KIS DR:

1 st preparatory stage;

2. carrying out the inspection;

3. the final stage.

At the preparatory stage, the customer informa-—
tion, the main book data, accounting metrics, and
other information are studied and recorded in the
database. The auditor’s study of the accounting
system and the internal control of the audited en—
tity is determined by the computer data processing
system (COD) used by him.

When conducting an audit in the COD, the purpose
and basic approaches to determining the methods
of conducting an audit are retained. However, the
RCD affects the auditor’s study of the accounting
system and the internal control of the audited entity.
This is due to the fact that the sources of informa-—
tion for the auditor are the accounting documents
on a computer—readable medium, in the computer
memory is a permanent reference information, an
automated form of accounting is applied.

While working in the KOD environment, the audi—
tor examines the organizational form of data pro—
cessing, the form of accounting and its automat-
ed sections, the application of a local or network
version of data processing, archiving and storing
data. The auditor should also describe the tech-
nical, software, technological support of the RCD.
He evaluates the capabilities of the computer sys—
tem in terms of its flexible response to changes in
economic legislation, the formation of manageri—
al reporting, the conduct of analytical procedures,
as well as the degree of qualification of accounting
staff in the field of information technology.

In conducting an audit of the CAQ, the client’s au—
ditor needs to perform the following tasks

1. It is necessary to get acquainted with the organi—
zational form of data processing and the level of auto—
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mation of managerial tasks, including the tasks of ac—
counting. In small businesses, where data processing
is performed by one accountant, accounting software
and information base are concentrated on one com—
puter. With more than one person accounting, it is
about multi—user systems that implement the work of
several users with an information database. The audi—
tor should understand the main differences between
these technologies, as it affects the audit procedures
and audit risks that are due to them.

2. The auditor should give an assessment of the
correctness of the choice of automation tasks and
express an opinion on the tasks, areas of account—
ing, work units, where the application of comput—
er technology data processing will have the great—
est effect. First of all, the automation of the work of
the most overloaded units, which impede the work
of the enterprise. First of all, automate accounting
and analysis of accounts receivable.

3. During the audit the auditor should examine
and evaluate the organization’s document circu—
lation system: the order of formation, registration,
storage, processing of documents and transfor—
mation of primary documents into the system of
records on the accounts. It is necessary to find out
the places of origin of the primary information and
the degree of its collection and registration. To do
this, the auditor should familiarize himself with the
scheme of location of automated workplace man—
agement personnel at the enterprise.

4. The auditor should give an indication of the
methods of data entry and the formation of records
of business operations. Automated and automat—
icgeneration of accounting records and postings on
the basis of typical operations and electronic forms
of documents avoids many errors that are inevita—
ble when manually entering and forming postings.
A mistake may also be encountered in typical wir—-
ing or in electronic forms that need to be verified.
It is necessary to study the organization of storing
information on business operations and the ability
to quickly obtain information on business transac—
tions, documents and print it out.

Mandatory audit procedure is the testing of da—
ta entered into the system of accounting records.
This procedure involves testing the completeness
of documents in the paper version and testing the
conformity of paper documents to their electronic
copies, introduced into the system. The lack of this
correspondence is a sign that reporting is false.

6. The auditor should ensure that the data of the
information system is preserved, in the simplicity of
access to data and in the limitation of unauthorized
access to them.

7. Particular attention is paid to checking the re—
liability of the means of internal control in the envi—
ronment of the COD. The auditor is obliged to identify
weaknesses in the control of computer accounting
systems: to consider hardware and software con—
trols, organizational measures (data archiving, virus
testing). He needs to analyze the ways of organizing
the control of the completeness and correctness of
introducing primary information into the informa-—
tion base, control, processing and selection of data,
to assess their adequacy and effectiveness. In ma—
ny users of network systems, the focus of attention
should be the process of data transfer.

8. The auditor should carefully check the cor—
rectness of the calculation algorithms.

An errorin the calculation algorithm, which is re—
peatedly applied to recurring business operations,
may distort the result of economic activity.

After these tasks are performed, on the basis of
the received information, preliminary financial anal—
ysis, evaluation of the level of materiality and au—
dit risk, a general audit plan and responsibilities are
distributed among the members of the audit team.

In determining the auditor’s risks arising dur—
ing the audit of the financial statements due to the
impact of the RCD, the rule (standard) «Risk as—
sessment and internal control. Characteristics of
accounting environment of the computer and in—-
formation system» should be guided.

Audit planning in the COD system is carried out in
accordance with the rule (standard) «Audit planning».

When planning an audit with the use of comput—
ers, it is necessary to take into account the fol-
lowing: the provision of an audit organization with
equipment necessary both for carrying out the
audit and for the provision of accompanying audit
of computer—assisted services; the date of com—
mencement of the audit, which should correspond
to the date of submission to the auditor of the da—
ta in the form agreed with the economic entity; the
fact of involvement of experts in the field of informa-—
tion technologies; knowledge, experience and qual—
ifications of the auditor in the field of information
technologies; the expediency of using tests made
without the use of a computer; the efficiency of us—
ing a computer during an audit. VWhen composing a
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general plan and an audit program, account should
be taken of the degree of automation of accounting
information used by the economic entity of infor—
mation technology.

The audit planning documents should reflect the
nature of the implementation of the audit proce-
dures using the RCD, the need to involve an inde—
pendent expert in order to study and assess the
system of the CAO of the client as a whole and its
individual parties, the date and form of data provi—
sion from the computer accounting system to the
auditor, audit documentation.

Next, the auditors in accordance with the received
tasks independently conduct the analysis of ac—
counting records in the main book in order to identify
inaccurate and non—typical operations, determine
the level of materiality of the indicators by sections,
develop programs of audit by sections, taking into
account the characteristics of the economic entity.

The second step is to conduct an audit, during
which the auditor examines a certain set of busi—
ness operations (the size of the set is determined
by internal standards). VWWhen investigating a sepa—
rate business operation, the auditor must have the
following capabilities: during the course of work re—
fer to the prevailing stage of the local base of rules
in its section; to register in the database all veri—
fied transactions and their comments on them; to
register the committed errors and violations of the
considered economic operation, using a directo—
ry of typical accounting errors; to register in their
local rules the rules of their section are their own
professional judgments about compliance with or
non—compliance with individual accounting rules.

When collecting audit evidence in the COD sys—
tem, the «Audit Evidence» rule (standard) should
be followed. Sources of obtaining audit evidence
are data stored in the system of accounting re—
cords in the files, primary documents, in the array
of information about business operations. Or the
client or the auditor himself creates the necessary
chronological and system registers in the neces—
sary sections and includes them in the working pa—
pers of the auditor. Similarly, an auditor can make
accounting statements. The auditor should ensure
that the accounting records prepared by the ac—
counting system of the Code correspond to the da—
ta of the primary accounting.

At the final stage, the auditor carries out an as—
sessment and analysis of the information obtained

during the audit. Automation allows him to assess
the severity of the violations found. The processing
and assessment module should quickly calculate
the violations detected based on the data taken by
the levels of severity and verified operations, the
number of detected violations of accounts and the
value of the verified aggregate. At the same time,
a certificate should be formed about the number
and nature of so—called qualitative violations, that
is, violations that do not affect the balance of the
checked account or which can not determine the
magnitude of distortion of reporting.

The result of the audit of the section for the au-
ditor is the idea of the reliability of the verified sec—
tion, documenting the inspection and preparing a
report of the head. \When documenting an audit in
the system of the COD, the rule (standard) «Docu—
mentation of the audit» should be used.

Atthis stage of the development of information tech—
nology, for audit and other accounting at the level of
budgetary institutions, the following software is most
often used: AIS «Local budgets» and a newer system
introduced since 2019, «Treasury Customer Client».

Information and Analytical System (IAS) Local
budgets is a territorially distributed information
and analytical system that is used to manage the
processes of compiling and executing local bud-
gets. The purpose of the system is to automate and
standardize the processes of drafting local bud-
gets, paintings and changes, as well as control and
analysis of the implementation of local budgets.

Main functions of the system:

drafting of the local budget;

drawing up and transfer of budget requests to
funds administrators;

drawing up of paintings and changes to the local
budget;

analysis of the implementation of the income and
dividends of the local budget;

reporting and calculation of transfers;

making changes to the local budget.

The main components of IAS are:

1.1AS «Local budgets of the city level, districty.

2. 1AS «Local budgets of village and village level».

3. IAS «Local budgets of the level of manager of
budget funds».

Over the past years, the State Treasury Ser—
vice of Ukraine has been implementing a full—scale
implementation of the Remote Servicing System
(SRS]) «Treasury Client — Treasury».
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The system of remote servicing of the clients of the
State Treasury of Ukraine is a reliable and easy to use
system with a wide range of functional capabilities.

In particular, the list of functions to which ad—
ministrators and recipients of budget funds should
have access must include:

- the functions of maintaining the Unified Regis—
ter of Managers and recipients of budget funds;

- functions of exchange of planned budget docu—
ments;

- functions of creating and signing memorial
documents;

- download information on budget commitments
and budget commitments;

- functions for obtaining data on the movement
of funds.

Implementation of the system of remote custom-—
er service through the SRS «Treasury Client — Trea—
sury» will ensure a full cycle of servicing budget funds
managers at all levels, optimize the costs of support—
ing the process of servicing budget funds at all levels,
accelerate the processing of information, reduce the
time for treasury budget maintenance, reduce costs
removals for printing and transportation.

Conclusion: The current stage of accounting and
auditing development is characterized by the use
of information technology. For the most part, com—
puter auditing of information systems is required if
the automated system is designed to process con—
fidential or sensitive information. But these include
computer accounting systems. Conducting a com—
puter audit is also useful after the construction of
the automated system and its security subsystem
at the stage of acceptance into operation to as—
sess the degree of compliance with the require—
ments imposed on it.

Information technology in the audit and account—
ing significantly accelerates and facilitates the
work of specialists.
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