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Abstract
In automation of production processes, we often establish wireless ad hoc networks, in which, the 
process of establishing high reliability has important significance for routing protocols. In this paper, 
some protocols which are more at less lack of reliability based on the current research  caused by 
various factors are analyzed and discussed . On the basis of this, the paper proposes an improved 
reliability of wireless ad hoc network routing protocol, the key point of the agreement protocol design 
completed construction. With the simulation method to analyze the agreement, get the agreement 
with respect to the current can improve the reliability of results of various routing protocol 16.5%. 
Demonstrate the validity of the wireless ad hoc network routing protocol, to help to locate persons 
and objects better, and enhance the efficiency of testing, analysis and maintenance in automation of 
production processes
Keywords: Wireless network, automation of production processes, 
Routing   protocols, Node-positioning algorithm

1. Introduction
Routing protocol is the key technology of wireless 

network applications. Because of the special nature 
of wireless ad hoc network application environment 
and the application conditions, the routing protocol 
must have robustness and high adaptability to adapt 
to the complex and changeable environment and con-
stantly changing network structure. Location service 
protocol in mobile ad hoc network is the basis of the 
routing protocol, location allocation in ad hoc net-
work routing protocol, the universal current routing 
protocols are analysed, the advantages and disadvan-
tages of them, then according to the characteristics 
of current routing protocols were analysed. The final 
design of the virtual layer routing protocol based on 
geographical location, characteristics of the agree-
ment is nodes do not understand their own position, 
for each node as cluster after cluster head node and 
gateway node is determined by the modified VHLS, 
and based on the VHLS algorithm to form their own 
virtual hierarchy. A node leave a cluster, cluster head

sends the request to the corresponding cluster head, 
this information to other cluster for the first notice, 
so that all the nodes to the cluster node has left. the 
Node joins a cluster, cluster head sends the request to 
the corresponding cluster head, verify the legitimacy, 
authenticity, and then the same process. After the de-
mise of the cluster head nodes, not to its Beacon in a 
certain time after retraction, confirmed the death, then 
the above processing. This paper proposed a routing 
protocol based on virtual geographic position with 
high security for the characteristics of the design,                 
using the improved distance localization algorithm 
of the agreement. Through the simulation using NS2 
software analysis, that the protocol can improve the 
ratio of security routing protocol based on virtual                
geographic location of the 20% traditional. 

While the calculation speeds of the algorithm pro-
tocol does not decrease.

2. The Analysis of Routing Protocol  Reliability 
For example, in military applications, the wireless 

ad hoc network technology to combat network battle-
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field communication system access to more advanced. 
In some cases, wireless ad hoc network and  the end 
of terminal network access internet. Because the net-
work using different routing protocols and transport 
layer service wireless ad, the need for the corres-                                                                                                
ponding conversion in the internet. Routing protocol 
for wireless ad hoc network can be divided into table 
driven routing protocol (Table-driven), on-demand 
(On-demand) routing protocol of two kinds[1-3]. 
Table driven routing protocol (Table-driven Routing 
Protocol), we are also known as proactive routing pro-
tocol, is the routing protocol routing table[4]. Proac-
tive routing protocol routing found a similar strategy 
with traditional routing protocols, routing informa-
tion by broadcasting packets periodically exchange                                                                                                         
routing information, active node, route discovery. 
When the network topology changes, node sends 
a routing update message, receive routing updates 
to nodes will update their routing table, so as to                                                                                                              
ensure the routing information consistency, timeli-
ness and accuracy. Typical proactive routing protocols 
for wireless mobile: OLSR (Optimized Link State 
Routing), DSDV (Destination Sequenced Distance 
Vector), WRP (Wireless Routing Protocol), STAR 
(Source Tree Adaptive Routing). On demand routing 
protocol (On-demand Routing Protocol), also known 
as reactive (Reactive) routing protocol, is when                                                                                                          
needed to find the routing selection. Node does not 
save the routing information timely and accurately. 
When the source node sends a message to the desti-
nation node , the source node by initiating route dis-
covery process in the network, find the corresponding 
routing, began to send the message, in order to im-
prove the efficiency, a node can be found for subse-
quent transmission routing saved in the cache usage. 
On demand routing is mainly composed of a route 
discovery (Route Discovery) and route maintenance 
(Route Maintenance) two parts. It has the advanta-                                                                 
ges of routing information broadcast does not require 
periodic, save some cyber source. Drawback is that a 
data packet is sent, if not to a destination node routing, 
packets need to wait for the route discovery caused 
by delay. Wireless mobile reactive routing protocol 
typical: AODV (wireless ad hoc network On-demand 
Distance Vector), DSR (Dynamic Source Routing), 
TORA (Temporally Ordered Routing Algorithm). 
Routing protocol for wireless ad hoc network itself 
does not provide security mechanism, so the security 
problem has become one of the hot researches. So far, 
domestic and foreign researchers put forward many 
improved security routing protocol, to sum up, there 
are the following: SEAD, Arianna, DSDV, DSR, 
GLS, and GHLS etc. But these routing protocols are

characteristic of certain, is not applicable to the                  
entire mobile ad hoc network. This study mainly 
used in mobile ad hoc network in large and complex, 
at this point, we particularly analysed VHLS rela-                                                                         
ted improvements for our application of the existing    
routing protocols.

The network location can be divided into two 
categories of wireless ad hoc, node self-localization 
and external orientation. The former is based on 
nodes with known locations, in accordance with a 
positioning mechanism (distance or non-distance) to 
determine the node position. The latter is calculated 
relative position information by external target infor-
mation. External positioning method is currently the 
most widely used. the most mature of the position-
ing system is a global positioning system GPS, it has 
high precision, strong anti-interference ability, good 
real-time[5-8]. But it is restricted by the cost, po-                                                                                                     
wer consumption, scalability and the use environ-
ment conditions, GPS cannot adapt to the wireless ad 
hoc network node localization,such as wireless nodes 
in the network have the characteristics of groups with 
limited resources, random deployment, communi-
cation, vulnerable to environmental interference or 
node failure, so positioning mechanism must satisfy 
the self-organization, robustness sex, low power con-
sumption, distributed computing requirements; in the 
battlefield environment, GPS will be disturbed and 
unable to use. According to the characteristics of Man-
tes, the mechanism and algorithm realization self-po-
sitioning of nodes in wireless ad hoc networks is very 
necessary. Node self-localization method is currently 
mainly two ways in accordance with the distance or 
not to locate in accordance with the distance. Because 
there are many cannot solve the problem of external 
positioning mode, so the self-localization algorithm 
has been paid more and more attention. Although 
many localization precision is not high is not practi-
cal, so consider the composite application of the node 
localization technology in the US, set by adopting 
the composite positioning technology to design our 
routing protocol. A location algorithm based on high 
requirements for hardware, but the positioning pre-
cision is high; the range free localization algorithm 
has low requirement to hardware, but the positioning 
accuracy is not high. In order to pursue higher po-
sitioning accuracy while the hardware requirements 
are not too high, the corresponding appeared posi-
tioning algorithm distance independent and distance 
combination[9-10]. The node localization technology 
of this complex in the US, in order to obtain a better 
safeguard is the design of composite high security of 
our routing protocol.
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3. The Design of  Routing Protocol With High 

Reliability 
The current representative algorithms are: Eucli- 

dean algorithm, a universal positioning algorithm, ro-
bust positioning algorithm, N composite positioning 
algorithm. The Euclidean algorithm: the algorithm re-
quires nodes with RSSI ranging capability, based on 
the determined by unknown nodes and anchor nodes 
in 2 hops. First broadcast in the network anchor node 
beacon signal with its ID and position, and the TTL 
domain settings of the signal is 2, namely, the beacon 
can transmit only 2 hops. When a node is an unknown 
node can be from 2 known distance of each other 
and directly adjacent to the anchor node receives the 
signal, it can calculate the self and the anchor node 
distance. When unknown nodes obtain and distance 
of 3 or more anchor nodes after positioning itself. 
The universal positioning algorithm: the algorithm 
to specify the unknown node calculation and final-
ly accepted the position estimation, and upgraded as 
anchor nodes conditions, in order to reduce the influ-
ence of errors. This algorithm includes the start and 
circulation in 2 stages. In the initial stage, all nodes 
exchange messages, if a node’s neighbours are less 
than 3, is marked as solitary node, the anchor node la-
belled terminal node. Phase of the cycle, if unknown 
nodes in the neighbour nodes of non-isolated node 
number less than 3, is marked as solitary node; if the 
terminal node is greater than 3, is positioning itself, 
and according to the number of terminal nodes have 
positioning by consistency of position and neigh-
bour node in the computation. The objective function 
va- lue is lower than the node all neighbour nodes to                
accept the position estimation, a new terminal node. 
If all of a node’s neighbours have become terminal 
or isolated node, then the algorithm ends, otherwise 
the next cycle. Robust positioning algorithm: the al-
gorithm is divided into three stages ranging, localiza-
tion and refinement, in the distance, first use the dis-
tance vector protocol, so that all the nodes obtain net-
work hops from anchor nodes. The second stage, the                                                                                                                        
other position apart from anchor nodes and jump, com-                                                                                                           
puting network average hop distance of anchor nodes, 
and then used as a correction value is broadcast to 
the network. When receiving the corrected value, 
node calculation and anchor nodes according to the 
hop distance. N jump composite location algorithm: 
the algorithm using ultrasonic ranging technology, is 
divided into 3 stages, the first stage is the formation 
of cooperation: according to the criteria, sub trees to 
generate multiple constraints consisting of unknown 
node and anchor node integrity or super constraints 
configuration in the network, called collaborative sub

tree. Each configuration including n variables (co-
ordinates) and at least n are nonlinear equations. Is 
not in the sub tree contains node cooperative algo-
rithm processing stage positioning. The second stage 
is a rough estimate of unknown node positions, then 
through the rough position of unknown nodes and an-
chor nodes distance to estimate the unknown node.

At present, the centric algorithm for convex pro-
gramming algorithm, distance vector algorithm and 
APIT algorithm are the main representative algo-
rithms. Centric algorithm: in this algorithm, anchor 
nodes periodically to the adjacent node broadcast the 
anchor node ID and location information. When the 
unknown node receives a packet from the different 
number of anchor node exceeds a certain threshold 
K or receives after a certain period of time, will de-
termine the centric position for itself the anchor node 
polygon. Convex programming algorithm : the inter 
node communication point-to-point connection as the 
geometric constraint of node position, the whole net-
work is modelled as a convex set, the node localiza-
tion problem is transformed into a convex constrained 
optimization problem, and then use the semi definite 
programming and linear programming method to ob-
tain a global optimal solution, to determine the node 
position. Distance vector algorithm: the algorithm be-
tween the distance between unknown nodes and an-
chor nodes in network, between the average distance 
of each hop and two hop product representations. The 
algorithm first uses distance vector protocol, so that 
all the nodes obtain network hops from anchor nodes; 
then, anchor nodes to calculate the average distance of 
each hop in networks, and its use flooding broadcast 
to network. So each node received only first values 
obtained, and discard all later, this strategy ensures 
that the vast majority of node can receive the value 
from the anchor node nearest. The APIT algorithm: 
the basic idea of the algorithm for unknown nodes 
listen all audible anchor nodes, and from these the an-
chor node any 3 non collinear anchor nodes constitute 
a triangle, the approximation test method in determi-
nation of unknown node is in a triangle, triangle test 
all combinations, we can determine the multiple con-
tains unknown node triangular region. The intersec-
tion of these triangles is a polygon, it identifies con-
tains unknown node region smaller. This region can 
be a grid scanning algorithm, grid scanning algorithm 
and triangle intersection compared with geometric 
method, can reduce the calculation, and reduce the 
amount of calculation. Then, calculate the centric of 
the polygon, and the centric as the estimated position 
of the unknown node.

In location based routing protocol, nodes by GPS
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method to obtain their own position, get obtaining-    
information node location by location service. The 
location of the neighbour nodes can jump through the 
radio to obtain, this belongs to the neighbour infor-
mation to maintain the contents of the agreement. Ac-
cording to participate in the nodes of location-based 
services, location-based services can be divided into 
«part of the node» in the location of the service and 
the «all nodes involved» in the location of the ser-
vice. According to the position of each location ser-                                                                                                        
ver maintenance information can be divided into «part 
of the node position» and «all node position». Both 
combined, location services can be divided into the 
part of the location of the nodes involved in part of 
the service, the position of the nodes involved in all of 
the parts service, and all the position of the nodes in-
volved in part of the service, all nodes involved in all 
the four kinds of the location of the service. In know 
themselves and the location of the other nodes; node 
packet forwarding could be carried out. Pa- cket for-
warding strategy can be divided into, greed message 
forwarding. Node forwards the packet to a neighbour 
near obtaining-information direction; the neighbour 
node choice depends on the optimization criterion of 
the algorithm.  Node forwards the packet to multiple 
jump neighbours near obtaining-information direc-
tion and decentralized packet forwarding. Location 
services is the foundation of the location based rout-
ing protocols. At present there are mainly centralized 
location services, distributed services, grid location 
and grading service four location services. Below is 
the introduction respectively. Centralized location 
service: in a centralized location service network, all 
nodes with the location server to interact, to update 
their location information, or get other node location 
information. This type of location service network 
has a hot; hot spots will bring robustness of location 
service. Distributed location service: the location of 
each node to maintain a position library, library con-
tains all the nodes in the network location informa-
tion. Location library table of contents is with node 
identifier, relative to the direction and distance of the 
nodes and the table of time. Each node by flooding 
position «message» to other nodes is updated the lo-
cation of the library. The message of location and each 
includes a TTL field survival time; the transmission 
distance is used to control the message. This position 
by flooding message to update the location of each 
node repository is the basic idea of whole distributed 
location service. Different protocols have its specific 
strategy Location services in some routing protocols 
that node distance between effect, namely, the farther 
the distance of two nodes, the greater the relative mo-

bility of each other; It is thought that the mobile node 
have autonomy, namely nodes location update trigger 
depends only on the mobile movement rate. So, in 
their location in the message, the location of the TTL 
value low message sending high frequency; In addi-
tion, according to the mobile node of autonomy, the 
routing protocol based on mobile rate to dynamically 
adjust the frequency. In the grid location services, the 
network is divided into a grid. Grid is defined as the 
smallest grid order is 1, the n order grid is a grid of             
(n + 1) order a quarter. Node location information is 
distributed in the networks of multiple servers. Loca-
tion server is not specified, but according to certain 
algorithm is selected, this avoids the server’s election, 
the design and implementation of the agreement. The                                                                                                      
realization of the grid location service mainly                           
includes the following aspects: the choice of the loca-
tion server, GLS through a hash function, the nodes 
of uniquely named mapping for a globally unique ID. 
And define a node :closest node is greater than the 
smallest ID of the nodes in the node ID. A node A to 
have a place in each grid server, and the location ser-                                                                                                         
ver is the order grid nodes of the closest A; Li-                           
mited position update, each node in 2 HELLO mes-
sage broadcast. HELLO message includes all node 
ID, location, the average speed of mobile, obtaining 
neighbour ID and position, etc. In this way, the node 
can be learned within two jumps within the neighbour 
node ID and the change of location information. In 
practical process, the UPDATE message is made up 
of the nodes in each grid closest one by one order 
to forwarding; Location query: GLS server selection 
algorithm ensures the location query of the selected 
server and location update of the selected server is the 
same. When a node S need the location information 
of query node D, it would gradually nodes D closest 
order query, and eventually get the position informa-
tion of nodes D. Hierarchical network location ser-
vice will divide the area into alternating each other. 
Area at the design stage to determine, not dynamic, 
the size of the area depends on many factors, such as 
node mobility, node density, the transmission power 
and wave propagation characteristics, etc. Of course 
this also can be divided into simple geographical di-
vision. Some routing protocols in the location service 
network topology is divided into two levels, one is the 
node level, regional level. To achieve classification of 
link-state routing protocols, each node supports two 
types of control packets, namely node link status mes-
sages and regional link status message. These rout-
ing protocols include nodes all the neighbours, and 
the first broadcast in the area. The ID of the list also                                                                                                           
includes node is connected area, and using the method
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of flooding the entire network broadcasting. Through 
these two packets, nodes can maintain two routing ta-
ble, routing table is an area, through short circuit by 
the algorithm; Two is a regional routing table.

4. The Modified Routing Protocol Based on 
Virtual Geographic Locatioin

Due to the geographical position is through the                                                                                                
information packet forwarding, location based                    
routing protocols do not need to use the route table 
lookup. In the case of know purpose of node posi-
tion, the current node can forward position, so the 
forward delay compared with the passive on-demand                            
routing protocols is smaller; Don’t need to maintain the                                                                                                      
routing table stateless. Because there is no routing 
table maintenance, so the location based routing 
protocol is a stateless routing protocol, it has good                                                                                    
expansibility, can better adapt to a large-scale net-
work, also more suitable for network topology 
changes frequently. The downside is that the location 
service need extra overhead. Location based routing 
protocols rely on location services, and the realization 
of the network location service requires extra over-
head. This is the routing protocol has to focus on the 
problem of the consideration. But under the condition 
of the network size is not too big, if adopt the cen-
tralized location services, is a lot of implementation 
costs to relatively small; the application of location 
information relatively drab. Now, most of the loca-
tion based routing protocols are distance as an appli-
cation of geography information and as a basis for 
the forwarding of a message, the greedy forwarding 
unstable link, etc. Based on regional classification of 
link-state routing (ZHLS) protocol to divide network 
into mutually overlapping area (zone), and for each 
area are identified using the unique ID number, this is 
a bit like GLS agreement. Area at the design stage to 
determine, not dynamic, the size of the area depends 
on many factors, such as node mobility, node densi-
ty, transmission power, and radio waves propagation 
characteristics, etc. This can be divided into simple 
geographical division, also can be divided based on 
wave propagation. Node by GPS method so as to                 
obtain their own location,  and on the basis of calcu-
lating its regional identity.

Based on the combination of blind spots to locate 
and blind area routing algorithm using the distribu-
tion of local neighbours Angle information, through 
local search algorithm to locate the current node by 
greedy algorithm is unable to be local blind area. 
Then through several times of neighbour information 
exchange and blind area of information fusion, grasp 
the current node global blind area information. When 
we check out after all blind spots in the network and

the corresponding blind area, can set up the network 
system of blind area. In the blind area system based 
on the greedy routing algorithm, take advantage of 
the blind area information to guide the routing node 
hands, bypass the objective point in its corresponding 
blind area in the blind spot, to be able to in a time-
ly manner to avoid routing hole, avoid cavitation’s 
routing. This algorithm can efficiently guarantee the 
reliable data transmission, the number of hops, load 
balance, communication overhead and so on, this                     
algorithm is superior to the previously proposed some 
geographical routing protocols. In choosing the re- 
ference node, a node from its neighbouring reference 
node reference information, when it obtained a series 
of reference nodes information, it will use a meth-
od to sort these reference node classification. Show 
their residual values and reference node selecting 
the lowest surplus value of reference node under the                         
algorithm a stage in the application. For a coordinate 
is X, Y, Z node of surplus value is defined. Its surplus 
value is equal to that point to the distance of each re- 
ference node and the reference node of the square of 
the difference standard coverage. In other words, the 
surplus value is the reference node to the node and the 
reference node is calculated distance of different area 
of the sum of the radius. From the initial reference 
node, the value of the surplus value should be close to 
zero. Composite distance measurement, after a series 
of reference nodes when the node selection, it will be 
collected from each of the reference node distance. 
For some measurement technology, when a node 
receives the news from the reference node, it needs 
some location information should be included in the 
reference node. For a precise measurement techno- 
logy, the node can collect information of a series of 
samples, until the samples information changes tend 
to be 0. Node can use the information at this time. 
the sample, that is, the distance between the node and 
the reference node. Nodes can also refuse to apply 
some reference node, the reference node information 
provided sample is unstable. Position estimation, 
it is up when a node, the distance to the reference 
node position can be estimated out of its own. In this 
method, it is using linear equation and Taylor series. 
This method is through Taylor expansion formula, to                                                       
approximate nonlinear equations into linear equa-
tions. Parameter is obtained by linear iteration needs. 
But, unfortunately, in some cases, this approach will 
produce great error; the result of vibration amplitude 
is very large. Many kinds of technology are applied to 
reduce the happening of this kind of situation. Care-
fully choose the start of system parameters. Use can 
accept parameters, such can make the system reach
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the balance of a static. Cycle phase, if the position of 
a node to obtain a reasonable budget, it can be in the 
agreement as a new reference node, node need most 
now is through the limit standard of reference nodes. 
As a result, a large part of the nodes are in position 
to get a good budget, budget only more accurately 
node position, in this way, can enlarge the coverage 
of network, and can avoid the generation of large                              
error. New reference node is added to the known                                                                          
exact location nodes, at the same time, improve 
the position precision of the budget. By the above                                                                
methods, and constantly budget precisely the loca-
tions of some nodes, these already know the precise 
location of the nodes and can be used as a reference 
node in the network application. In this way, through 
continuous cycle, can get accurate location, most of 
the nodes on the network in the application of wireless 
sensor network can be a very important role. That is 
we are going to use the basic principles of compound 
node location technology. Neighbourhood, the blind 
area information fusion process is shown in figure 1.

Figure 1. The blind area information fusion process

Assuming that the current node p in the picture, 
after localization blind area search algorithms local 
blind area of p is LBA (p). Through the blind spot of 
information exchange between neighbours, mastered 
the jump after a neighbour’s blind area information, 
the itch a neighbour’s local blind area for the LBA 
(I). And V connection UI and perpendicular bisec-
tor of VI, and p between two perpendicular bisector 
of communication beyond the range of the regional 
flag is Fi. Blind area in the first time in the process of                                                                     
information exchange and fusion, when the objective 
point in Fi area, a neighbour of the current node p that 
I must jump neighbour distance objective point near-
est node. Point p will inevitably by point I forwarding 
packets. , therefore, the case of a neighbour’s local I 
blind area LBA (I), if there are areas in the Fi, the fall 
in the centre portion of the Fi will also become blind 
area of p, namely the point p on the direction of the I is

blind spots for BA (I) the door Fi. Calculate all jump 
neighbours’ blind area of p, p of the blind area should 
be (BA(I) the knife) U (BA (2) the door F2)... U (BA 
(I) knife)... U (BA) (n) nine UBA don’t). At this point, 
the point p of the range is extended to the blind spot in-
formation of two jump range. At the same time, point 
p a jump neighbour’s blind area of records may also 
be changed, so the blind area information exchange 
and fusion between neighbours again. In this way, 
each node of local blind spot information will spread 
out gradually, and tend to be convergent, ultimate sta-
bility after the blind spot of information is recorded in 
the global blind area. Every node in the nodes of the 
blind area is actually a network of local convergence 
blind area and fusion. Each node to master himself, 
and a jump after the neighbour node blind spot infor-
mation, you can clearly understand what area in the 
network is unreachable by greedy algorithm, which 
area are through which unreachable neighbour nodes 
using the greedy algorithm. Methods is to divide net-
work into k x k grid, each grid computing is the blind 
spot of each node is located in scope. Excluded from 
the blind spot information recorded in a blind area of 
each node, the size of the blind area table for K2hit, 
each bit marked the corresponding grid is blind area, 
and if the blind area, the position 1, if it is not blind 
area, then the position 0. Each node holds a blind area 
table and table jumped all neighbours. Such a record 
method is simpler, and pay the set operation is very 
convenient, also can be a very good save the storage 
space. However, the size of the grid can bring certain 
error to blind area of judgement. In the ideal situation, 
i.e., k is large enough, so that there is only one in each 
grid node, so that you can accurately know if each 
node is located in the blind spot of the current node.

5. The Simulation Analysis
On the one hand, in view of the simulation proto-

col details, need an efficient processing bytes, group 
head and run on a large number of data sets algorithm 
of a language system, in this case, the speed is very                            
important, and c + + language run very fast. on the 
other hand, most of the network simulation research 
is need to change the network parameters or confi- 
guration, or quickly research a series of scenarios. In 
this case, repeatedly change the parameters or con-
figuration of the time is very important, tall language 
although run slower, but provide the flexibility to 
change parameters and configuration, greatly saves 
network simulation parameters change or read the 
time of different configuration. NS2 to use a combina-
tion of two languages, in the network movement scene 
change (especially in Ad Hoc network) and speed of 
data processing has achieved a certain optimization.  
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Network researchers by writing Tall script to invoke 
the simulation element simulation in Octal class li-
brary.

In the composite simulation test for the algorithm 
of blind spots to locate and blind area, we adopt is 
the same with compound node positioning simula-
tion software, namely the NS2. The main parameters 
of the simulation environment for: 800 m by 800 m 
square area randomly distribute the 500-2500 nodes, 
average node degree of change in the range of 5 to 
25. Network UDG conditions, MAC layer USES the 
802.11 protocol, wireless transmission radius of 5 
m. In the 100 s of the simulation time, randomly se-
lected node to send 100 packets. Each set of data is                                                                                                     
measured by the five randomly generated network 
data and take the average. Comparing the routing pro-
tocol for the current application of more GPSR routing 
protocol is proposed. By comparing the performance 
of their security is to verify the effectiveness of the 
combined location routing. Face under complex blind 
area to locate and blind algorithm simulation test,The 
set to the packet to discard the packet routing is emp-
ty. We in the random distribution of network nodes, 
artificially set an empty, empty size is 200 x 200 m2. 
In GBIR algorithm, we choose the network is divided 
into 8 *8 * 16, 32 * 32 * 64, comparing the small 
pieces of the grid side length respectively communi-
cation radius 2 times, 1 times, and half a quarter. As 
the web hole increases, the number of hops increases 
GPSR is very obvious. However, the algorithm on the 
number of hops is hardly affected by the size of the 
hole, only related to the network density. It is enough 
to prove the security of this compound algorithm in 
routing security performance is better.

6. Conclusions
In view of the wireless ad-hoc network routing 

technology used in automation of production pro-
cesses  and its location based routing service techno- 
logy development present situation, key technologies 
and development trend of question for study. Then in 
wireless ad-hoc network routing protocol based on 
virtual layer location service based on the safety of 
the compound design, this part includes the location 
of the current problems of service technology, the 
design method of composite and the process, the in-
novation embodied in the combined location routing 
technology, the algorithm design and simulation ve-                                                                                          
rified the effectiveness of the compound agreement. 
Another key of the article is for the combined loca-
tion routing security policy research, in this section is

mainly for composite location based routing protocol 
of the basic principle and design idea were studied. 

Through the subsequent simulation test, fur-
ther evidence show that the combined location                                
routing protocol is of availability and security.This 
can enhance the efficiency of  testing, location, anali-
sis and maintenance heavily in automation of produc-
tion processes
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